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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

One of the most important topics for cellular operators is network monitoring. Generally, monitoring helps to obtain useful information about a system, its state and its behavior. More specifically, network monitoring provides useful information about the utilization of its resources, and the interaction way between various network units.  

When a mobile radio network is considered, the main concern is its resources, the kind of channels, the number of cells, the number of BSCs, MSCs that the network has, etc. It is also important to know, at any time, if a call request was established successfully or not, if a call was ended successfully or not, and if network resources are sufficient at emergency instances. If a connection was cleared unsuccessfully, we want to know the reason, which causes that problem and to propose solutions. 

Present cellular networks have demonstrated in many occasions their inadequacy to properly respond to the variations in traffic intensity of mobile subscribers. Events at which the poor congestion management has been evidenciated include not only dramatic emergency situations (e.g. catastrophic earthquakes, floodings, etc.), but also cases of predictable traffic overload (such as New Year's Eve) or in specific geographic areas (such as major cultural or athletic events like the Olympic games). 

This inadequacy is caused by both the lack of real time monitoring and, consequently, by the delayed application of resource optimisation techniques. Considering the above, it is a big necessity for the operator to have a special tool, which will monitor the mobile network in real time basis. 

It should be noticed that the proposal described in the present document is based on the work, trials and results provided by the IST project CAUTION (IST-2000-25352-CAUTION). CAUTION project is addressing the problem described above by providing a system that will allow the on line monitoring and  the on the fly optimisation of resource allocation to properly cope with traffic intensity variations. In order to exploit the available resources in the most efficient way, CAUTION provisions an intelligent mechanism that dynamically modifies the resources assignment according to the specific needs of the critical situation.

The architecture for efficient management of traffic congestion designed within the CAUTION project entails the introduction of new network elements in charge of monitoring cellular networks, detecting congestion situations and applying management techniques to cope with traffic overload. 

The standardisation proposal is supported by all the members participating in the project’s consortium.

1
Scope

The present document is proposing a report that should be generated by the MSCs of the cellular systems during call-setup and call-release procedures, so that the exploitation of those can result in a reliable real-time network monitoring. An attempt to specify the interface responsible for the transfer of the reports is also proposed in the present document; an interface specifying the interconnection between the MSC and a new element, which will handle the real time monitoring procedure.

This document illustrates the idea of exploiting existing network capabilities combined with innovative elements and techniques at a minimal cost, in favor of real time monitoring and resource optimization in cellular networks nowadays. It is attempting to confront one of the most common, yet unsolved, problems that operators throughout the world encounter even in daily time basis: resource allocation. 

Following a statistical analysis and evaluation phase, a requirement analysis and an innovative idea, the present proposal aims directly to the root of the problem, the real time monitoring of the network’s resources. Existing tools can provide monitoring in a time basis that is useful for long term optimization, but cannot confront emergency and other situations that demand immediate actions.

This Standardization Proposal is transparent to the vendor products used in the present operating networks, meaning that it can be used by any vendor product, relating to its specifications. It is carefully provisioned to be a vendor-independent document, in order to apply in every possible operator’s existing equipment.   

An overview of the document follows, where all the above-discussed subjects can be found:

Firstly, in order to clarify the term real-time monitoring, the requirements for real-time monitoring are listed. 

Then, the Interface Traffic Monitoring Unit (ITMU) is presented, as a necessary introduction to the proposed architecture. ITMU is one of the CAUTION’s elements that collects MSC reports and calculates the system utilization and a set of Key Performance Indicators (KPIs). 

Furthermore, the main standardization proposal, the interface Ca between MSC and ITMU, is presented. In this part, the proposed report format is also presented, followed by an example that illustrates the notion of the report.

Finally, conclusions and future work are presented in the last part of the document.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

[1]
CAUTION IST-2000-25352 D-2.1 (2001-07): "Requirement Analysis and Functional Specifications".

[2]
CAUTION IST-2000-25352 D-3.2 (2001-11): "CAUTION System Architecture".
3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AGCH
Access Grant Channel

BSC
Base Station Controller

CAUTION
Capacity Utilisation in Cellular Networks of Present and Future Generation

CID
Cell Identity

ECS
Emergency Call Server

EID
Event Identity

GSM
Global System for Mobile Communications
GUI
Graphical User Interface

ICR
ITMU Call Report

ITMU
Interface Traffic Monitoring Unit
KPI
Key Performance Indicator

MB
Message Bus

MML
Man-Machine Language

MOC
Mobile Originated Call

MSC
Mobile Switching Centre

MTC
Mobile Terminated Call

NCID
New Cell Identity

NIC
Network Interface Card

PCH
Paging Channel

RACH
Random Access Channel

RID
Report Identity
RMU
Resource Management Unit

RTT
Real Time Traffic

SACCH
Slow Associated Control Channel

SDCCH
Stand-alone Dedicated Control Channel

SMS
Short Message Service

ST
Signalling Time

TC
Termination Code 

TCH
Traffic Channel

TCP/IP
Transfer Control Protocol/Internet Protocol

TS
Time Stamp

XML
Extended Mark-up Language

4
Requirements for real-time network monitoring
The first requirement of a monitoring tool is the real time monitoring. The monitoring unit should be able to present results at any time. 

Furthermore, the extraction must be continuous, and the results must be near to real time, in order for the network to react on time at an emergency situation. 

In addition, the monitoring tool shall be able to calculate the utilization of any network resource. In fact, these utilizations are the desired results. 

Finally, the utilization of the various logical channels shall trigger the respective management techniques, if necessary.

 The requirements of a monitoring tool can be summarized as follows (extensive descriptions are cited in [1] for the first seven requirements and in [2] for the rest):

-
Real-time monitoring

-
Monitoring of all logical channels of each cell

-
TCH Blocking Rate 

-
SDCCH Blocking Rate

-
Drop Call Rate 

-
Emergency Calls

-
SMS information and statistics

-
Adjustments and additional configurations over GUI

-
Connection with MSC

-
Avoidance of delays while retrieving data

-
Collection of useful data (no redundancies due to the huge amount of data)

-
Storage of data in the memory for quick response

-
Response on a Resource Management Unit’s requests on cell (or channel) utilization

5
Real-time network monitoring based on ITMU
CAUTION system is a multi-element system that monitors traffic, predicts and recognises resource shortcomings and reacts to cellular network congestion situations, thus solving congestion in overloaded sectors of cellular networks. Two CAUTION network elements, namely ITMU (Interface Traffic Monitoring Unit) and RMU (Resource Management Unit), constitute the core of the CAUTION system. ITMU is responsible for collecting reports from the network and for surveying these reports to recognise a congestion situation. RMU is responsible for deciding and actuating the reaction. CAUTION architecture is depicted in Figure 1as an introduction to CAUTION system, for better comprehension of the idea proposed in this document. An in-depth description of the system’s architecture, the platforms, the interfaces and the responsibilities of both ITMU and RMU can be found in [2].

ITMU is the responsible element for real-time system monitoring. Unfortunately, real-time monitoring is a very difficult task in existing networks. Monitoring tools cannot respond in real-time conditions and additionally they cannot automatically enable mechanisms to overcome congestion problems. The idea of ITMU is to exploit all available reporting mechanisms, coming from MSCs, and collect those that can give an idea of the traffic overload. In this way, redundant procedures are avoided and no additional overhead for the system occurs. The system can be monitored in terms of utilisation and channel blocking. Therefore, ITMU guarantees the accurate detection of problems and manages the reporting to RMU. On the other hand, and despite the implementation difficulties of the distributed monitoring solution, ITMU does not have any knowledge of management mechanisms implemented, in order to ensure safe system rollout. The system element that implements intelligent algorithms and knowledge-based management is the RMU.

In this occasion, the term “real-time monitoring” refers specifically to the Air-interface utilisation of the network. The resources that are monitored in real-time are the logical channels of the Air-interface (TCH, SDCCH, RACH, SACCH, AGCH and PCH). In addition, ITMU calculates TCH blocking rate, SDCCH blocking rate, percentage of not-normal clear codes and percentage of emergency call attempts. The ITMU compares each of these parameters with a set of threshold values it stores, to verify whether the threshold value is reached or not. A positive match with the threshold values results in one alarm to be propagated to the RMU, indicating the necessity of starting a congestion management procedure.

5.1
Platform

The ITMU is implemented on a workstation running Microsoft Windows 2000 operating system. The programming language that is used for the implementation is C++. Borland C++ Builder is the perfect programming tool for our needs, because integrates features like TCP/IP components and XML support. Also, Borland C++ Builder makes possible a real visual development.

5.2
Interfaces

ITMU is one of the two core elements of the CAUTION system. It has multiple interfaces, regarding the interconnection between the cellular network and the rest CAUTION system elements. 

Looking from the cellular network side, ITMU is connected to the MSC through the concentrator element. The concentrator is used as a gateway, to collect MSC reports that are then delivered towards the ITMU, through the A’ interface.  An extra option is the connection of several MSCs to the same ITMU through different interfaces; therefore a decrement of the total cost of the system is succeeded. 

Regarding the CAUTION system side, ITMU is connected to the RMU, which is the other core element of the CAUTION system, through the I interface. It is also connected to ECS (Emergency Call Server), which is the emergency element, through the U interface, concerning the whole CAUTION architecture.

The interfaces described above are clearly shown in Figure 1, in order for the reader to understand the interconnections between the elements and the exact standardisation proposal, presented in the following chapter. 
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Figure 1: CAUTION Architecture and Interfaces
5.3
ITMU – Concentrator/MSC Interface

The concentrator is an already existing element in GSM cellular networks and, generally, it is vendor-dependent. It is used as a gateway, to collect MSC reports that are then delivered towards the ITMU, through the A’ interface. The concentrator is connected to the MSC through the C interface and transforms the MSC reports, which arrive to the concentrator through the MSC message bus (MB), to an appropriate format for propagation over an Ethernet (802.3) TCP/IP network. ITMU has a dedicated Ethernet Network Interface Card (NIC) per MSC.

Two different types of MSCs exist in cellular networks nowadays. The first one (MSC) has an Ethernet module plugged in, while the other type (MSCi) has an integrated Ethernet support. To connect the ITMU to the MSC a specific procedure is needed. This procedure needs the installation of a plug-in unit and the creation of the connection by using MML commands.

6
Standardization proposal
The standardization proposal mainly concerns the format type of the reports that should be generated by the MSC, as well as the interface to connect to an ITMU or another monitoring tool. In the general CAUTION architecture, there are two interfaces defined behind the IMTU, namely the C interface (between MSC and concentrator) and the A’ interface (between the concentrator and the ITMU), as one can see in Figure 1. The reason of the existence of these two interfaces is that there is a standard report generated by the MSC of a specific vendor; therefore the use of a concentrator is needed to convert these reports into RTT (Real Time Traffic) reports, described in [1]. These RTT reports are collected and evaluated in terms of information for each call.

In this standardization proposal, the Ca interface, which is actually both the C and the A’ interface, is presented, along with the report generated for monitoring reasons. This is done, due to the fact that the report should not depend on the vendor. Ca interface is depicted in Figure 2, interacting with the rest of ITMU’s environment. Following issues are considered:

-
Report name

-
Report generation

-
Report format

-
Ca interface specifications 
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Figure 2: Ca interface in ITMU’s network environment
6.1
Report name

The proposed name of the report is ICR. These are the initials of ITMU Call Report. The naming is mainly based on the idea to generate this report after the requirements coming from the development of the ITMU.

6.2
Report generation

The report should be generated in the following cases:

-
Call request (SDCCH is assigned)

-
Call setup (TCH is assigned)

-
Call termination

-
Handover (on-going call)

-
SMS

6.3
Report format

The report format should contain the following fields:

-
Report ID (RID)

-
Cell ID (CID)

-
New Cell ID (NCID)

-
Event ID (EID)

-
Time Stamp (TS)

-
Signaling Time (ST)

-
Termination Code (TC)

6.3.1
Report ID

The Report ID field consists of the following:

-
Type: unsigned integer 16

-
Values: 

1)
MOC – call start

2)
MOC - handover

3)
MOC – call termination

4)
MTC – call start

5)
MTC - handover

6)
MTC – call termination

7)
SMS send

8)
SMS receive

The characterization MOC (Mobile Originated Call) and MTC (Mobile Terminated Call) refers to the type of the call. For instance, if there is a call established between subscribers of the same operator, but in different cells, the one MSC will generate reports referring to the user that has setup the call (MOC), while the other (or the same) MSC will generate reports for the other calling party (MTC), the one that receives the call.

6.3.2
Cell ID

This parameter contains the information of the cell where the call is set up or terminated.

6.3.3
New Cell ID

This parameter contains the information of the new cell in case of a handover performed.

6.3.4
Event ID

The Event ID is an integer that indicates the specific event. The reason of this report is for the tool to be able to relate different Report IDs to a common event. In other words, this report is important in order to identify whether the specific arriving Report IDs belong to a new event or to a terminating one, thus making the information gathered more reliable.

6.3.5
Time Stamp

This is the time that the report is generated, assuming that it is generated at the same time that one of above-described procedures is taking place.

The format proposed for the time stamp is: DDMMYYYY hh:mm:ss:dd (where D stands for day, M for month, Y for year, h for hour, m for minutes, s for seconds and d for tenth of a second).

6.3.6
Signalling Time

This parameter depicts the duration of the signalling needed for a call to be established.

The format proposed for the signalling time is: ss:dd (where s stands for seconds and d for tenth of a second).

6.3.7
Termination Code

The Termination Code field consists of the following:

-
Type: unsigned integer 16

-
Values: 

1)
Successful termination

2)
Congestion before SDCCH assignment

3)
Congestion before TCH assignment

4)
Drop call before signaling

5)
Drop call during signaling

6)
Drop call during call

6.4
Ca interface specifications

The MSC reports should arrive to the concentrator through the MSC message bus (MB), constructed using the above described format, ready for propagation over an Ethernet (802.3) TCP/IP network, preferably in xml-format. The format should have the following structure:

<?xml version=”1.0”?>

<ICR>

<RID>…</RID>

<CID>…</CID>

<NCID>…</NCID>

<EID>…</EID>

<TS>…</TS>

<ST>…</ST>

<TC>…</TC>

</ICR>

6.5
Example

We assume a call that is set up on the 7th of May 2002, at 15:00, at cell 1234. The calling party is a subscriber of the same operator, located in cell 2345. The call had duration of 48sec and signalling time of 4 sec. At the 27th sec of the call, a handover of subscriber A takes place. The new cell of subscriber A is 3456. 

Following ICRs should have been generated:

-
Call-setup request: MOC

<?xml version=”1.0”?>

<ICR>

<RID>1</RID>

<CID>1234</CID>

<NCID>NULL</NCID>

<EID>456</EID>

<TS>07052002150000</TS>

<ST>NULL</ST>

<TC>NULL</TC>

</ICR>

-
Call-setup request: MTC

<?xml version=”1.0”?>

<ICR>

<RID>4</RID>

<CID>2345</CID>

<NCID>NULL</NCID>

<EID>456</EID>

<TS>07052002150000</TS>

<ST>NULL</ST>

<TC>NULL</TC>

</ICR>

-
Signalling termination: MOC

<?xml version=”1.0”?>

<ICR>

<RID>1</RID>

<CID>1234</CID>

<NCID>NULL</NCID>

<EID>456</EID>

<TS>07052002150004</TS>

<ST>0400</ST>

<TC>NULL</TC>

</ICR>

-
Signalling termination: MTC

<?xml version=”1.0”?>

<ICR>

<RID>4</RID>

<CID>2345</CID>

<NCID>NULL</NCID>

<EID>456</EID>

<TS>07052002150004</TS>

<ST>0400</ST>

<TC>NULL</TC>

</ICR>

-
Handover: MOC

<?xml version=”1.0”?>

<ICR>

<RID>2</RID>

<CID>1234</CID>

<NCID>3456</NCID>

<EID>456</EID>

<TS>07052002153100</TS>

<ST>NULL</ST>

<TC>NULL</TC>

</ICR>

-
Call-termination: MOC

<?xml version=”1.0”?>

<ICR>

<RID>3</RID>

<CID>3456</CID>

<NCID>NULL</NCID>

<EID>456</EID>

<TS>07052002155200</TS>

<ST>NULL</ST>

<TC>1</TC>

</ICR>

-
Call-termination: MTC

<?xml version=”1.0”?>

<ICR>

<RID>6</RID>

<CID>2345</CID>

<NCID>NULL</NCID>

<EID>456</EID>

<TS>07052002155200</TS>

<ST>NULL</ST>

<TC>NULL</TC>

</ICR>

The above messages (combined with messages for every single activity taking place) can help the ITMU to perceive the situation in the specific cell(s), to calculate utilizations and blocking rates and to anticipate possible problems. By forwarding this information to a Resource Management Unit, an integrated, real time solution/technique can be launched. 

7
Conclusions

After in-depth study of signaling mechanisms, system requirements, operational and technical considerations, the main result is that existing cellular systems are not optimized, because of the lack of real time monitoring leading to inadequate resource management, mainly by existing tools in both 2G and 3G. This means user dissatisfaction and operator’s losses that should be taken into account.

An important conclusion shall be that the standardization proposal in the present document can be fully exploited by the IMTU, thus minimizing the error probability and, in addition, offering accurate data, regarding calls. The interface and the ICR reports can also be available for other applications, even for billing.

Emphasis can also be given in emerging technologies. GSM networks will continue to exist, especially after the introduction of GPRS and the promised bandwidth utilization. The proposal can be slightly customized to meet the requirements of packet-based traffic, allowing the operator to monitor accurately (or even to bill) GPRS sessions, in presence of regular circuit-switched traffic. 

In addition, this proposal can be also applied to 3G networks. The main idea should remain the same, while the general system interface and report format shall follow the necessary adjustments to meet the requirements of a 3G network. ITMU shall follow the same concept of processing, but additional fields and information shall be implemented inside the reports.
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