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1 Stakeholder requirements



1.1 Subscriber Requirements


· 
1.1.1 Subscriber

A subscriber is a business entity (an organization, a company, a family or even a person) that has a contractual relationship with a service retailer, and by which the subscriber is allowed to give to its organization access and use to the subscribed services.

A subscriber can represent a single user or a complex organization with many users.

Complex subscriber organizations may organize users within groups (and sub-groups) with distinct service access and usage rights (i.e. assign distinct sets of service profiles).

· Subscriber

Identified by its contract identification at CCBS level of the Service retailer

1.1.2 Subscription at organization level

It shall be possible for a given organization, from the simplest one (a given person) to the most complex one (a big company), to establish contracts with Service Providers, in order to  offer access to services for its members.

All rights and specificities subscribed by the Subscriber are part of the Subscriber profile.

1.1.3 Possible multiple Users under the subscription

The subscriber defines the users and their associated rights to use the subscribed services 

· When the organization is a simple person, the User may be  this person 

· When the organization is more complex, a family for instance, different members of the family may be considered as different users under the same family’s contract.

· When the organization is very complex, a big company for instance, members of the company may be considered as users. 

In this case, a user may be either a member or a set of members of the company.

All rights and specificities allowed by the subscriber to the User are part of the User-Profile

1.2 User Requirements

1.2.1 User

User is an entity of the subscriber’s organization, allowed by the subscriber to access the whole or a subset of the subscribed services

The User is uniquely identified by the NAI (private identity) provided by the service retailer, and is associated with one or several public identities. 
1.2.2 End User (=Role of a User)

The End User is an identified role for a given user .
End-User is identified by :one to n public-identities (different from the one already associated to the user . The user allocates the public-identities for each of his End-users. If there is just one end-user, then this end-user can be identified by the user’s public identifiers.

An End-user corresponds so to a given role for a given user
A given person may want to have different services capabilities depending on the role played when accessing the service

· Professional role profile

· Private role profile

· Specific role profile

· …

All specificities defined by the user for each End-User and all preferences defined by each end-user for himself in the frame of the User’s rights are part of the End-User Profile

This initial requirement appears in 3GPP TS 23.228.v5.3.0 
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For a given Private User Identity (NAI), different public Identities may address either the same profile or a specific one.
1.2.3 Basic Functions
1.2.3.1 Access to the Network

The accessing User is identified by the NAI and associated security data are retrieved from the USIM.

The accessing End-user is identified by its public Identity he has entered at Login on the terminal ( a PIN code should be defined for each End-User).
If no End-user is defined, the User PI will be used as default identity. 
1.2.3.2 In session use of service profile

The service profile used for service handling during a session is always the one associated to the End-user corresponding to the Public-identity of the party (calling or called).

This End-User service profile is a refinement of the User service profile defining the specific rights allowed by the user for the End-User and the specific preferences defined by the End-User for himself.

The User service profile itself is a refinement of the Subscriber service profile, defining the specific rights allowed by the subscriber to the User.

1.2.3.3 Authentication

Authentication concerns always the User, whatever the End-user accessing the system

Authentication is based on NAI and associated security data stored both on the USIM and in HSS

1.2.3.4 Registration of a User / End-User

The capability to register either as User or as End-User can be used for instance 

· When a End User want to be reachable for himself only

· when a user wants to be reachable for all End Users

· Registration of a User

If the Public-Identification provided at access time is the Public identification associated to the User (Memorized on the USIM), the registration concerns all End-Users defined by the User. This leads to automatically register all Public identities corresponding to all End-users associated to this user.

This allows to handle incoming and/or outgoing sessions for every End-user. Each End User has its own service profile activated.

· Registration of a End-User

If the Public-Identification provided at access time is the Public identification corresponding to a given End-User (different from the User’s Public Identities memorized on the USIM), the registration concerns only this End-User. This leads to register only the Public identity corresponding to this End-user associated to the user.

This allows to handle incoming and/or outgoing sessions only for the registered End-users. 

1.2.3.5 User self-management
For a user’s services, that support and are supported by GUP:

· The user shall be able to customise her services and interrogate customisation settings, subject to limitations by the Home operator and/or service provider and/or subscriber. The user interface for customisation/interrogation is service specific and out of scope of this specification.

· The user shall be able to request securing of her terminal settings and service customisation for terminal-based services, subject to limitations by the Home operator and/or service provider and/or subscriber. The user interface for securing is service specific and out of scope of this specification. 
Securing may be used for later retrieval on the same or different terminal (e.g. in the case of loss or damage to the terminal).
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2 Example A complex company

Subscriber = Company  (Company-Contract-Id)
User i = member of the company having its own USIM (NAI-i / PublicId-i)

End User i-1 = standard role for user i  (PublicId-i-1)
(professional use, no other specific roles for this person)

User n = member of the company having its own USIM (NAI-n / PublicId-n)
End User n-1 = specific role 1 for user n (PublicId-n-1)
(professional usage)

….

End User n-m = specific role m for user n (PublicId-n-m)
(private usage)
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