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Introduction

Currently the IMS Charging Identifier (ICID) is populated within the I-CSCF CDR and the S-CSCF CDR, according to TS-32.225 v1.1.0. It is our understanding that for mobile terminating sessions the ICID is created either in the I-CSCF or the S-CSCF and sent, along with other IMS charging related data, to the CCF. Whilst for mobile originating session the ICID will be generated by the P-CSCF.The CCF constructs the CDRs using these charging data, and sends them to the Billing System. 

CN1, in their LS N1-020948 (addressed to SA2 and SA5), has proposed (by using various illustrative scenarios) that charging data need not be generated at, nor sent from the I-CSCF to the CCF.

SA2, in their reply LS S2-021517, has provided guidance, stating that the I-CSCF should after all provide charging data (which would include the ICID) according to the latest version of the IMS stage 2 document TS23.228v5.4.1.

SA5 will need to consider these inputs and decide on an appropriate course of action.

Additionally, the Inter-Operator Identifier (IOI) which was originally proposed in TR 23.815-120 (this IOI information is extracted and included in Appendix-1 at the end of this discussion paper for the reader’s convenience), needs to be more adequately addressed in SA5 documentation (such as TS 32.200 and TS 32.225).
Discussion
With respect to the I-CSCF generating charging data and sending them to the CCF, in TS-32.225 v1.1.0, section 5.1.2.2.5 “Detailed I-CSCF Message Formats”, it states that:

Charging data may be sent by the I-CSCF at the following points:

· Start of mobile terminating Session (a “Start Session” record type)

· End of mobile terminating Session establishment transaction  (a “Stop Session” record type)

· Events (e.g. registration, One-time event accounting data transfer) (an “Event Record” record type).

Further, the SA2 LS S2-021517 states that:

· The scenarios described by CN1 do not consider registration.

· While the information generated in the I-CSCF may not be relevant for 3GPP end-user charging, it may be relevant for particular scenarios:

· It may be relevant for usage statistics;

· It may be relevant for error cases (e.g. calls which don’t succeed beyond the initial SLF or HSS query), error case statistics  and call case statistics such as for unregistered users with no services and unknown subscriber in the HSS;

· It may generate data relevant for charging purpose in scenarios, where an IMS network is connected to external IP networks (e.g. via an IP sec tunnel).

 It is desirable that the mechanisms to provide such data is similar to usage data from other CSCFs. 

Therefore SA2 confirms the statement in 23.228 that the I-CSCF should generate CDRs.
Proposal
It is expected that in keeping with SA2’s guidance, SA5 will need to ensure that the I-CSCF will provide charging data (and thus generate the ICID for IMS terminating sessions) to the CCF. Furthermore it is highlighted that the I-CSCF must also be able to indicate where the originating sessions came from (i.e. the interconneciton point between the IMS network and the external network) 

If however, the generation and transfer of I-CSCF charging data is turned off (at the operator’s discretion
) then two issues arise.

First, the S-CSCF must be able to identify this state and hence generate the ICID, forwarding it to the relevant nodes (P-CSCF, CCF, etc). Hence SA5 needs to ensure that the ICID is provided within the charging data sent from the S-CSCF to the CCF, if it is not sent from the I-CSCF.

Second, the transmission of the point of connection to/from the external network needs to be relayed to the CCF via the S-CSCF. This maybe through the generation of the IOI,  however it needs to be clarified where the IOI is generated and what additional information it provides. The allocation of IOI values is stated in TR 23.815-120 to be outside the scope of 3GPP, however in order to administer these values and maintain their uniqueness, SA5 will need to devise a format that enables these criteria to be met.

Additionally, the charging correlation between the GCID and the ICID has also to be carried out for Mobile terminating sessions which will require the GGSN to relay the GCID to the IMS nodes via the Go interface and correlate this with the ICID before transferring this correlation to the CCF and later the Billing System.

Lastly, there is a need to reflect the incoming point to the external network. For example, a SIP message may have come in from Network-A, but it may have actually originated in Network-B. In such a case SA5 needs to document how this information is sent to the CCF (especially if the I-CSCF is not generating anything). It is possible that this is perhaps linked with the I-CSCF sending its IOI.

It is proposed that the above points be discussed and resolved and then reflected within TS 32.200 and TS 32.225 as appropriate.
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Appendix-1 IOI Information Extracted from TR 23815-120 …

5.3.2 Identification of operators for charging

To enable the different operators involved in IMS sessions to identify each other, the Inter Operator Identification concept (IOI) is introduced. Inter Operator Identification allows operators involved with session signalling to identify each other by exchanging operator identification information within the SIP signalling. The Inter Operator Identification (IOI) concept may help to support inter operator charging.

The following requirements relate to the Inter Operator Identification concept: 

· The Inter Operator Identification concept shall allow operators to uniquely identify each other for the SIP based requests; for example between A’s HPLMN and B’s HPLMN.

· The Inter Operator Identification concept can be used for inter operator accounting identification purposes.

· It shall be possible to prevent the information used for Inter Operator Identification from being passed to the UE.

· It shall be possible to apply the Inter Operator Identification concept on a peer to peer basis between operators. It shall be possible to use different identity values for operator identification between operators involved in IMS sessions.

· Inter Operator Identification identities shall be included within SIP signalling:

-
When a SIP request is passed out of a network the Inter Operator Identification identity of that network shall be included in the SIP signalling.

-
When a SIP response is returned the Inter Operator Identification identity of that responding network shall be included in the SIP signalling.

· Each network is responsible for including its own unique Inter Operator Identification Identity into the SIP signalling.  The Inter Operator Identification Identity shall be unique for each operator (for example the Inter Operator Identification Identity of Home Operator A is different from Home Operator B).

· Inter Operator Identification Identities received in the session signalling shall be incorporated into the CDRs produced by the IMS network elements.  The operator identification information may be used for inter operator accounting purposes.

· The format of the IOI and the possible reuse of existing SIP protocol tools to cover the IOI concept is subject to stage-3 design.

· The allocation of the IOI values for the operators is outside the scope of 3GPP standardization.

Note: The relationship of the Inter Operator Identification concept with security aspects between operators is for further study.













� Contact: Sharat Chander, +1 425 580 6596, sharat.chander@attws.com


� It would be beneficial to minimize or eliminate the processing overhead at the I-CSCF due to charging data generation, since its primary role is to merely route messages to the appropriate S-CSCF and to hide the home system’s topology.
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