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1.1 General

A joint meeting of several questions working on CORBA (17, 18, 19,12 and 14) was held on April 15 and 16 (half a day). The three Rapporteurs, Dave Matthews, Knut Johannessen and Lakshmi Raman chaired the meeting. 22 delegates attended it from 7 countries. The list of participants can be found in Annex 1.1 of this Report.

1.2 Agenda and documentation

TD 8 (4/4) contains the agenda of Q18 that has most of the relevant documents for the joint meeting. Added to this is TD 36 PLEN (Q7 report) regarding the TMN conformance/compliance  topic. The common topics on CORBA from this agenda were addressed by this joint meeting. The documents considered are D.69, TD 5(4/4), TD 16 (PLEN), TD 24 (PLEN) and TD 36 (PLEN).

1.3
Review of the Reports of the last meetings

There were no interim meetings held between July 2001 and April 2002 plenary meetings of SG4. 

1.4
Meeting objectives

The main objectives of the meeting were:

1. Review updates to CORBA framework

2. TMN Conformance to include CORBA and relationship to Q.834.4 input in D.71

3. Liaison from ATM Forum TD 16 (PLEN)

4. Liaison from 3GPP TD 24 (PLEN)

5. Liaison from SG 7 on XML and ASN.1

1.5
Meeting results

1.5.1 Summary

In summary, the meeting had the following results:

1. Contribution D 69 – Proposed as a corrigendum to X.780,780.1 and Q.816

X.780 defects 

1. Truncatable – accepted with the minor change to the example

2. 2. “null list” – accepted

3. in/in-out list – Concern that the proposed change is not necessary because it is more a stylistic issue instead of incorrect definition. Agreed to add it as an appendix to X.780 as a user guidelines rather than changing the main text.

X.780.1 defects 

1. “null list” – accepted

2. in/in-out list – Concern that the proposed change is not necessary because it is more a stylistic issue instead of incorrect definition. Agreed to add it as an appendix to X.780.1 as a user guidelines rather than changing the main text


1. 
Q.816 defects

1. Allow managed systems to support either typed notifications or structured notifications, with a preference towards typed notifications.  The current wording of NOTIF-4,5,6 do not allow for only typed notifications to be supported.  Since this was always our intent, the wording of these requirements should be changed in a corrigenda. This was agreed..
2. During the discussion of Q.816 it was pointed out that guidance on the configuration of the naming service would be useful.  Such guidance will be included in a user guide that will be added as an amendment. 
Proposed for consent to WP 4 Plenary:

1. Corrigenda 2 X.780 

TD  78 (PLEN)

2. Corrigenda 1 X.780.1 

TD  80  (PLEN)

3. Corrigenda 2 Q.816

TD  76  (PLEN)

4. Amendment 1 X.780.1

TD  77  (PLEN)

5. Amendment 1 X.780

TD  79  (PLEN)

6. Amendment 2 Q.816

TD 75  (PLEN)

2. TD 36 PLEN – TMN Conformance

The report from Q7/4 meeting on this topic contained in TD 36 was discussed. Q 7 suggested three outcomes (A,B,C) for reformulating the conformance. The current specification M.3010 addresses protocol level conformance and at the model is tailored to those defined using the CMIP paradigm. Three levels are identified for the models – ITU Recommendations based, extended by other groups outside of ITU, other open specifications that are developed by other groups. Given the efforts in CORBA framework, it is now necessary to update the conformance document. One of the three proposals from Q 7 states that the models should follow the CORBA framework. This raised the issue of Q.834.4 (D 71),  which has been submitted as the FSAN model based on the UML requirements in Q.834.3 approved at the last meeting. This model was explained to be defining “application objects” at the service level and does not include data structures as defined by CORBA framework. The service level objects have operations and the parameters of these operations do include attributes of the resource level objects. The mapping between the UML model of resource level objects and M.3120 was looked at and many differences were identified. The presenter also pointed out that the service profile objects have been defined and they are structures with substructures because of the complexity in the parameters corresponding to the profiles. Making the attributes of the resource objects and the syntax and semantics of the parameters of the operations of the service level objects would bring it closer to M.3120. In addition having the naming structure and notification compatible with the framework is one approach to move Q.834.4 closer to it. AT&T stated that as the services modeling includes processes, each service provider has variations and extendibility of the approach required for these differences can be derived from the existing Q.834 is not clear. FSAN group members felt that the framework does not address service models and these service objects are not to be formulated as managed objects. They are more like the naming service and notification services in CORBA. FSAN would require creating sub classes of M.3120 classes that include specific extensions for BPON. Proposal B (the second proposal) that specifies conformance to framework was agreed as the approach. Q18 Rapporteur will draft text for adding to M.3010 conformance section for adding CORBA. It is in Annex 1.2 attached to this report. Email discussions involving both Q18 and 7 are requested on this proposal.

3. TD 5 (4/4)  - It was agreed that the topic of voice modems is not appropriate to be undertaken by WP 4. A liaison TD 89 to SG 16 was prepared indicating that while SG 4 is not involved in this effort, if management of these modems is required, then SG 4 could provide the assistance in developing information models. The second item in the liaison on QOS of IP will be referred to WP1.

4. TD 24 (PLEN) – Liaison from 3GPP requested clarification of the requirements for notifications defined in (NOTIF-9) CORBA framework was discussed. The clarification requested on the quality of service parameters. SG 4 framework does not add more semantics or rules beyond what has been defined by OMG Notification service. A liaison TD 73 PLEN was written explaining the requirement in this context.

5. TD 16 (PLEN) – The ATM Forum document is in straw ballot now and is derived from CORBA framework in ITU. Keith Allen noted that there have not been many issues with the generation of framework conformant specification. A liaison was prepared thanking them for the use of the framework and informing them of the additional corrigenda and amendment agreed at this meeting. The liaison TD 87  should bring to their attention the use of the “truncatable” given that the specification is derived from generic model in M.3120. A second liaison (TD 90) was prepared informing other groups of the additions to the framework.

6. TD 23 (GEN) – The response from SG 7 states that they will work with us closely in developing the XSD for ASN.1 types. The initial liaison was sent as a result of a proposed contribution to develop an XML specification for X.792, Configuration Audit function. There has been no contribution to this meeting and thus further work on developing the schema with the help of SG 7 should await new input.

1.2
Proposed interim activities 


Email discussion of conformance are called for.  These will be joint with Q7/4.
1.3
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TMN conformance and TMN compliance
13.1
Introduction

This clause defines TMN conformance and TMN compliance. TMN conformance, which is testable, relates to the interfaces between TMN physical blocks. TMN compliance relates to the TMN architecture, principles and functions.

13.2
TMN conformance definitions

The goal of TMN conformance is to increase the probability that different systems within a TMN will be able to interoperate, that TMNs in different service/network providers' administrations will be able to interoperate as much as the administrations agree to do, and that a customer's system and a service provider's TMN will be able to interoperate as much as the two agree to interoperate.
The definitions can, in principle, be applied to Q, X or F interfaces. However, present requirements and standards for the F interface are in the formative stage. Therefore, the definitions in this clause apply to Q and X interfaces. However, this clause enumerates TMN conformance definitions which are testable.

. The TMN supports two general-purpose paradigms, the CMIP/OSI System management paradigm and the CORBA Framework paradigm.   TMN conformance to either of these paradigms is a condition for systems' interworking within these paradigms but is not sufficient to guarantee interoperability within the paradigm.  Interfaces are not interoperable between the paradigms.  It is always recommended that the purchaser/user of these systems perform some form of verification testing to determine that any two systems, claiming any type of TMN conformance, interoperate. Interoperability testing must include testing of the interface protocols, the shared/exposed information over those interfaces, and the interface functionality of the system.

Definitions associated with TMN interface conformance are provided as follows: 

•
TMN interface protocol conformance definition; 

•
levels of TMN interface information conformance.

The TMN interface specification must be documented, publicly available, and licensable at a reasonable price on a non-discriminatory basis.

13.3
TMN interface protocol conformance

An interface (Q, X) of a system is TMN interface protocol conformant if and only if all of the following are met:

1)
The interface uses a communications protocol stack specified by ITU-T Recommendations for TMN. Currently, the communications protocol stack must conform to ITU-T Recommendation Q.811 [12] for lower layer protocols and ITU-T Recommendation Q.812 [13] for upper layer protocols. A valid and consistent selection of protocols must be chosen from the choices enumerated in ITU-T Recommendation Q.811 [12] and ITU-T Recommendation Q.812 [13].  In particular, valid selection must be made for the CMIP/OSI System management or CORBA Framework paradigms.
2) For the CMIP/OSI system management paradigm, the system interface documentation specifies the International Standardized Profiles (ISPs), where they exist, enumerated in ITU-T Recommendation Q.811 [12] and ITU-T Recommendation Q.812 [13] which are supported. Conformance with ITU-T Recommendation Q.811 [12] and ITU-T Recommendation Q.812 [13] is specified with respect to specific ISPs. Management Communications profiles are selected based on types of TMN Management Services that need to be provided over the interface as per the corresponding tables in ITU-T Recommendation Q.811 [12], ITU-T Recommendation Q.812 [13]. Standardized Implementation Conformance Statements in the form of Protocol Implementation Conformance Statements (PICS) (ITU-T Recommendation X.290 [7]), and Protocol Implementation Extra Information For Testing (PIXIT) (ITU-T Recommendation X.290 [7]) must be provided.

3) For the CORBA Framework paradigm, the systems must support the protocol and services specified in Q.816 and/or Q.816.1 as appropriate.
4)
The system interface documentation specifies if the interface can be used as an X interface or a Q interface.

5)
The system interface can act in the appropriate role(s) for the protocol over that interface (e.g. agent and/or manager for CMIP, initiator/responder for FTAM, server and/or client for the CORBA Framework). The system interface documentation specifies the roles in which the system can act.

6)
If the protocol stack selected in 1) requires information modelling, then a standardized information modelling technique must be used.  For the CMIP/OSI System Management paradigm this information modelling shall follow X.720 and X.722.  For the CORBA Framework paradigm, the information modelling shall follow X.780 and/or X.780.1 as appropriate.
7)
If GDMO-based or CORBA Framework based information models are implemented, the system interface must meet one of the levels of TMN interface information conformance as documented in 13.4.

13.4
TMN interface information conformance

A system interface may make a claim, by level, of information conformance for each management functionality that the interface supports. It is expected that this management functionality will be by information model document.

13.4.1
Level A interface information conformance

An interface of a system is Level A interface information conformant, for this management functionality, if and only if all of the following are met:

1)
The system interface is TMN interface protocol conformant i.e. meets the criteria in the definition in 13.3 for either paradigm.

2) The managed-object classes the system interface supports are defined in the applicable information models specified in ITU-T Recommendations relevant to this management functionality. The system interface documentation shall list the Recommendations that define the specified information models with the inclusion of the version number and date. For the CMIP/OSI System Management paradigm, the information models shall be defined using X.720 and X.722.  For the CORBA Framework paradigm, the information models shall be defined using X.780 or X.780.1 as appropriate.   For the CMIP/OSI System Management paradigm, standardized Implementation Conformance Statements in the form of Managed Objects Conformance Statements (MOCS), and Management Information Conformance Statements (MICS), and Managed Relationship Conformance Statement (MRCS), if applicable, must be provided (ITU-T Recommendation X.724 [4]).  For the CORBA Framework paradigm, implementation conformance statements proformas following X.781 must be provided.
3)
If the system interface uses managed-object classes which have been subclassed from classes enumerated in 2) in this definition, for the sole purpose of providing for missing model functionality, then these managed-object classes must be defined following the strict inheritance rules as specified in ITU-T Recommendation X.720 [5] for the CMIP/OSI System Management paradigm or in ITU-T Recommendation X.780 or X.780.1 as appropriate for the CORBA Framework paradigm.

4)
Any additional object classes other than those enumerated in 2) in this definition, that are needed to extend the ITU-T information model due to missing model functionality, shall have accompanying documentation which fully specifies the information models with the inclusion of the version number and date. For the CMIP/OSI System Management paradigm separate standardized Implementation Conformance Statements in the form of Managed Objects Conformance Statements (MOCS), and Management Information Conformance Statements (MICS), and Managed Relationship Conformance Statement (MRCS), if applicable, must be provided (ITU‑T Recommendation X.724 [4]) for these object classes.  For the CORBA Framework paradigm, implementation conformance statements proformas following ITU‑T Recommendation  X.781 must be provided
13.4.2
Level B interface information conformance

An interface of a system is Level B interface information conformant, for this management functionality, if and only if all of the following are met:

1)
The system interface is TMN interface protocol conformant i.e. meets the criteria in the definition in 13.3 for either paradigm.

2) The managed-object classes the system interface supports are defined in the applicable information models specified in other de jura standards bodies (e.g. ETSI, T1, TTC) or 

*********************

defacto standards bodies (e.g. ATM Forum, NMF TMF, 3GPP). The system interface

************************** 
documentation shall list the documents that define the specified information models with the inclusion of the version number and date  For the CMIP/OSI System Management paradigm, the information models shall be defined using X.720 and X.722.  For the CORBA Framework paradigm, the information models shall be defined using X.780 or X.780.1 as appropriate.   For the CMIP/OSI System Management paradigm, standardized Implementation Conformance Statements in the form of Managed Objects Conformance Statements (MOCS), and Management Information Conformance Statements (MICS), and Managed Relationship Conformance Statement (MRCS), if applicable, must be provided (ITU-T Recommendation X.724 [4]). For the CORBA Framework paradigm, implementation conformance statements proformas following ITU‑T Recommendation  X.781 must be provided.
3)
If the system interface uses managed-object classes which have been subclassed from classes enumerated in 2) in this definition, for the sole purpose of providing for missing model functionality, then these managed-object classes must be defined following the strict inheritance rules as specified in ITU-T Recommendation X.720 [5] for the CMIP/OSI System Management paradigm or in ITU-T Recommendation X.780 or X.780.1, as appropriate, for the CORBA Framework paradigm.

4)
Any additional object classes other than those enumerated in 2) in this definition, that are needed to extend the information model due to missing model functionality, shall have accompanying documentation which fully specifies the information models with the inclusion of the version number and date. In the CMIP/OSI System Management paradigm, separate Standardized Implementation Conformance Statements in the form of Managed Objects Conformance Statements (MOCS), and Management Information Conformance Statements (MICS), and Managed Relationship Conformance Statement (MRCS), if applicable, must be provided (ITU‑T Recommendation X.724 [4]) for these object classes  For the CORBA Framework paradigm, implementation conformance statements proformas following ITU‑T Recommendation  X.781 must be provided
13.4.3
Level C interface information conformance

An interface of a system is Level C interface information conformant, for this management functionality, if and only if all of the following are met:

1)
The system interface is TMN interface protocol conformant i.e. meets the criteria in the definition in 13.3.

2)
The managed-object classes the system interface supports are defined in a non-standard information model relevant to this management functionality. The system interface documentation shall fully document the information models with the inclusion of the version number and date. For the CMIP/OSI System Management paradigm, the information models shall be defined using X.720 and X.722.  For the CORBA Framework paradigm, the information models shall be defined using X.780 or X.780.1 as appropriate.   For the CMIP/OSI System Management paradigm, standardized Implementation Conformance Statements in the form of Managed Objects Conformance Statements (MOCS), and Management Information Conformance Statements (MICS), and Managed Relationship Conformance Statement (MRCS), if applicable, must be provided (ITU-T Recommendation X.724 [4]).  For the CORBA Framework paradig, implementation conformance statements proformas following ITU-T Recommendation X.781 must be provided.  
3)
If the system interface uses managed-object classes which have been subclassed from classes enumerated in 2) in this definition, for the sole purpose of providing for missing model functionality, then these managed-object classes must be defined following the strict inheritance rules as specified in ITU-T Recommendation X.720 [5] for the CMIP/OSI System Management paradigm or in ITU-T Recommendation X.780 or X.780.1, as appropriate, for the CORBA Framework paradigm.

13.5
TMN compliance

TMN compliance relates to the TMN architecture, principles and functions.

TMN compliance for an implementation may be claimed if the following criteria are met:

1)
The implementation supports the TMN functional, informational and physical architecture.

2)
The implementation's documentation should state what TMN logical layer(s) the implementation supports.

3)
The implementation meets the definition of a TMN physical block (e.g. OS, NE, MD, QA).

4)
The implementation's interfaces are documented and published.

5)
The implementation interface documentation identifies the supported TMN Managed Areas and the associated TMN Management Services that are described in ITU-T Recommendation M.3200 [10]. The system interface documentation should also identify the applicable ITU-T M.32xx Recommendations, if available.

6)
If the information requested in 5) is not available, e.g. the appropriate ITU-T Recommendation M.32xx document does not exist, the implementation interface documentation should itemize the TMN Management Function Sets and associated TMN Management Functions it supports (see ITU-T Recommendation M.3400 [11]). 

1.3 Annex 1.3 Communication Statement to ATM Forum

<Insert TD  87   >

1.4 Annex 1.3 Communication Statement to SG 16

<Insert TD 89>

1.5 Annex 1.4 Communication Statement to 3GPP

<Insert TD  73 >

1.6 Annex 1.5 Communication Statement to TMF, SG 15

<Insert TD 90 >
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