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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

Configuration Management (CM), in general, provides the operator with the ability to assure correct and effective operation of the 3G network as it evolves. CM actions have the objective to control and monitor the actual configuration on the Network Elements (NEs) and Network Resources (NRs), and they may be initiated by the operator or by functions in the Operations Systems (OSs) or NEs.

CM actions may be requested as part of a deployment program (e.g. additions and deletions), as part of an optimisation program (e.g. modifications), and to maintain the overall Quality of Service (QOS). The CM actions are initiated either as single actions on single NEs of the 3G network, or as part of a complex procedure involving actions on many resources/objects in one or several NEs.

1
Scope

The purpose of the State IRP is to define attributes to describe and to control the states and the statuses of several object instances present in an IRP Agent (typically an Element Manager (EM) or Network Element (NE)), as well as an interface to communicate these attributes to an IRP Manager (typically Network Manager (NM)).

The present document defines the Information Service (IS) part of the State IRP, which describes the semantics of the information and the interactions visible across the reference point in a protocol independent way.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 32.101: "3G Telecom Management principles and high level requirements".

[2]
3GPP TS 32.102: "3G Telecom Management architecture".

[3]
3GPP TS 32.600: "3G Configuration Management: Concept and High-level Requirements".

[4]
3GPP TS 32.312: "Generic IRP Management; Information Service".

[5]
3GPP TS 32.302: "3G Notification Management: Notification Integration Reference Point: Information Service"

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TS 32.101 [1], 3GPP TS 32.102 [2] and 3GPP TS 32.600 [3] apply.

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

CD
Capacity Decrease

CI
Capacity Increase

CM
Configuration Management

DN
Distinguished Name

EM
Element Manager

GSM
Global System for Mobile communication

IOC
Information Object Class

IRP
Integration Reference Point

IS
Information Service (see [1])

M
Mandatory

MIB
Management Information Base

MIM
Management Information Model

MOC
Managed Object Class

MOI
Managed Object Instance

NE
Network Element

NM
Network Manager

NR
Network Resource

NRM
Network Resource Model

O
Optional

OMG
Object Management Group

OS
Operations System

RDN
Relative Distinguished Name

UML
Unified Modelling Language (OMG)

4
System overview

4.1
System context for Notification

Figure 1 and Figure 2 identify System contexts of State IRP in terms of implementations called IRPAgent and IRPManager.  For a definition of IRPManager and IRPAgent, see 3GPP TS 32.102 [2].

The IRPAgent implements and supports the State IRP. The IRPAgent can be an Element Manager (EM) or a mediator that interfaces one or more NEs (see Figure 1), or it can be a Network Element (NE) (see Figure 2). In the former case, the interfaces (represented by a thick dotted line) between the EM and the NEs are not subject of this IRP.

An IRPManager using this IRP shall choose one of the two System Contexts defined here, for each NE. For instance, if an EM is responsible for managing a number of NEs, the NM shall access this IRP through the EM and not directly to those NEs. For another IRP though, the System Context may be different.
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Figure 1: System Context A
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Figure 2: System Context B

5
Information Object Classes

5.1
Information entities imported and local labels

Label reference
Local label 

32.622 [4], information object class, ManagedGenericIRP
ManagedGenericIRP

32.302 [5], interface, NotificationIRPNotification
NotificationIRPNotification

5.2
Class diagram

5.2.1
Attributes and relationships 

This sub-clause depicts the set of information object classes (IOCs) that encapsulate information within the state IRP. The intent is to identify the information required for the state IRP implementation of its operations and notification emission. This sub-clause provides the overview of all information object classes in UML. Subsequent sub-clauses provide more detailed specification of various aspects of these information object classes.
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5.2.2
Inheritance

This sub-clause depicts the inheritance relationships that exist between information object classes.
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5.3
Information object classes definition

5.3.1
StateIRP

5.3.1.1
Definition

This information object class represents the State IRP capability associated with the IRPAgent.

5.3.2
StatesAndStatus

5.3.2.1
Definition

This information object class represents the state and status associated with an object. This IOC can not be instantiated. It is defined for sub-classing purposes. It is the responsibility of the managed object class definer to specify which of the following attributes are actually supported by that class, as well as the exact meaning of those attributes for that specific managed object class.

5.3.2.2
Attributes

Attribute name
Support Qualifier

operationalState
O

usageState
O

administrativeState
O

alarmStatus
O

proceduralStatus
O

availabilityStatus
O

controlStatus
O

standbyStatus
O

unknownStatus
O

5.3.2.3 State diagrams

5.3.2.3.1
General

Each instance of a class inheriting from the StatesAndStatus IOC may be in one of several possible management states representing the instantaneous condition of availability and operability of the associated resource from the point of view of management. The three attributes operationalState, usageState and administrativeState define the following three aspects of the management state:

· operability: whether or not the resource is physically installed and working, if applicable;

· usage: whether or not the resource is actively in use at a specific instant, and if so, whether or not it has spare capacity for additional users at that instant. A resource is said to be “in use” when it has received one or more requests for service that it has not yet completed or otherwise discharged, or when some part of its capacity has been allocated, and not yet reclaimed, as a result of a previous service request;

· administration: permission to use or prohibition against using the resource, imposed through the management services.

5.3.2.3.2 Operational State

Figure 3 shows the state diagram for the possible operational states of a resource.

There are two possible states:

Disabled:
The resource is totally inoperable and unable to provide service to the user(s).

Enabled:
The resource is partially or fully operable and available for use.

The transition between these two states is triggered by the following events:

Enable:
This event consists of action being taken to render the resource partially or fully operable. This event can occur only if the managed object's operational state is disabled. The enable event causes a transition to the enabled operational state.

Disable:
This event consists of some occurrence that renders the resource totally inoperable. The disable event causes a transition to the disabled operational state.
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Figure 3: Operational state diagram

5.3.2.3.3 Usage State

Figure 4 shows the state diagram for the possible usage states of a resource.

There are three possible states:

Idle:
The resource is not currently in use.

Active:
The resource is in use, and has sufficient spare operating capacity to provide for additional users simultaneously.

Busy:
The resource is in use, but it has no operating capacity to provide for additional users at this instant.

The following events can cause a transition between these states:

New user:
This event consists of some agency commencing to use the resource. It can occur only if the managed object’s operational state is enabled and its usage state is either idle or active. The new user event causes a transition as follows:

· if, after the event, the resource still has sufficient operating capacity to provide for additional users, the usage state becomes or remains active,

· if, after the event, the resource has no operating capacity to spare for additional users, the usage state becomes busy.

User quit:
This event consists of an existing user of the resource terminating its use. It can occur only if the managed object’s usage state is either active or busy. It can result from a change of operational state from enabled to disabled. The user quit event causes a transition as follows:

· if, after the event, the resource still has existing users, the usage state becomes or remains active;

· if, after the event, the resource has no users, the usage state becomes idle.

Capacity increase (CI):
This event consists of an increase in the maximum operating capacity of the resource. It is significant only if the managed object’s usage state is busy. The capacity increase event causes a transition to the active state if the managed object was in the busy state.

Capacity decrease (CD):
This event consists of a decrease in the maximum operating capacity of the resource. It is significant only if the managed object’s usage state is active. The capacity decrease event causes a transition as follows:

· if, after the event, the resource still has spare operating capacity, the usage state remains active;

· if, after the event, the resource has no spare operating capacity, the usage state becomes busy;

· if the managed object is in the busy state when a capacity decrease occurs, the managed object will continue to reside in the busy state until either a capacity increase or a user quit event occurs.
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Figure 4: Usage state diagram

5.3.2.3.4 Administrative State

Figure 5 shows the state diagram for the possible administrative states of a resource.

There are three possible states:

Locked:
The resource is administratively prohibited from performing services for its users.

Shutting down:
Use of the resource is administratively permitted to existing instances of use only. While the system remains in the shutting down state the manager may at any time cause the managed object to revert to the unlocked state.

Unlocked:
The resource is administratively permitted to perform services for its users. This is independent of its inherent operability.

The following events can cause a transition between these states:

Unlock:
This event consists of an operation being performed at the managed object boundary to set the managed object’s administrativeState attribute to "Unlocked". It can occur only if the managed object’s administrative state is locked or shutting down. It causes a transition to the unlocked administrative state.

Lock:
This event consists of an operation being performed at the managed object boundary to set the managed object’s administrativeState attribute to "Locked". It can occur only if the managed object’s administrative state is unlocked or shutting down. It causes a transition to the locked administrative state.

Shut down:
This event consists of an operation being performed at the managed object boundary to set the managed object’s administrativeState attribute to "Shutting down". It can occur only if the managed object’s administrative state is unlocked. It causes a state transition as follows:

· if, at the time of the event, the resource has existing users, the administrative state becomes shutting down;

· if, at the time of the event, the resource has no users, the administrative state becomes locked.

User quit:
This event consists of an existing user of the resource terminating its use. It can occur only if the managed object’s administrative state is unlocked or shutting down. If the administrative state is unlocked, no administrative state transition occurs. If the administrative state is shutting down, the user quit event causes a transition as follows:

· if, after the event, the resource still has existing users, the administrative state remains as shutting down;

· if, after the event, the resource has no users, the administrative state becomes locked.
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Figure 5: Administrative state diagram

5.3.2.3.5 Combined states

For a given information object class, one or more of the above state parameters (operational, usage and administrative state) may be combined to define the management state of an instance of that class. It is the responsibility of the managed object class definer to specify which combinations of state values are, and which are not, supported by each individual managed object class. The following figures show the resulting state diagrams, when two or more of the state parameters are combined:

Figure 6 shows the combined state diagram of operational and administrative states.

Figure 7 shows the combined state diagram of administrative and usage states.

Figure 8 shows the combined state diagram of operational and usage states.

Figure 9 shows the combined state diagram of operational, usage and administrative states.
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Figure 6: Combined operational and administrative state diagram
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Figure 7: Combined administrative and usage state diagram
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Figure 8: Combined operational and usage state diagram
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Figure 9: Combined operational, usage and administrative state diagram

5.4
Information attributes definition

5.4.1
Definition and legal values

Attribute Name
Definition
Legal Values

operationalState
It indicates the operational state of the object instance. This attribute is READ-ONLY.
"Enabled", "Disabled" as defined in 5.3.2.3.2.

usageState
It indicates the usage state of the object instance. This attribute is READ-ONLY.
"Idle", "Active", "Busy" as defined in 5.3.2.3.3.

administrativeState
It indicates the administrative state of the object instance.
"Locked", "Shutting down", "Unlocked" as defined in 5.3.2.3.4.

alarmStatus
It indicates the alarm status of the object instance.
A set consisting of zero or more of the following values:

"Under repair", "Critical", "Major", "Minor", "Alarm outstanding". The meaning of these values is defined in 5.4.2.1.

proceduralStatus
It indicates the procedural status of the object instance.
A set consisting of zero or more of the following values:

"Initialisation required", "Not initialised", "Initialising", "Reporting", "Terminating". The meaning of these values is defined in 5.4.2.2.

availabilityStatus
It indicates the availability status of the object instance.
A set consisting of zero or more of the following values:

"In test", "Failed", "Power off", "Off line", "Off duty", "Dependency", "Degraded", "Not installed", "Log full". The meaning of these values is defined in 5.4.2.3.

controlStatus
It indicates the control status of the object instance.
A set consisting of zero or more of the following values:

"Subject to test", "Part of services locked", "Reserved for test", "Suspended". The meaning of these values is defined in 5.4.2.4.

standbyStatus
It indicates the standby status of the object instance.
"Hot standby", "Cold standby", "Providing service" as defined in 5.4.2.5.

unknownStatus
It indicates whether the state of the resource represented by the managed object is unknown.
"True" (state is unknown, the values of the state attributes may not reflect the actual state of the resource);

"False" (state is known, the values of the state attributes reflect the actual state of the resource).

5.4.2
Status attributes

5.4.2.1
Alarm status

The alarm status attribute is set-valued and read-write. It can have zero or more of the following values, not all of which are applicable to every class of managed object. 

When the value of this attribute is empty set, this implies that none of the status conditions described below are present. 

· Under repair: The resource is currently being repaired. When under repair value is present, the operational state is either disabled or enabled.

· Critical: One or more critical alarms indicating a fault have been detected in the resource, and have not been cleared. The operational state of the managed object can be disabled or enabled.

· Major: One or more major alarms indicating a fault have been detected in the resource, and have not yet been cleared. The operational state of the managed object can be disabled or enabled.

· Minor: One or more minor alarms indicating a fault have been detected in the resource, and have not yet been cleared. The operational state of the managed object can be disabled or enabled.

· Alarm outstanding: One or more alarms have been detected in the resource. The condition may or may not be disabling. If the operational state is enabled, additional attributes, particular to the managed object class, may indicate the nature and cause of the condition and the services that are affected.

The presence of the above alarm state conditions do not suppress the generation of future fault related notifications.

5.4.2.2
Procedural status

The procedural status attribute is supported only by those classes of managed objects that represent some procedure (e.g., a test process) which progresses through a sequence of phases. Depending upon the managed object class definition, the procedure may be required to reach certain phase for the resource to be operational and available for use (i.e. for the managed object to be enabled). Not all phases may be applicable to every class of managed object. If the value of this attribute is an empty set the managed object is ready, for example, the initialization is complete. 

When the value of this attribute is empty set, this implies that none of the status conditions described below are present. 

· Initialization required: The resource requires initialization to be invoked by the manager before it can perform its normal functions, and this procedure has not been initiated. The manager may be able to invoke such initialization through an action. The terminating condition may also be present. The operational state is disabled.

· Not initialized: The resource requires initialization before it can perform its normal functions, and this procedure has not been initiated. The resource initializes itself autonomously, but the operational state may be either disabled or enabled, depending upon the managed object class definition.

· Initializing: The resource requires initialization before it can perform its normal functions, and this procedure has been initiated but is not yet complete. When this condition is present, the initialization required condition is absent, since initialization has already begun. The operational state may be disabled or enabled, depending upon the managed object class definition.

· Reporting: The resource has completed some processing operation and is notifying the results of the operation, e.g., a test process is sending its results. the operational state is enabled.

· Terminating: The resource is in a termination phase. If the resource does not reinitialize itself autonomously, the Initialization Required condition is also present and the operational state is disabled. Otherwise, the operational state may be either disabled or enabled, depending upon the managed object class definition.

5.4.2.3
Availability status

The availability status attribute is set-valued and read-only. It can have zero or more of the following values, not all of which are applicable to every class of managed object.

When the value of this attribute is empty set, this implies that none of the status conditions described below are present. 

· In test: The resource is undergoing a test procedure. If the administrative state is locked or shutting down then normal users are precluded from using the resource and the control status attribute has the value reserved for test. Tests that do not exclude additional users can be present in any operational or administrative state but the reserved for test condition should not be present.

· Failed: The resource has an internal fault that prevents it from operating. The operational state is disabled.

· Power off: The resource requires power to be applied and is not powered on. For example, a fuse or other protection device is known to have removed power or a low voltage condition has been detected. The operational state is disabled.

· Off line: The resource requires a routine operation to be performed to place it online and make it available for use. The operation may be manual or automatic, or both. The operational state is disabled.

· Off duty: The resource has been made inactive by an internal control process in accordance with a predetermined time schedule. Under normal conditions the control process can be expected to reactivate the resource at some scheduled time, and it is therefore considered to be optional. The operational state is enabled or disabled. 

· Dependency: The resource cannot operate because some other resource on which it depends is (i.e. a resource not represented by the same managed object) unavailable. For example, a device is not accessible because its controller is powered off. The operational state is disabled.

· Degraded: The service available from the resource is degraded in some respect, such as in speed or operating capacity. Failure of a test or an unacceptable performance measurement has established that some or all services are not functional or are degraded due to the presence of a defect. However, the resource remains available for service, either because some services are satisfactory or because degraded service is preferable to no service at all. Object specific attributes may be defined to represent further information indicating, for example, which services are not functional and the nature of the degradation. The operational state is enabled.

· Not installed: The resource represented by the managed object is not present, or is incomplete. For example, a plug-in module is missing, a cable is disconnected or a software module is not loaded. The operational state is disabled.

· Log full: This indicates a log full condition the semantics of which are defined in ITU-T Rec. X.735 | ISO/IEC 10164‑6.

5.4.2.4
Control status

The control status attribute is read-write and set-valued. It can have zero or more of the following values, not all of which are applicable to every class of managed object. 

When the value of this attribute is empty set, this implies that none of the status conditions described below are present. 

· Subject to test: The resource is available to normal users, but tests may be conducted on it simultaneously at unpredictable times, which may cause it to exhibit unusual characteristics to users.

· Part of services locked: This value indicates whether a manager has administratively restricted a particular part of a service from the user(s) of a resource. The administrative state is unlocked. Examples are incoming service barred, outgoing service barred, write locked by media key, read locked.

· Reserved for test: The resource has been made administratively unavailable to normal users because it is undergoing a test procedure. The administrative state is locked.

· suspended: Service has been administratively suspended to the users of the resource. The resource may retain knowledge of current users and/or requests for usage, depending upon the managed object class definition, but does not resume performing services until the suspended condition is revoked. The administrative state in unlocked.

5.4.2.5
Standby status

The standby status attribute is single-valued and read-only. It shall have one of the following values. The value is only meaningful when the back-up relationship role exists.

· Hot standby: The resource is not providing service, but is operating in synchronism with another resource that is to be backed-up (e.g., a computer shadowing another computer). A resource with a hot standby status will be immediately able to take over the role of the resource to be backed-up, without the need for initialization activity, and will contain the same information as the resource to be backed up. The hot standby condition is mutually exclusive with the cold standby and providing service conditions.

· Cold standby: The resource is to back-up another resource, but is not synchronized with that resource. A resource with a cold standby status will not be immediately able to take over the role of a resource to be backed up, and will require some initialization activity. The cold standby condition is mutually exclusive with the hot standby and providing service conditions.

· Providing service: The back-up resource is providing service and is backing up another resource. The providing service condition is mutually exclusive with the hot standby and cold standby conditions.

Table 1 illustrates the dependencies between the standby status attribute and the operational state, administrative state, procedural status and availability status attributes.

Standby status
Hot standby
Cold standby
Providing service

Operational state
Enabled
Enabled or disabled
Enabled

Administrative state
Unlocked
Unlocked or locked
Unlocked

Procedural status
–
Not initialized or initialization required
–

Availability status
Off line
Off line
On line

Table 1 – Standby status conditions

6
Interface Definition

6.1
Class diagram representing interfaces
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6.2
Generic rules

- rule 1 : each operation with at least one input parameter supports a pre-condition valid_input_parameter which indicates that all input parameters shall be valid with regards to their information type. Additionally,  each such operation supports an exception operation_failed_invalid_input_parameter which is raised when pre-condition valid_input_parameter is false. The exception has the same entry and exit state.
- rule 2 : Each operation with at least one optional input parameter supports a set of pre-conditions supported_optional_input_parameter_xxx where "xxx" is the name of the optional input parameter and the pre-condition indicates that the operation supports the named optional input parameter. Additionally, each such operation supports an exception operation_failed_unsupported_optional_input_parameter_xxx which is raised when (a) the pre-condition supported_optional_input_parameter_xxx is false and (b) the named optional input parameter is carrying information. The exception has the same entry and exit state.
- rule 3 : each operation shall support a generic exception operation_failed_internal_problem which is raised when an internal problem occurs and that the operation cannot be completed. The exception has the same entry and exit state.
6.3
StateIRPOperations Interface

6.3.1
Operation getStateList (O)

6.3.1.1
Definition

The IRPManager invokes this operation to align its knowledge regarding actual values of the related state attributes. Upon successful invocation of this operation, all object instances in the IRP Agent supporting state attributes shall emit a stateChange notification indicating the values of those attributes to the manager. In order to minimise data flow from the IRP Agent to the IRP Manager, object instances whose state attributes have all the default value shall not emit such a notification. The default values of the state attributes are given in the following table:

Attribute Name
Default value

operationalState
Enabled

usageState
Active

administrativeState
Unlocked

6.3.1.2
Input parameters

Input parameters for this operation are FFS.

Parameter Name
Qualifier
Information type
Comment






6.3.1.3
Output parameters

Output parameters for this operation are FFS.

Parameter Name
Qualifier
Matching Information
Comment






6.3.1.4
Pre-condition

The Pre-condition for this operation is FFS.

6.3.1.5
Post-condition

The Post-condition for this operation is FFS.

6.3.1.6
Exceptions

Exceptions for this operation are FFS.

6.4
StateNotifications Interface

6.4.1
Notification stateChange (O)

6.4.1.1
Definition

The stateChange notification is used to notify the IRP Manager of a change in one or more state attributes (operationalState, usageState or administrativeState). A notification can also be emitted if requested by a getStateList operation to the corresponding stateIRP instance, and the values of the state attributes have not the default value (see 6.3.1.1). It is the responsibility of the managed object class definer to specify exact rules for the usage of this notification.

6.4.1.2
Input parameters

Parameter Name
Qualifiers
Matching Information
Comment

operationalState
O,Y
StatesAndStatus.operationalState
See Note 1

usageState
O,Y
StatesAndStatus.usageState
See Note 1

administrativeState
O,Y
StatesAndStatus.administrativeState
See Note 1

Note 1:
If the stateChange notification is triggered by a state transition, it shall include all state parameters that are supported by the MOC emitting the notification. If the stateChange notification is triggered by a previous getStateList operation, it shall include the state parameters that are supported by the MOC emitting the notification and differ from the default values defined in 5.4.2.5 (Table 1).

6.4.1.3
Triggering event

This notification can be emitted after every state transition in one of the state diagrams in 5.3.2.3. It can also be emitted after a getStateList operation invocation (see 6.3.1.1). It is the responsibility of the managed object class definer to specify exact rules for the triggers of this notification.
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