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Discussion: This contribution describes the requirements for trace management and the trace record data across GSM and UMTS network.

The Subscriber and Equipment trace is a maintenance aid and development tool, which can be used for 

· troubleshooting; 

· testing systems or new features;

· network planning

Use cases are defined in a separate contribution (see contribution #S5B010777). 
As the UMTS management system shall be simple as it is stated in 3GPP TS 32.101, the management of trace shall be also simple. The trace management is actually realised in the trace activation.

Requirements on trace activation

The 3GPP TS 32.108 describes the subscriber and equipment trace, so the trace shall be activated by some subscriber id. or by an equipment id. Also it shall be possible to activate the trace for home subscribers (subscribers who belongs to the HPLMN operator) or for foreign subscribers (subscribers roaming in the network). 

As earlier stated the trace shall be activated by some subscriber or equipment id (in CS and PS domain it is the IMSI or IMEI and in IMS it is the public ID), which means that the trace activation can be taken place only in such network element, which knows that subscriber or equipment id. These network elements are the CN NEs (like MSC Server, SGSN, S-CSCF, P-CSCF and the HSS). The MGW and the radio network do not necessarily know the IMSI or IMEI. 

If trace is activated for home subscribers than the most easier way to activate the trace is in the HSS as the subscriber information can be found in HSS and than HSS can forward the activation only to that NE, where the subscriber is registered to. With this solution some capacity of the CN NE can be saved as it is not necessary to activate trace in all CN NE. 

In case of foreign subscribers the trace can be activated only to the MSC Server/ SGSN, GGSN/P-CSCF. However when the trace is activated in these CN NEs nobody can sure that the traced subscriber is registered to that NE, therefore the trace case can be in active pending state if the traced subscriber or equipment is not registered to that NE. To ensure the generation of the trace records in the VPLMN the trace shall be activated in all the CN NEs. 

During the trace activation procedure the operator shall give the subscriber or equipment id, the trace reference (these two together identifies the trace case).

Requirements on trace in the Network Elements:

· MSC Server:

In the CS domain the different number analysis, the routing functionality, call control and other controlling functionality take place in the MSC server so it is essential to collect information on the different analysis in order to get information in case of malfunctions or just for verifying purposes. Also MSC server can provide information on the used services and its result. 

· MGW:

In the CS domain the user plane is handled by the MGW, so information on the physical connection points (ATM path, TDM circuit or IP end point) can be get only from the MGW. Furthermore MGW can many kind of statistical information like the number of the lost packets, which is very useful to check the QoS level of the connection.

· HSS

HSS stores the subscription and location information (to which VLR, SGSN, S-CSCF the subscriber is registered) of the mobile subscribers. Tracing in HSS is useful when the subscribers are roaming in a VPLMN. In this case the HPLMN operator can get the information to which VLR, SGSN or S-CSCF is registered the roaming subscriber and from that information the HPLMN operator can determine the VPLMN.

· SGSN

In the PS domain SGSN has similar functionality than in the CS domain the MSC Server has. In the PS domain the SGSN can provide information on the used services, QoS and on the PDP context. 

· GGSN

GGSN can provide almost the same information as the SGSN, but in case of roaming, the VPLMN operator can get information from the PDP context only from the GGSN.

· S-CSCF

The S-CSCF controls the sessions in IMS, so it can provide information on the session. 

· P-CSCF

The P-CSCF can provide the same information as the S-CSCF, but in case of roaming the VPLMN operator can get information only from the P-CSCF as the S-CSCF is located always in the home network. Furthermore the P-CSCF can provide information on the PCF (Policy Control Function).

· GERAN/UTRAN

The radio network can provide detailed information on the used radio resources, handovers. This information is very important for checking the operation of a network, especially when the network is extended.

Requirements on trace data

As trace is used mainly for troubleshooting and testing generated data in each network element shall provide information to help the troubleshooting and testing. 

From the traffic the trace record shall tell the type of traffic, the length of the traffic and any information what have been done in the appropriate NE (like the result of the number analysis), the requested and received quality of service parameters to check the service level, the used services, information on handovers, used radio resources and its parameters in the radio network, etc. 

