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Summary 

In Release 4 MSC was split to MSC server and MGW. MSC server takes care of controlling functionalities of MSC whereas MGW acts as a user plane link between different kinds of transport domains (TDM-based in the GERAN, ATM and IP in the core, and UTRAN). Because some information elements, traced by the traditional MSC, cannot be known by MSC server and events invoking the trace have effects in the user plane, it is important to generate the trace record in the MGW, too.  This contribution introduces the content of the MGW trace record, which is generated in the MGW when MSC server has sent the trace activation message to the MGW. The trace activation over the Mc interface is described in the S5B010610 contribution.

Discussion

Some items in the MSC trace record are no more reachable for the MSC server in the bearer independent architecture. MSC server cannot know e.g. the physical trunk involved in the session (the trunk group was mentioned in the three different fields in the MSC trace record) and some operator/vendor specific record extensions. Moreover the new bearer types (IP and ATM) require comparable information elements to identify physical/logical connection points e.g. ATM virtual paths and channels. Therefore it is essential to determine the trace record for MGW. 

In the MGW the context determines the session between subscribers whereas the termination represent a point in the context that is the source or the sink for the media stream. During the lifetime of a session a context includes at least two terminations, but usually because of handovers there might be several terminations.  In the MGW trace record it is sensible to show the ID of context and the IDs of terminations.  After the field indicating the termination ID there could be fields important to particular kinds of termination (IP, ATM or TDM). The fields including termination specific information could be repeated, as many times as there were terminations in the traced context. The reservation and release times, bearer type and channel coding fields of the terminations are common for all kinds of termination types.  The type of media is common for all terminations in the context; therefore it is before termination ID.  

In the IP based bearer networks the ensuring and management of QoS (Quality of Service) is essential.  When IP termination is in the question, a suitable tool for QoS monitoring is to collect standard outputs of the RTP protocol and it's MIB (RFC 2959 and 1889) into the MGW trace record.  The outputs are e.g. sent/received/lost packets and jitter. IP addresses and port numbers are also important information items in the session. 

According to previous description it is proposed to add MGW Trace Record to the Trace record contents chapter as follows.   The MGW trace record includes context ID and media fields for session and certain number of termination specific fields. The terminations may have different kinds of fields indicating physical/logical connection points, bearer types, addresses, and QoS parameters.

MGW Trace Record Content

The following types of fields are supported in the 2 MGW trace record types.

Field
MSC Trace Type
Description


Basic
Detailed


Context ID
C
C
The context ID of the session in the MGW.

Media
C
C
Media type is e.g. audio, video or data.

Termination ID*
C
C
The ID number of termination in the context.

Bearer 
C
C
Basic transport mechanism (e.g. TDM, IP or AAL2).

Channel coding
C
C
The coding in the use, e.g. speech version. 

Time of reservation
C
C
The time when termination was reserved.

Time of release 
C
C
The time when termination was released.

Network Trunk Group Point
C
C
The trunk group point associated to the termination (TDM termination).

Timeslot
C
C
The timeslot in the physical trunk associated to the termination (TDM termination).

Source IP Address
C
C
The IP address from which IP stream is sent. (IP termination)

Source Port
C
C
The Port from which e.g. RTP stream is sent. (IP termination)

Destination IP Address
C
C
The IP address where IP stream is sent. (IP termination)

Destination Port
C
C
The Port where e.g. RTP stream is sent to. (IP termination)

Packets sent
X
O
The number of sent packets during the live time of termination. (IP termination)

Packets received
X
O
The number of received packets during the live time of termination. (IP termination)

Packets lost
X
O
The number of lost packets during the live time of termination. (IP termination)

Jitter
X
O
The delay variation of RTP stream. (IP termination)

ATM interface identifier
C
C
The identifier for ATM interface connection point (ATM termination).

ATM Virtual Path
C
C
The virtual Path of ATM layer (ATM termination).

ATM Virtual Channel
C
C
The virtual Channel of ATM layers (ATM termination).

Remote ATM Address
C
C
The ATM address of remote point (ATM termination)

Record extensions
O
O
A set of network/manufacturer specific extensions to the record.

*From the Termination ID field onwards the fields can exist as many times as there have been terminations in the context. A new termination ID field acts as a separator between fields provided by different terminations. 

