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Summary: 

The Trace RG agreed on SA5#25bis that an Action Item is given to Nokia to produce a 3 use cases, which were identified on the meeting. These use cases are the following:

· interoperability checking between different vendors' equipments.

· subscriber complaint,

· malfunctioning mobile

The text is proposed to be included into the Annex of 3GPP TS 32.108. If the Trace RG agree on the use cases described in this contribution later more detailed record description will be provided.

Use case #1 Interoperability checking between NEs made by different vendors

Description

The operator has network elements from different vendors and it would like to check the interworking of the NEs made by different vendors. For this purpose the trace can be used to check the interworking of the radio network and the core network, or the interworking of the MSC server and the MGW, the interworking of the P-CSCF and S-CSCF in IMS, P-CSCF and GGSN intewroking related to the Policy Control Function. . 

Example of required data to cover use case #1:

Tracing is needed in those Network Elements which is under test. For interworking purposes only those protocols and interfaces has to be traced, which is in between the two NEs. In case of RNC and MSC Server/SGSN interworking the RANAP protocol messages has to be traced. For checking how the two NE can interwork the whole protocol messages should be saved. 

For MSC server and MGW interworking checking MGW shall provide establishing and releasing times of terminations and ID's of context and terminations to ensure that MGW functions are working, not oly providing replies to MSC server. Other reserved user plane resources can be followed too. Furthermore tracing the Mc interfaces messages may also be needed.

In case of S-CSCF and P-CSCF interworking checking the SIP protocol shall be traced.
Use case #2 Subscriber Complaint

Description:

The subscriber is complaining at his/her home or visited operator that some of the service to which he/she subscribed is not working. E.g. cannot make calls, cannot use some supplementary service, do not get the subscribed or expected QoS level (e.g. Mobile subscriber activates video-streaming application to watch the latest sport events. Every time the subscriber tries to connect to the service the system disconnects subscribers UMTS bearer). 

In order to resolve the problem and find out what is the underlying reason for the complaint, operator initiates subscriber tracing in HPLMN to find out the underlying reason why the service that the subscriber is trying to use is failed.

As the trace is activated for a real subscriber, the signalling based trace activation shall be used as the location of the subscriber is not known. 

Example of required data to cover use case #2:

For this use case tracing is needed in every possible Network Elements to find out the problematic Network Element. It means that tracing is needed in the radio network and in the core network. If the problematic Network Element is found more detailed trace can be set up in that network element. 

Example cases, which can be the basis for subscriber complaint:

1. The subscriber cannot make an IM session.

In this case the operator has to active the trace in IMS, meaning the S-CSCF and P-CSCF. From the S-CSCF and P-CSCF trace the operator can examine the SIP signalling, while in the P-CSCF trace the QoS negotiation with GGSN can be determined so in P-CSCF the COPS messages shall be traced. From SIP the content of the SDP is essential as SDP contains the important information elements regarding the media, e.g. media parameters, media type. From COPS those parameters are needed, which shows whether IMS accepts or rejects the PDP context based on the QoS Policy Control.

In IMS the PS domain is used as underlying transport network so tracing in SGSN and in GGSN is also needed. If the IMS trace does not show any problems than the next step in troubleshooting is to find the problem in SGSN or in GGSN or in the 3G radio network. For the possible problems in the radio network use case #4 (checking the radio coverage) can be used. In SGSN information related to PDP context activation/deactivation and modification is available. 

2. The subscriber's CS call is misrouted

In this case the operator has to active the trace in the core network meaning the MSC Server. In this special case the problem can be investigated knowing the result of the different address analysis in the MSC Server. From the different address analysis the operator can determine to which MSC the call is routed to. 

3. The subscriber's call is dropped

The trace has to be activated at least in the radio network to check the radio coverage. See use case #4 (checking radio coverage). Tracing in the core network is needed also, if the problem is not in the radio network. E.g. in case of PS domain the call can be dropped by the application due to the long delays or congestions in TCP layer or due to bad QoS. 

4. The received QoS level is less than the level subscriber is expecting. To be able to solve the possible problem Tracing data is required from HSS, SGSN, GGSN, UTRAN, and GERAN. Furthermore in case of problem in CS calls tracing in MGW shall be performed. 
From HSS trace data the operator can monitor whether the subscriber's authentication to the network is successful, and what kind of QoS parameters are allowed to the subscriber. From SGSN trace data the operator can monitor PDP context creation request from mobile. Request seem to contain legal QoS profile (incl. Maximum bandwidth, guaranteed bandwidth etc) and the local resources in SGSN are available to provide the service as requested by the subscriber. From UTRAN/GERAN trace data the operator can monitor are the maximum bandwidth and guaranteed bandwidth, requested by SGSN, acceptable for UTRAN/GERAN. Thus can UTRAN/GERAN provide and maintain requested radio access bearer services. From GGSN trace data the operator can monitor PDP context activation between SGSN an GGSN. If the problem is in the CS domain the MGW trace data can provide the QoS data se use case #7.

Use case #3 Malfunctioning Mobile

Description

The operator suspects that a user equipment is not working correctly. Or the operator would like to get more information from a specific UE, which is on the grey or black EIR list. 

The operator has to activate the trace based on the IMEI number. 

Example of required data to cover use case #3:

For this use case data is needed from the following Network Elements: Mainly RNC/BSC, but SGSN and MSC Server trace is essential as well. 

The level of detail depends on the operator needs. 

The malfunction of UE in UTRAN side (also GERAN side) can be in several different places. The problem can be in basic RRC and RANAP signaling, RB procedures, Handover procedures, Power control etc. 

Therefore, all RRC, RANAP, NBAP, RNSAP signaling procedures must be seen. Moreover, transmission powers, error ratios (BLER / BER, SDU error ratio), retransmission and so on must be seen in trace records.

Use case #7: Checking  of CS user plane function and QoS 

Description

With this use case operator can chek the CS user plane function and QoS.

This checking may be started after subscriber complaint e.g. about bad QoS of CS voice or data. Checking may also be started by operator after deploying new transport equipment in user plane (i.e. MGWs, routers, switchs) or whenever the characteristics of user plane monitoring is valuable. 

CS user plane checking may be started if deaf, hard of hearing or speech-impaired person has complained about lack of GTT (Global Text Telephony) service. In  the networks where so called "All transcoder solution" is chosen to execute GTT feature, only MGW can provide information about successfully performed text conversation call.  

With generated information operator can locate faults in MGW providing user plane terminating points. QoS parameters provide tool to find heavily loaded user plane points causing delays, jitter and packet drops.  

Example of required data to cover use case #7

To be able to follow the user plane, detail information related to chosen bearer type is needed from transport plane. With TDM circuits the physical trunks and time slots has to be pointed whereas with ATM transport the channels, paths etc. are needed. As well as ATM transport details the IP addresses and ports shall be recorded as it is visible only in MGW.     

To find out whether QoS is on proper level the number of sent/lost/received packets and delay variation (jitter) is needed.  Active GTT functions in MGW shall be indicated.  

