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Intent

This document proposes the rules for 3GPP IRP CORBA SS specifiers to construct a new 3GPP IRP CORBA SS IRPVersion so that the new IRPVersion can claim IDBC (interface definition backward compatible) to the older CORBA SS IRPVersion.  It also proposes the same set of rules for vendor to construct the VSE versions so that these VSE versions can claim IDBC to the base 3GPP IRPVersion.

The reasons to make one IRP CORBA SS to be IDBC to another is to satisfy the requirements discussed in sub-clause “Requirements” below.

This document proposes that these rules be placed as a new Annex G (normative): Rules for CORBA Solution Sets of the 32.102-400 3G Telecom Management architecture specification.

3GPP Release 99 and Release 4 has rules for vendors to construct the VSE MOC for CORBA SS so that their VSE MOI implementation can still claim 3GPP compliant. This proposal expands those rules to include the following areas:

(a) The proposed rules are for 3GPP specifiers (and not just for vendors) to construct a new 3GPP IRPVersion so that the new IRPVersions can claim IDBC to the older one.

(b) The proposed rules are applicable to notifications and methods, as well as MOCs. 

(c) This proposed rules are for vendors to construct their VSE versions so that their VSE versions can claim (a) 3GPP compliant and (b) IDBC to the 3GPP base specification.

The proposed rules should be a super-set compared to the one listed in section 7, “Rules of NRM Extension”, of 3GPP TS 32.623 V4.2.0.  Read appendix for information.  

If and when agreement is reached to include the proposed rules in a 3GPP specification, this document proposes to replace sub-clause 7 3GPP TS 32.623 V4.2.0 with the following.

(a) A reference to the newly proposed rules and 
(b) Text to indicate that the same rules shall apply to both 3GPP specifiers and VSE version specifiers in case they want their new specifications to claim IDBC to an existing 3GPP IRPVersion.
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Annex G (normative):

Backward Compatible Interface Definition (IDBC) Rules for Extending CORBA Solution Sets

1 Introduction

This annex proposes rules for the production of new CORBA SSs that can claim Interface Definition Backward Compatible (IDBC) to its older IRPVersion.  

3GPP IRP CORBA SS specifiers and vendors’ specifiers can use these rules to construct new versions to claim IDBC to the base IRPVersion.

The rules are not binding.  The specifiers are free to break these rules.  One example of rule deviation necessity is when the new IRPVersion will no longer support a mandatory method specified by the old IRPVersion.  3GPP does not define conditions under which rule deviation is deemed necessary.

The new IRPVersion whose production follows the rules shall explicitly state in the specification that it is IDBC to an explicitly stated 3GPP already-published IRPVersion.

The new IRPVersion whose production breaks the rules shall not state in the specification that it is IDBC to any IRPVersion. 

2 Requirements

This section lists the requirements.  The word ‘old’ qualifies the related entity (e.g., IRPAgent) that it is using an older IRPVersion.  The word ‘new’ qualifies the related entity that it is using a newer 3GPP IRPVersion or VSE version that is IDBC to older one.

[REQ-1] An old IRPManager inter-operates with an old IRPAgent-A and a new IRPAgent-B.    The interaction shall be successful in that the IRPManager can obtain the NM services (capabilities and features) defined by the old IRPVersion from both IRPAgents.  The IRPManager needs not have knowledge of new NM services defined by the new IRPVersion. 

[REQ-2] A new IRPManager inter-operates with a new IRPAgent‑A and an old IRPAgent‑B.  The interaction shall be successful in that the IRPManager can obtain the NM services defined by (a) the new IRPVersion from IRPAgent‑A and (b) the old IRPVersion from IRPAgent‑B.

[REQ-3] The same requirement as REQ-1 and REQ-2 with the exception that the word “new” indicates a VSE version that is IDBC to an old IRPVersion.

[REQ-4] An IRPManager (with a Vendor-A VSE specification) inter-operates with an IRPAgent-A (with the same Vendor-A VSE specification) and an IRPAgent‑B (with Vendor-B VSE specification).  The two VSE specifications are IDBC to a 3GPP IRPVersion.  The interaction shall be successful in that the IRPManager can obtain the NM services defined by (a) the Vendor-A VSE specification from the IRPAgent‑A and (b) the 3GPP IRPVersion from the IRPAgent-B.

[REQ-5] Eliminate the difficult coordination task to introduce upgrades (supporting IDBC newer version) in a large NM domain containing multiple IRPManagers and IRPAgents.  Upgrades using IDBC version to individual entity (IRPManager and IRPAgent) of the NM domain can be done at different times.

3 The terms BC and IDBC

3.1 Backward Compatible (BC)

The BC is a feature that every System (NE or OS) of a 3G Network should have. 

For a System that claims to have a BC feature, it implies that it can inter-operate meaningfully with an IRPManager that uses the same IRPVersion or an older IRPVersion.  The System may provide two independent implementations, one for each IRPVersion.  The System may also support a run-time mechanism for IRPManager to select the correct IRPVersion that the IRPManager wants to use for inter-operation.  

In a large Network, the System’s support of the BC feature is required to facilitate the IRPVersion upgrade process.  

In a large System (in that it supports multiple xxxIRPAgents), it is useful to define a "Partial BC" to qualify the System. This implies that the System supports BC feature for some xxxIRP and not other xxxIRPs.  A System that provides a partial BC feature may have problems during the IRPVersion upgrade process.

This BC concept is used to qualify the relation between two IRPVersion.  It does constraint such relationship.  The two related IRPVersion can be slightly or completely different.  A System with the BC feature can support two IRPVersion in that one may or may not be IDBC (see definition of IDBC in next sub-clause) to the other. 

3.2 Interface Definition Backward compatible (IDBC)

The term “IDBC” is used to qualify the relation between two CORBA SS of the same network management area.

In general, one can qualify a new CORBA SS as IDBC with an old CORBA SS if all the definitions contained in the old CORBA SS are still valid in the new one.  In other words, the new one that is IDBC to the old one can have new MOCs, new attributes, etc. but cannot change the definitions of the old MOCs, attributes, etc.

The term IDBC, in the context of this document, is not used for the following.

· To qualify the relation between an IRPAgent and an IRPManager implementations.  

· To qualify vendor’s products or implementations.

3.3 Relationship between BC and IDBC

The BC and IDBC features are independent from each other.  The BC is a feature of a System (NE or OS) and is applicable to all technologies.  The IDBC is a feature to qualify the relationship between two CORBA SS of the same management area. 

4 Support of BC feature

The BC feature support shall require the IRPAgent System to keep older versioned implementation in the running System.  It also requires the IRPManager System to keep older versioned implementation if it desires to inter-operate with new and old versioned IRPAgents.  In addition, it shall require the IRPAgent System to support and the IRPManager System to use the IRPAgent Discovery IRP.

An advantage of this solution is that the specifier has more freedom (compared to the case of production of an IDBC version) to create a new specification and can, if need be, not to carry all old features into the new specification.  System supporting this approach is considered to have a “vector implementations” that share the same top level interface supporting the so-called IRPAgent Discovery IRP mechanism.  

5 Support of IDBC feature

The IDBC feature allows an entity (i.e., IRPAgent or an IRPManager) to use one CORBA SS IRPVersion (compiled with the IDL of that IRPVersion) to inter-operate with others that are using other IRPVersion:s as long as the two IRPVersion:s has an IDBC relation.

This approach does not require the so-called “vector of implementations” discussed in previous sub-clause.  In addition, there is no need for to use the IRPAgent Discovery IRP mechanism.

However, the major drawback of this approach is that it limits the change the new IRPVersion can have.  The limit is defined by the set of rules that is the subject of this appendix.

In this appendix, we use the terms “new SS” and “old SS”.  The term “new SS” refers to a CORBA SS specification (identified by an IRPVersion) to be published by 3GPP or a vendor specifying its interface containing VSE capabilities.  The term “old SS” refers to a published CORBA SS specification. 

5.1 Proposed rules for 3GPP IDBC CORBA SS

For a new 3GPP CORBA SS IRPVersion to claim IDBC with another 3GPP CORBA SS, the new one must be evolved from the old one on the following rules.

5.1.1 MOC

1. Shall include all MOCs, including their name-containment relations and other relations, of the old SS without change.
2. Can add MOC that is not sub-classed from a MOC of the old SS.  This newly added MOC must be named (contained) by a MOC of the old SS.  Alternatively, this MOC can be named by another newly introduced MOC that is named by yet another newly introduced MOC, and so on.  Introduction of multiple MOCs this way is allowed if and only if the newly introduced MOC, highest in the name-hierarchy, is named by a MOC of the old SS.  
3. Can add a MOC that is a sub-class of a MOC of the old SS.  The name of this newly added sub-classed MOC must use the convention specified in sub-clause “Name Convention for IDBC MOC”.  This new sub-classed MOC must use the same cardinality as its super-class defined in the old SS.  This new sub-classed MOC can restrict the domain (i.e., range of legal values) of one or more attributes.  The attributes chosen for restriction need not have originated in the super-class; they may originate in any ancestral class anywhere up the inheritance hierarchy.  
4. The newly added sub-classed MOC, besides the use of the name convention discussed in bullet 3, must use the same rule defined for new MOC (see bullet 2).

5. Cannot add new attributes in existing 3GPP defined MOC (see note on VsDataContainer MOC).  New attributes can only be introduced by a new MOC sub-classed from TOP or from a MOC of the old SS.

Note: The VsDataContainer is a 3GPP defined MOC.  It has four 3GPP defined attributes.  This MOC is designed to hold vendor proprietary data type definitions and the actual data (and not to hold vendor proprietary methods).  All the vendor proprietary data types are contained in the 3GPP defined attribute such as vsData.  The semantics and syntax of the values of these 3GPP defined attributes are out of the scope of 3GPP standardization.  If 3GPP needs to define more attributes (than the four currently defined), sub-classing must be used.

5.1.2 Method
1. Can add new mandatory and optional method(s).  

2. The table below specifies the IDBC enhancement rules for methods.

Table 1: IDBC Enhancement Rules for methods

old SS
New SS

Mandatory method
Include and qualify it as mandatory.  Signature remains unchanged.  

Optional method
Include and qualify it as optional or mandatory.  Signature remains unchanged.  

Input mandatory parameter
Include and qualify it as mandatory.

Input optional parameter
Include and qualify it as optional.

Input parameter valid values
Include them.  New ones can be added.

output mandatory parameter
Include and qualify it as mandatory.

output optional parameter
Include and qualify it as optional.

output parameter valid values
Include them and apply the following rules.  No new one can be added.  Old ones can be removed.

Parameter default semantics (see note 2.)
Include them.  Cannot change the default semantics.

Note 1: Implementation of parameter in some technology such as CORBA allows parameter to be present “on the wire” and yet the parameter can contain “no information”. 

Note 2: Default semantics is applicable to parameter of a method.  Default semantics is identified by a parameter value that is specified in the CORBA SS. 

5.1.3 Notification

1. Can add new notificationType (IS construct), i.e., can add legal values for the CORBA SS construct type_name (the 2nd field of the OMG CORBA Notification header).  One example of notificationType is notifyNewAlarm.   

2. The table below specifies the IDBC enhancement rules for notifications.

Table 2: IDBC Enhancement rules for notifications

Old
New

mandatory notification
Include and qualify it as mandatory.  

optional notification
Include and qualify it as optional or mandatory.

mandatory parameter
Include and qualify it as mandatory.

optional parameter
Include and qualify it as optional or mandatory.  See note 1 of table 1.

parameter valid values
Include them.  No new ones shall be allowed.

Note: If old SS has notify-A (parameter-A) and the new SS has notify-A (parameter-A) and the set of valid values for parameter-A in the new SS is a super set of that of the old SS, then the new SS is not IDBC to old SS.

Parameter default semantics (see note 2 of table 1.)
Include them.  Cannot change the default semantics.

3. Can add new event types.  A new event type cannot convey the same meaning as that specified by an old event type.

4. Include all old event types.


5. The new notification that bears the same name as the old notification can have new parameters not specified in the old notification.  New parameters cannot convey the same meanings as those carried by old parameters.

5.2 Proposed rules for new VSE IDBC

Vendors are expected to introduce new MOCs not defined by 3GPP, add new MOC attributes, new methods and new notifications.  These so-called vendor-specific extensions (VSE) are captured in vendor provided CORBA SSs.  The SSs are expected to have document numbers that use a vendor-proprietary name convention.    

In order to claim that a new VSE SS is IDBC to a particular old 3GPP SS, the new VSE-version must be evolved, based on the old 3GPP SS, using the following enhancement rules.

1. The VSE-version SS must be produced using the rules specified in sub-clause 5 with the following exceptions.

2. A VSE sub-class MOC must use a name that follows the name convention specified in sub‑clause “Name Convention for VSE IDBC MOC”. 

3. Cannot add new event types.  Note: There is no need to add eventType for each IRP.  If VSE SS is IDBC to two 3GPP IRP, then this VSE SS cannot contain more eventType(s) than those specified by the two 3GPP IRPs. 
5.2.1 Affected specifications

This section is not relevant since it is up to the particular vendor how to convey this information (that this new SS is IDBC to the old 3GPP SS).

5.3 Proposed IRPManager behavior 

5.3.1 Old IRPManager

Suppose an IRPManager, with an old SS, needs to interact with an IRPAgent with a new SS or VSE SS.  Suppose further that the new SS and the VSE SSs are IDBC to the old SS.  In order to satisfy the requirements stated in sub-clause 2, the IRPManager must implement the behavior listed below.  

1. The IRPManager receives a notification.  The MOC carried in this notification is not defined in the old SS.   Based on the two name conventions defined in sub-clause “Name Convention for 3GPP IDBC MOC” and “Name Convention for VSE IDBC MOC”, the IRPManager should be programmed to recognize if the MOC in the notification is sub-classed from an MOC of the old SS. 

2. The IRPManager receives a notification.  The MOC carried in this notification is not defined in the old SS.  Based on the DN carried in the MOI of the notification, the IRPManager should be programmed to recognize the following.

· One of the containing MOI of this MOI is of a MOC defined in the old SS.

· One of the containing MOI of this MOI is of a sub-class of a MOC defined in the old SS.  

If the recognition is negative, the IRPManager can conclude that it is interacting with an IRPAgent that is using a SS not IDBC to the old SS.  3GPP will not recommend the IRPManager behavior in this case.

If the recognition is positive, the IRPManager is expected to process the notification.  For example, if the notification carries alarm information, the IRPManager can capture the alarm information in its local object instance (in its local storage) that is the containing MOI of the MOI emitting the notification.  The IRPManager should also be aware that multiple instances of different new classes could be contained by the instance whose MOC is defined in the old SS and act accordingly.

3. Discard the name-value (NV) pair (carried in the notification) whose name is not defined in the old SS.

4. Able to process the return result of getXXXIRPVersion() that is a list of identifiers identifying a list of specific SSs (IRPVersions published by 3GPP and version numbers by the vendor). 

5. Discard the notification that carries an event type not defined in the old SS.

5.3.2 New IRPManager

The IRPManager, with a new 3GPP or a VSE CORBA SS that is IDBC to an old SS, may interact with an IRPAgent with the same old SS.  To achieve meaningful interaction, the IRPManager must implement the behavior listed below.

1. Process the return result of getXXXIRPVersion() that is a list of identifiers identifying a list of specific CORBA SSs (IRPVersions published by 3GPP and version numbers by the vendor).  

2. Recognize that it is using a new but an IDBC version to that of the IRPAgent.

3. Either (a) refrain from invoking method that is not supported by the IRPAgent or (b) invoke it but must recognize the exception thrown and act accordingly.

4. Either (a) refrain from using any new input parameter value (of method) not supported by the IRPAgent or (b) use it but must recognize the exception thrown and act accordingly.

5.3.3 Name Convention for 3GPP IDBC MOC (sub-class of a 3GPP standardized MOC)

If the 3GPP currently defined MOC name is CLASSA, then the new sub-classed MOC name is CLASSA_X where ‘X’ is a string chosen for use by this new sub-class MOC.  If the 3GPP currently defined MOC name is CLASSA_X, the new sub-classed MOC name shall then be CLASSA_X_Y where ‘Y’ is a string chosen for use by this new sub-class MOC.  This principle can be applied to many levels such as CLASSA_X_Y_Z_A_B.

Use of “underscore” facilitates IRPManager programming effort to (a) recognize if a given class has a superior class definition and (b) if yes, extract the name of the superior class.

Name Convention for VSE IDBC MOC (sub-class of a 3GPP standardized MOC) 

If the 3GPP currently defined MOC name is Z, then the new VSE sub-classed MOC name is Z_NUM_Y where

· The “NUM” is the private enterprise number or SMI Network Management Private Enterprise Codes.  Its prefix is “iso.org.dod.internet.private.enterprise” or “1.3.6.1.4.1”.  These numbers are managed by IANA, the Internet Assigned Number Authority.  The NUM, with its prefix, is the Object Identifier (OID) that unambiguously identifies the vendor.  For example, 3881 (the NUM) together with the prefix identifies “Telefonaktiebolaget LM Ericsson”.
· Y is a string chosen for the vendor specific MOC.

Z and Y may be composed of strings separated by the underscore characters indicating sub-class relations.  The strings shall start with an alpha character.  For example: this “ROUTER_V3_V4_3881_P2” indicates the Ericsson VSE MOC name and this VSE class is derived from the 3GPP ROUTER_V3_V4 MOC.  
Use of “underscore” facilitates IRPManager programming effort to (a) recognize if a given class has a superior class definition and (b) if yes, extract the name of the superior class.

Appendix A:

Extract from 3GPP TS 32.623 V4.2.0, Generic Network Resources IRP: CORBA Solution Set
7
Rules for NRM extensions

This clause discusses how the models and IDL definitions provided in the present document can be extended for a particular implementation and still remain compliant with 3GPP SA5’s specifications.

7.1
Allowed extensions

Vendor-specific MOCs may be supported. The vendor-specific MOCs may support new types of attributes. The 3GPP SA5-specified notifications may be issued referring to the vendor-specific MOCs and vendor-specific attributes. New MOCs shall be distinguishable from 3GPP SA5 MOCs by name. 3GPP SA5-specified and vendor-specific attributes may be used in vendor-specific MOCs. Vendor-specific attribute names shall be distinguishable from existing attribute names.

NRM MOCs may be subclassed. Subclassed MOCs shall maintain the specified behaviour of the 3GPP SA5’s superior classes.  They may add vendor-specific behaviour with vendor-specific attributes. When subclassing, naming attributes cannot be changed. The subclassed MOC shall support all attributes of its superior class. Vendor-specific attributes cannot be added to 3GPP SA5 NRM MOCs without subclassing.

When subclassing, the 3GPP SA5-specified containment rules and their specified cardinality shall still be followed. As an example, ManagementNode (or its subclasses) shall be contained under SubNetwork (or its subclasses).  Also, in Rel-4, there may only be 0 or 1 ManagementNode (or its subclasses) contained under SubNetwork (or its subclasses).

Managed Object Instances may be instantiated as CORBA objects. This requires that the MOCs be represented in IDL. 3GPP SA5’s NRM MOCs are not currently specified in IDL, but may be specified in IDL for instantiation or subclassing purposes. However, management information models should not require that IRPManagers access the instantiated managed objects other than through supported methods in the present document.

Extension rules related to notifications (Notification categories, Event Types, Extended Event Types etc.) are for further study.

7.2
Extensions not allowed

The IDL specifications in the present document cannot be edited or altered. Any additional IDL specifications shall be specified in separate IDL files.

IDL interfaces (note: not MOCs) specified in the present document may not be subclassed or extended. New interfaces may be defined with vendor-specific methods.
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