	3GPP TSG-SA5 (Telecom Management)

Meeting #20, Brighton, UK, 28 May - 1 June 2001
	S5-010307


Agenda Item:
6

Communication Statement to 3GPP via ETSI

	QUESTIONS:
Q.12/4, Q.17/4, Q.18/4, Q.19/4

SOURCE:
ITU-T SG 4 CORBA experts meeting

TITLE:
PROGRESS ON THE USE OF CORBA IN THE TMN
_____________

COMMUNICATION STATEMENT

TO:
ETSI for forwarding to 3GPP SA5
APPROVAL:
Not yet approved

FOR:
In response to 3GPP liaison received at the SG4 CORBA experts group meeting

DEADLINE:
Not Applicable

CONTACT:
David Matthews
Tel:
+1 732 420 1613

AT&T
Fax:
+1 732 368 1911

Room C1-2C12
E-mail:
dlmatthews@att.com
200 S. Laurel Ave.

Middletown, NJ 04448
United States


ITU-T SG 4 would like to thank 3GPP TSG-SA5 for its liaison entitled “Progress On The Use Of CORBA In The TMN”.

 This liaison was studied in detail, and this liaison presents the comments from ITU-T SG4 experts group meeting on CORBA. [Each comment references the itemised point in the received liaison, numbered 1), 2), ….to 8)]

POINT 1) 
The intention of  ITU-T SG 4 in the ITU-T Q.816 is to support the text as currently stated in section 8.1.1 that reads:

1. An implementation claiming conformance to the Notification Service requirements must:

· Support either:

· the CORBA Notification Service version specified in Section 5.2., or,

· the 3gpp NotificationIRPOperations interface specified in reference [13].

· Support all of the Notification Service requirements specified in Section 6.2.

NOTE -- Further study is required to identify a minimum subset of Notification Service capabilities that must be supported for compliance to the framework.

ITU-T recognises that when Q.816 was amended during the January meeting, these requirements weren’t checked in detail, and that the checking was needed.

Consequently,  detailed study of these requirements was run and led to the following conclusions:

· NOTIF 1, 2, 3, 4, 5, 6, 10 must be met by the 3GPP TSG-SA5 NotificationIRPOperations without any need for changes to ITU-T Q.816. (Our understanding is that your service can meet these requirements.)

· NOTIF 7 must also be met  to claim conformance.  Meeting this requirement means that notifications will have a common structure that will support common filters for both structured and typed events.  (See figure 6.)

· NOTIF 8:We have introduced a defect report on  this requirement to make the use of mapping filters optional.   

· NOTIF 9: We have introduced a defect report  on this requirement to allow the use of either persistence or best-effort with Q.821-corba Enhanced Alarm Synchronicsation. Q.821-corba should be approved by September.

· NOTIF 11 We have introduced a defect report on this requirement to make this requirment applicable only to the OMG Notification Service.  Also, please note that we are working on a overall profile of this service for use with Q.816..

SG4 agreed that changes have to be made in Q.816, through defect reports, in order to have requirements 8, 9 and 11 conditional. These defect reports to change notifications Service requirements will be produced by SG4 and sent to ITU-T SG4 July meeting.

POINT 2: 

Although it is not the purpose of SG4 to check the 3GPP specifications, our understanding about your questions, limited to Notifications Services, is: 

a) if notification service is conformant with Q816 requirements,  then the answer is OK

b) with the fixes proposed for requirements 8, 9  and 11 through defect reports (as discussed above),  our understanding is that your Notification service would be conformant.  (Please note that Notif-7 must still be met.).

POINT 3

 informative.  The outputs of this Corba  experts group meeting are provided.

POINT 4: 

Informative.

POINT 5: 

informative.  The outputs of this Corba  experts group meeting are provided. 

POINT 6 

Informative. 

POINT 7:

 In order to be able to answer to the last sentence of the 1st paragraph, SG4 would appreciate a copy of your current standard 3GPP Alarm IRP: CORBA solution set 32.111-3  

POINT 8:

 This point is to be answered by SG4/WP2. Consequently, that part of the liaison will be addressed at the July SG4 meeting in Geneva, pointing to WP2.

Attachments:

a) PL/03: defect reports to Q.816.

UIT - Secteur de la normalisation des télécommunications

Output Doc PL-03

ITU - Telecommunication Standardization Sector

UIT - Sector de Normalización de las Telecomunicaciones

Study Period 2001-2004
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Question(s):

Q17/4, 12/4, 13/4, 18/4, 19/4


(Q14/4, 15/4, 18/4, 19/4, 20/4 old study period numbers)

SOURCE*:
ITU-T SG 4 Experts Meeting

TITLE:
Recommendation Q.816 Defect Report

___________________

This document is a defect report on Recommendation Q.816.

___________________

-----------------

Defect Number:  1

Qualifier:  Inconsistency

Reference in document: Section 6.2

Nature of defect: Need to align NOTIF-8 with the use of 3gpp NotificationIRPOperation interface that doesn’t support mapping filters.

Solution proposed: Update NOTIF-8 in Section 6.2 as follows:

(R) NOTIF-8
The Notification Service specification supports filter expressions that are used to determine if the event is to be forwarded. The Notification Service shall support event filtering with filter objects that support constraints expressed in the default constraint grammar specified by the OMG.

Editors response: In NOTIF-8 in Section 6.2, delete the second, third and fifth sentences.

-----------------

Defect Number:  2

Qualifier:  Minot

Reference in document: Section 6.2

Nature of defect: Need to align NOTIF-9 with Recommendation Q.821-corba.

Solution proposed: Update NOTIF-9 in Section 6.2 as follows:

(R) NOTIF-9
The Notification Service reliability QoS shall support ConnectionReliability = Persistent. The Notification Service reliability QoS shall either support EventReliability = Persistent:

Each event is guaranteed to be delivered to all consumers registered to receive it at the time the event was delivered to the channel, within expiry limits. If the connection between the channel and a consumer is lost for any reason, the channel will persistently store any events destined for that consumer until each event time out due to expiry limits, or the consumer once again becomes available and the channel is subsequently able to deliver the events to all registered consumers. In addition, upon start from a failure the notification channel will automatically re-establish connections to all clients that were connected to it at the time the failure occurred. [4]

or EventReliability = BestEffort:

The notification channel will maintain all information about its connected clients persistently, implying that connections will not be lost (logically) upon failure of the process within which the notification channel is executing. Any clients which connect to the channel using persistent object references may fail, but unless these object references raise an OBJECT_NOT_EXIST exception, the channel will continue to retry using them. Clients which then re-instantiate objects with these references will (logically) reconnect to their associated proxies. The channel will not, however, store any buffered events persistently. The implication of this combination is that upon restart from a failure of the notification channel server process, the channel will automatically re-establish connections to each of its clients, but will not attempt to retransmit any events that had been buffered at the time the failure occurred. [4]

If the implementation of the Notification Service supports EventReliability = BestEffort, then it must also support Recommendation Q.821-corba [16] alarm synchronization via the Enhanced Current Alarm Summary Control managed object.
Editors response: In NOTIF-8 in Section 6.2, replace the first second with the following:

The Notification Service reliability QoS shall support ConnectionReliability = Persistent. The Notification Service reliability QoS shall either support EventReliability = Persistent:

Immediate following the indented portion in NOTIF-8 in Section 6.2, add the following paragraphs (with the second paragraph indented):

or EventReliability = BestEffort:

The notification channel will maintain all information about its connected clients persistently, implying that connections will not be lost (logically) upon failure of the process within which the notification channel is executing. Any clients which connect to the channel using persistent object references may fail, but unless these object references raise an OBJECT_NOT_EXIST exception, the channel will continue to retry using them. Clients which then re-instantiate objects with these references will (logically) reconnect to their associated proxies. The channel will not, however, store any buffered events persistently. The implication of this combination is that upon restart from a failure of the notification channel server process, the channel will automatically re-establish connections to each of its clients, but will not attempt to retransmit any events that had been buffered at the time the failure occurred. [4]

If the implementation of the Notification Service supports EventReliability = BestEffort, then it must also support Recommendation Q.821-corba [16] alarm synchronization via the Enhanced Current Alarm Summary Control managed object.
-----------------

Defect Number:  3

Qualifier:  Minor

Reference in document: Section 6.2

Nature of defect: Need to fully address when Notification Service priority-order may be changes.

Solution proposed:  Update NOTIF-10 in Section 6.2 as follows:

(R) NOTIF-10
The Notification Service reliability QoS shall support OrderPolicy = FifoOrder, i.e., events are delivered in the order of their arrival.

If Correlated Notifications are used, the Notification Service reliability QoS Priority property must be set to 0 (i.e., no message priority). Notification priority ordering can only be changed when Correlated Notifications are not used and when done on a managed object instance by managed object instance basis (i.e., certain managed object instances could be given higher priority than other managed object instances).
Editors response: In NOTIF-10 in Section 6.2, replace the two sentences with the following sentence:

The Notification Service reliability QoS shall support OrderPolicy = FifoOrder, i.e., events are delivered in the order of their arrival.

Following NOTIF-10 in Section 6.2, add the following paragraph:

If Correlated Notifications are used, the Notification Service reliability QoS Priority property must be set to 0 (i.e., no message priority). Notification priority ordering can only be changed when Correlated Notifications are not used and when done on a managed object instance by managed object instance basis (i.e., certain managed object instances could be given higher priority than other managed object instances).
-----------------

Defect Number:  4

Qualifier: Inconsistency

Reference in document: Section 6.2

Nature of defect: Need to align NOTIF-11 with the use of 3gpp NotificationIRPOperation interface in NOTIF-2.

Solution proposed:  Update NOTIF-11 in Section 6.2 as follows:

(R) NOTIF-11
When the OMG Notification Service is used as the Notification Service, the OMG Notification Service conformance statements shall be supported with the exception of the pull interface model.

Editors response: In NOTIF-11 in Section 6.2, replace the one sentence with the following sentence:

When the OMG Notification Service is used as the Notification Service, the OMG Notification Service conformance statements shall be supported with the exception of the pull interface model.

-----------------

Defect Number:  5

Qualifier: Minor

Reference in document: Section 2.1

Nature of defect: Need to add reference to Recommendation Q.821-corba.

Solution proposed:  Add the following reference:

[16].
ITU-T Recommendation Q.821-corba, CORBA Alarm Management Model.
Editors response: Following item number 15 in Section 2.1, add the following list item (for reference [16]):

ITU-T Recommendation Q.821-corba, CORBA Alarm Management Model.
-----------------

Defect Number:  6

Qualifier: Minor

Reference in document: Section 8.1.1

Nature of defect: Add the compliance point of EventReliability=BestEffort if the Enhance Current Alarm Summary Control alarm synchronization is used.

Solution proposed:  Add the following reference:

8.1.1
Conformance Points

This section summarizes the individual functions described earlier in this document.  These conformance points are then combined in profiles that must be supported by systems claiming conformance to this specification.  

2. An implementation claiming conformance to the Naming Service requirements must:

· Support the CORBA Naming Service version specified in Section 5.2.

· Support all of the Naming Service requirements specified in Section 6.1.

3. An implementation claiming conformance to the Notification Service requirements must:

· Support either:

· the CORBA Notification Service version specified in Section 5.2., or,

· the 3gpp NotificationIRPOperations interface specified in reference [13].

· Support all of the Notification Service requirements specified in Section 6.2.

· Support either:

· Notification Service reliability QoS EventReliability = Persistent, or,

· Notification Service reliability QoS EventReliability = BestEffort and Recommendation Q.821-corba [16] Enhanced Current Alarm Summary Control managed object conformance requirement point.

NOTE -- Further study is required to identify a minimum subset of Notification Service capabilities that must be supported for compliance to the framework.

4. An implementation claiming conformance to the Telecom Logging Service requirements must:

· Support the CORBA Telecom Logging Service version specified in Section 5.2.

· Support all of the Logging Service requirements specified in Section 6.3.

5. An implementation claiming conformance to the Security Service requirements must:

· Support the Security Service version specified in Section 5.2.

· Support all of the Security Service requirements specified in Section 6.5.

6. An implementation claiming conformance to the Transaction Service requirements must:

· Support the CORBA Transaction Service version specified in Section 5.2.

· Support the Transaction Service requirements specified in Section 6.6.

7. An implementation claiming conformance to the Factory Finder Service must:

· Support the Factory Finder service interface described in Section 7.1 and defined in the CORBA IDL in Annex A.

8. An implementation claiming conformance to the Channel Finder Service must:

· Support the Channel Finder service interface described in Section 7.2 and defined in the CORBA IDL in Annex A.

9. An implementation claiming conformance to the Terminator Service must:

· Support the Terminator Service interface described in Section 7.3 and defined by the CORBA IDL in Annex A.

10. An implementation claiming conformance to the Basic MOO Service must: 

· Support the mandatory MOO service requirements described in Section 7.4.3.

11. An implementation claiming conformance to the Advanced MOO Service must: 

· Support the mandatory and optional MOO service requirements described in Section 7.4.3.

12. An implementation claiming conformance to the Heartbeat Service must:

· Support the Heartbeat Service interface described in Section 7.5 and defined in the CORBA IDL in Annex A.

Editors response: In Section 8.1.1, add the following bullet item following the second bullet item in the second list item:

· Support either:

· Notification Service reliability QoS EventReliability = Persistent, or,

· Notification Service reliability QoS EventReliability = BestEffort and Recommendation Q.821-corba [16] Enhanced Current Alarm Summary Control managed object conformance requirement point.

-----------------
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