1


3GPP TSG-SA5 (Telecom Management) 

FM group – Budapest 2001
[image: image1.png]



Tdoc S5F0100x

Title:
Comments on LOG Management  




Source:
Siemens (G.Cicchitto)




Agenda item:
S5 FM




Document for:
Discussion and decision. 







Category:
Comments / Contribution to FM Group




Document Summary:





Specification(s) involved:
New Doc to be defined




4.2
Detection of system state

The log management system must notify all interested OS about  its current state.  An event based approach is used to update OSs on the current state of the log
.

To facilitate the notification of attribute or state changes, a log has the capability to generate such events, which all OSs may subscribe to via the Notification IRP 3G TS 32.106-2 [3].  

The log management system may also fire object creation and object deletion events to signal the creation or deletion of a particular log.  Again all interested OSs may subscribe via 3G TS 32.106-2 [3] to receive such notifications.

To notify OSs about the loss or imminent loss of records, the system is able to fire capacity threshold alarms which alert the subscribed OSs that a capacity threshold has been crossed in a particular log.  This threshold value may  indicate that the log is full and incoming notifications shall be dealt with in a predetermined manner set by the operator.
The system may fire other events to notify an OS of the completion of an I/O intensive operation, such as deletion of records, or the exporting of a log.

4.3
Log/Log Record retrieval

Records may be retrieved by an OS either by querying a particular log with a filter, or by exporting a log, or a particular section of a log.  Exporting a log allows the OS to retrieve the log in a standard format such as XML or ASN.1.  An XML data format may be used by generic XML utilities such as the Microsoft Office family of products, and next generation web browsers, for analysis and reporting.  XML is a widely accepted data interchange format, and its application to log management  provides an ease of use unparalleled in traditional log systems.

4.4 Log Full Action

The OS must be able to set the behaviour of a log which becomes full. X.735 [8] recommends two actions, halt and wrap.  

· A log which halts when full implies the agent should notify the OS by way of generating a capacity threshold alarm.  New notifications which should be logged according to the log’s filter criteria are discarded.  This behaviour implies that the old records are more important than new ones.

· An OS can set the behaviour of the log to wrap when full.  In this case the log behaves like a circular buffer, replacing the oldest log records with new ones.  This behaviour implies that new records are more important than old records.

3 N interface (Itf-N)

3.1 Log Management concepts of Itf-N

An operations system on the network management layer (i.e. the NM) provides log management services and functions required by the 3G operator on top of the element management layer.

The N interface (Itf-N) may connect the Network Management (NM) system either to Element Managers (EMs) or directly to the Network Elements (NEs). This is done by means of Integration Reference Points (IRPs). In the following, the term "subordinate entities" defines either EMs or NEs, which are in charge of supporting the N interface.

This clause describes the properties of an interface enabling a NM to manage and query logs maintained by agents which record selected notifications in a 3G-telecommunication network including - if necessary – those originating from the agents themselves. 







Figure 1. shows notifications being forwarded to the manager and the agent.













IRPAgent listens for notifications and logs those which satisfy manager supplied filters.  The arrow marked Itf-N is the interface which this document is defining requirements for.  All other interfaces shown in Figure 1 are outside the scope of this document

GC Note: I suggest to replace the original figure with the above one because it makes clear where the LOGs are really located. 
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The LM subsystem must be able to record any event reports which the subordinate entities support.  This is made possible because the LM stores the Notification IRP defined notification format.

The forwarding of these notifications is controlled by the NM operator using adequate filtering mechanisms within the subordinate entities.  The Itf-N provides means to allow the NM operator to retrieve notification  "history" information from the logs (e.g. active/clear alarms and state changes which occurred in the past), which allows the evaluation of events that may have been lost, e.g. after an Itf-N interface failure or a system recovery.


3.2 Management of Logs/Log Records

The NM may request the system to create or delete logs.  Upon creation the NM may specify an Id for the new log or let the system generate the Id for it.  All log Ids must be unique within the system.  The system may alert all interested NMs about the creation of the new log.  The NM may request the system delete a log, and the system may then alert all interested NMs about the deletion of that log.

The NM may delete records from a log.  In this case all records in a the particular log which match the supplied filter shall be deleted.  A records deleted event may be sent by the system to notify all interested NMs.

The NM may request a list of all logs currently managed by the system.  The system returns a list of log Ids to the NM.  The NM may then use these Ids to obtain a reference, through the system, to a particular log.
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