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1	Decision/action requested
The group is asked to take the information into account.
2	References
[1]	3GPP TS 28.533  Management and orchestration; Architecture framework
[2]	3GPP TS 28.104 Management and orchestration; Management Data Analytics (MDA)
3	Rationale
The Service Based Management Architecture (SBMA) adopted for 3GPP management system builds upon the management service concept. Management services are offered by MnS producers and accessed by MnS consumers. 
Introduction
The most simple diagram that shows the interaction between an MnS consumer and producer can be found in TS 28.533 [1], Figure 4.1.1. 
A management function (MnF) is described as being a logical entity playing the roles of MnS consumer and/or MnS producer, see TS 28.533 clause 4.5.
With this understanding it is possible to describe scenarios with MnFs, MnS consumers and MnS producers as shown in Figure 3.1 (scenario A and B). In scenario A, the management function (MnF_A) plays the role of MnS consumer, by accessing services offered by MnS_Producer_A1. In scenario B, the management function (MnF_B) plays two roles simultaneously: MnS consumer, when accessing services offered by MnS_Producer_B1; and MnS producer, when offering services to MnS_Consumer_B1.
 
Figure 3.1: Management functions, consumers, and producers.

The functional scope of a MnF is determined by the collection of managed entities (e.g., managed functions, network slice subnets) that the MnF is eligible to manipulate. Each managed entity is represented with a managed object class. 
The capabilities of a MnF is the specification of what the MnF actually implements to manipulate a set of managed entities. This requires to specify, for each scoped managed entity, the following information:
1. Which managed object class attributes are implemented. For example, some attributes with support qualifier = “optional” can be implemented, and some others not.
2. Which performance and fault data can be collected from the managed entity.  
3. The group of management operations and/or notifications to act upon the managed entity. 
SBMA standardizes MnSs. MnS comprise producers and consumers which vendors may choose to combine in different ways for different purposes. For consistency in the terminology SBMA defines MnF to represent such vendor groupings. MnF itself is however not a 3GPP mandated or standardized entity.  
Defining named MnFs in 3GPP SA5 may lead to a number of issues:
· Time-consuming discussions on which MnFs need to become normative, and why. The criteria for this decision is not clear. 
· Requires specifying the capabilities of MnFs, documenting the information listed in 1-3 in the specifications. This is a very time-consuming activity. For example, 3GPP SA2 generates separate documents to specify the capabilities of different network functions. 
· The potential need to discuss deployment aspects of the MnF. This is because an MnF can be deployed as a centralized management function or as a local management function as described in TS 28.533. Naming specific management capability may also require the named management function to be described with aspects such a centralized deployment or local deployment.
· Defining normative MnFs will mean prescribing how vendors shall group MnSs.
· Prevents differentiation between vendors
· Limits optimization across functions if they are specified seperately. 
· Creates duplication across MnFs.
· Limits possibilities of sharing common data.
· Limits the possibility to adapt the solution to different scenarios (use cases) 
· Could result in a number of MnFs with a lot of optional functionality (which does not improve interoperability)
In the specifications there are examples of named MnFs such as MDAF and EGMF. The issues noted above apply for both management function. 
In the case of MDAF, defining a MnF for analytics (MDAF) makes it more difficult to find synergies with other Analytics capabilities, within 3GPP (e.g., NWDAF) and outside 3GPP (e.g., SMO), therefore increasing risk of fragmentation on industry landscape. Furthermore, defining a MnF for analytics (MDAF) will prescribe vendors to develop a well-bounded analytic box. The vendor is then not able to leverage synergies with other functions (see above point) or take some deployment decisions (see point above) -- this makes differentiation between vendors more difficult. Analytics (and the intelligence it enables) is one of the main innovation targets, and flexibility on implementation should be allowed as long as the main interoperability tenets are preserved. Unlike other functions such as NWDAF, MDA has no such interoperability constraints. .
In the case of EGMF, no description of capabilities has been documented thus far for this function. Additionally, having EGMF will lead to have WG-specific exposure functions (e.g. NEF in SA2, CAPIF in SA6, EGMF in SA5), forcing external consumers (e.g., Open Gateway) to develop WG specific plugins to connect to individual functions. This is time and cost consuming, and does not scale. 
Upon inspection of the specifications in some cases the terminology is inconsistent with regards to the naming of  management functions in the normative text. Table 3.1 shows the specifications with the inconsistencies regarding the naming and give an example of possible solution. 
Table 3.1 Specification and frequency of use of named MnF 
	Specification #
	Inconsistency ( frequency)
	Example of solution 

	TS 28.533
	EGMF (4)
	Replace EGMF with Exposure governance management producer where applicable

	TS 28.533
	MDAF (4)
	Replace MDAF with MDA MnS producer where applicable

	TS 28.104
	MDAF (13)
	Replace MDAF with MDA MnS producer where applicable


Discussion
From the observations it can be noted that the group’s focus is to specify MnS and that specification of MnF’s is not. 
The group propose to address the cases where named MnF’s are used in the normative specifications to ensure that the terminology is consistent throughout the 5G OAM specifications.
Conclusion
For the normative specification the group’s only focus shall be to specify MnSs. Any functional view is only for informational purposes. 3GPP SA2 and SA6 should be informed about this intention by an LS. 
4	Detailed proposal
The group is asked to discuss the rationale and endorse the conclusion. 
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