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Draft Recommendation ITU-T M.fmcdns
Framework for management of cross-domain network slices in IMT-2020 network and beyond
1. [bookmark: _Toc150954632]Scope
This draft Recommendation specifies framework for management of cross-domain network slices interworking in IMT-2020 network and beyond to implement efficiently management and coordination of cross-domain network slices, including cross-domain network slices interworking.
The scope of this Recommendation includes the following aspects:
· Management framework for cross-domain network slices.
· Management function for cross-domain network slices.
· Procedures for cross-domain network slices interworking.
1. [bookmark: _Toc150954633][bookmark: _Toc150954634][bookmark: _Toc150954635]References
The following ITU-T Recommendations and other references contain provisions which, through reference in this text, constitute provisions of this Recommendation. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revision; users of this Recommendation are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.
The reference to a document within this Recommendation does not give it, as a stand-alone document, the status of a Recommendation.
[ITU-T M.3010]	ITU-T Recommendation M.3010 (2000), Principles for a telecommunications management network.
[ITU-T M.3400]	ITU-T Recommendation M.3400 (2000), TMN management functions.
[ITU-T Y.3100]		ITU-T Recommendation Y.3100 (2017), Terms and definitions for IMT-2020.
[ITU-T Y.3110]		ITU-T Recommendation Y.3110 (2017) , IMT-2020  network management and orchestration  requirements.
[ITU-T Y.3111]		ITU-T Recommendation Y.3111 (2017), IMT-2020  network management and  orchestration framework.
[ITU-T Y.3112]		ITU-T Recommendation Y.3112 (2019),  Framework for the support of network slicing in the IMT-2020 network.
1. [bookmark: _Toc150954636][bookmark: _Toc150954637][bookmark: _Toc150954638]Definitions
2. [bookmark: _Toc125458842][bookmark: _Toc143790866][bookmark: _Toc145348986][bookmark: _Toc145694238][bookmark: _Toc147998430][bookmark: _Toc150954639]Terms defined elsewhere
This Recommendation uses the following terms defined elsewhere:
3.1.1	network slice [ITU-T Y.3100]: A logical network that provides specific network capabilities and network characteristics.
NOTE 1 – Network slices enable the creation of customized networks to provide flexible solutions for different market scenarios which have diverse requirements, with respect to functionalities, performance and resource allocation. 
NOTE 2 – A network slice may have the ability to expose its capabilities. 
NOTE 3 – The behaviour of a network slice is realized via network slice instance(s)
3.1.2	network slice instance [ITU-T Y.3100]: An instance of network slice, which is created based on network slice blueprint. 
NOTE 1 – A network slice instance is composed of a set of managed run-time network functions, and physical/logical/virtual resources to run these network functions, forming a complete instantiated logical network to meet certain network characteristics required by the service instance(s).
NOTE 2 – A network slice instance may also be shared across multiple service instances provided by the network operator. A network slice instance may be composed of none, one or more sub-network slice instances which may be shared with another network slice instance.
3.1.3 network slice subnet [[b-ETSI TS 128 530]: A representation of the management aspects of a set of managed functions and the required resources (e.g., compute, storage and networking resources).
3.1.4 network slice subnet instance [b-ETSI TS 128 530]: An instance of network slice subnet representing the management aspects of a set of managed function instances and the used resources (e.g., compute, storage and networking resources).
3.1.5 Single-Network Slice Selection Assistance Information (S-NSSAI) [b-3GPP-TS 23.501]: S-NSSAI is used to identify a unique network slice, which is made up of slice/service type (SST) and slice differentiator (SD).
2. [bookmark: _Toc125458843][bookmark: _Toc143790867][bookmark: _Toc145348987][bookmark: _Toc145694239][bookmark: _Toc147998431][bookmark: _Toc150954640]Terms defined in this Recommendation
This Recommendation defines the following terms:
3.2.1 cross-domain network slice: an end-to-end network slice composed of multiple network slice subnets that belong to different administrative domains.
3.2.2 cross-domain network slices management: managing the lifecycle of cross-domain network slices by a set of network slicing management components in collaborative manner.
3.2.2 cross-domain network slices interworking: the capability of fulfilling seamless connection of cross-domain network slice subnet instances that belong to the same network slice instance.
3.2.3 interworking identifier: a kind of network slice subnet instance mapping identification used by packet encapsulation to realize cross-domain network slices interworking.
1. [bookmark: _Toc150954641]Abbreviations and acronyms
This Recommendation uses the following abbreviations and acronyms:
5QI		5G Qulity Identity
CN 		Core Network
CSMF		Communication Service Management Function
DN		Data Network
EMS		Element Management System
eMBB		Enhanced Mobile Broadband
IP		Internet Protocol
mIoT		massive Internet of Things
NMS		Network Management System
NSMF		Network Slice Management Function
NSSMF	Network Slice Subnet Management Function
NSI		Network Slice Instance
NSSI		Network Slice Subnet Instance
QoS 		Quality of Service
AN 		Access Network
S-NSSAI	Single-Network Slice Selection Assistance Information
TN 		Transport Network
uRLLC	Ultra-reliable and Low Latency Communication

1. [bookmark: _Toc150954642]Conventions
In this Recommendation:
The keywords "is required to" indicate a requirement which must be strictly followed and from which no deviation is permitted, if conformance to this Recommendation is to be claimed.
The keywords "is recommended" indicate a requirement which is recommended but which is not absolutely required. Thus, this requirement need not be present to claim conformance.
The keywords "can optionally" indicate an optional requirement which is permissible, without implying any sense of being recommended. This term is not intended to imply that the vendor's implementation must provide the option, and the feature can be optionally enabled by the network operator/service provider. Rather, it means the vendor may optionally provide the feature and still claim conformance with this Recommendation.
1. [bookmark: _Toc150954643]Overview
With the large-scale deployment of IMT-2020 networks, many emerging services such as eMBB,  uRLLC and mIoT have put forward more differentiated demands for the quality of service (QoS). Network slicing enables the creation of customized networks to provide flexible solutions for different scenarios which have diverse requirements. Network slicing has become a key feature and enabler for IMT-2020 networks. It is known that IMT-2020 networks are composed of Access Network (AN), Transport Network (TN) and Core Network (CN). Currently, each subnet is independently managed by its own NMS/EMS, lacking cooperation and coordination with each other.  End-to-end (E2E) network slicing management, including the whole life-cycle management of network slice from creation, activation, modification, deletion, deactivation to termination, is a quite complicated process. How to efficiently provision E2E network slicing for customers is telecom operators’ pain spot and problem faced currently. At the same time, IMT-2020 networks are evolving towards intelligence and automation, and the demand for automation of E2E network slice provisioning is impending.
As the cross-doamin network slice for IMT-2020 network is composed of multiple different network slice subnets, which belong to different administrative domains. In 3GPP administrative domains such as AN and CN, NSSI is uniquely identified by S-NSSAI, but it is invisible to non-3GPP domain such as TN, the mapping relation between S-NSSAI (NSSI) and interworking identifier (e.g., VLAN ID, MPLS label, UDP port) is required so that the protocol data unit (PDU)  packets from the specified AN/CN NSSI can be correctly forwarded into the corresponding TN-NSSI. On the other hand,  3GPP domains (AN/CN) use 5QI to process packet priority, but TN uses different packet QoS fields depending on different tansport protocols (e.g., MPLS, SRv6). In order to obtain the consistent QoS forwarding behaviour for cross-domain network slice, the mapping relation between 5QI and packet QoS field is also required. Hence it is essential to have the coordination mechanism for slice management systems to set up E2E tunnel on network slicing user plane. The growing demand for network slice makes E2E network slice interworking become a cumbersome task. The coordination of the three network slice subnet management systems (AN, TN and CN) is quite necessary, including but not limited to:
· How to decompose network slice service profile among the three network slice subnets.
· How to configure network connection parameters between network slice subnets.
· How to management and maintain the mapping relations among Single-Network Slice Selection Assistance Information (S-NSSAI), network slice instance (NSI), network slice subnet instance (NSSI) and network slice interworking ID.
· How to realize network slice interworking between network slice subnets.
· How to realize QoS parameters mapping between network slice subnets.
· How to realize the lifecycle management of the interworking identifiers, including interworking ID allocation, update, deletion and recycling.
The traditional provisioning mode depending on individual network slice subnet management system is inefficient and prone to errors. It is essential to establish the mechanism to coordinate with multiple subnet management systems. 
1. [bookmark: _Toc150954644]Management framework for cross-domain network slices 
Management framework for cross-domain network slices is shown in Figure 7-1, which comprises of two parts: cross-domain network slices management plane and cross-domain network slices user plane.



Figure 1 Management framework for cross-domain network slices in IMT-2020 network and beyond.
Cross-domain network slices management plane is composed of the following network functional elements:
· Communication Service Management Function (CSMF).
· Network Slice Management Function (NSMF).
· Network Slice Subnet Management Function (NSSMF), including AN-NSSMF, TN-NSSMF and CN-NSSMF.
CSMF serves as network slice communication service management function, supporting customer-oriented services as well as network-oriented services. Customer-oriented services include network slice design, network slice directory management, network slice subscription, network slice capability openness, etc; while network-oriented services include network slice resources query, network slice lifecycle management service, network slice performance assurance service, etc.
NSMF is responsible for network slice management function, including network slice lifecycle management, performance management, fault management, network slice identification and resources management, etc. Among them, network slice lifecycle management is one of the most important management functions, involving network slice creation, activation, modification, deletion, de-activation, termination.
AN-NSSMF acts as network slice subnet management function of AN, including AN slice subnet lifecycle management, performance management, fault management and network resources management.
TN-NSSMF acts as network slice subnet management function of TN, including TN slice subnet lifecycle management, performance management, fault management and network resources management.
CN-NSSMF acts as network slice subnet management function of CN, including CN slice subnet lifecycle management, performance management, fault management and network resources management.
Cross-domain network slices user plane is composed of user terminal equipment, network device and network as follows:
· User equipment (UE), including various mobile terminals, IOT terminals, etc.
· Access network (AN), specifically for IMT-2020 network and beyond.
· Transport network (TN), specifically for IP bearer networks.
· Core network (CN), specifically for IMT-2020 network and beyond.
· Data network (DN), including, for example, internet access, 3th party network or customer network.

1. [bookmark: _Toc150954645]Management function for cross-domain network slices
7. [bookmark: _Toc145694246][bookmark: _Toc150954646]CSMF functionality
CSMF is mainly responsible for network slice subscription. Slice subscription information includes slice type, service profile such as service level agreement (SLA) requirememts, etc. Also, it queries the running status of network slicing, including slice performance and fault alarm.
To be updated.
7. [bookmark: _Toc145694247][bookmark: _Toc150954647]NSMF functionality
NSMF functionality includes the following aspects:
· Translate network slice service profile into the specific network parameters understandable to network device.
· Decompose network slice service profile into the three network slice subnet profiles and distribute them to AN-NSSMF, TN-NSSMF and CN-NSSMF.
· Collect E2E network topology information and network slice subnet connection information.
· Manage network resources utilization, including interconnect ports and interworking identifiers available.
· Implement E2E network slicing lifecycle management, including slice creation, activation, modification, deletion, deactivation and termination.
· Manage and maintain the mapping relationships between NSSI and interworking ID for the three network slice subnets, respectively.
· Manage and maintain the mapping relationships between 5G qulity identity (5QI) and QoS priority fields of PDU packets for the three network slice subnets, respectively.
· Distribute the mapping relationships between NSSI and interworking ID to AN-NSSMF, TN-NSSMF and CN-NSSMF, respectively.
· Distribute the mapping relationships between 5QI and QoS priority fields of PDU packets to AN-NSSMF, TN-NSSMF and CN-NSSMF, respectively.
· Manage the lifecycle of the used interworking identifiers, including interworking ID allocation, update, deletion and recycling.
· Plan as a whole network connection parameters for the three network slice subnets and distribute them to AN-NSSMF, TN-NSSMF and CN-NSSMF, respectively.
To be updated.
7. [bookmark: _Toc145694248][bookmark: _Toc150954648]NSSMF functionality
NSSMF functionality includes the following aspects:
· Accept network slice subnet profile from NSMF and configure the corresponding service level objective (SLO) parameters for AN/TN/CN-NSSI.
· Accept network connection parameters between two NSSIs from NSMF and configure subnetwork connection.
· Implement NSSI lifecycle management, including slice subnet creation, activation, modification, deletion, deactivation and termination.
· Manage and maintain the mapping relationship between NSSI (S-NSSAI) and interworking ID.
· Configure the mapping table between NSSI (S-NSSAI) and interworking ID for the specified NSSI related network devices.
· Configure the mapping table between 5QI and QoS priority fields of user packets for the specified NSSI (S-NSSAI)  related network devices.
To be updated.
1. [bookmark: _Toc150954649]Procedures for cross-domain network slices interworking
[Editor's Note] This clause specifies procedures for E2E network slice interworking.
TBD
[bookmark: _Toc150708467][bookmark: _Toc150712591][bookmark: _Toc150878107]
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	Scope (defines the intent or object of the Recommendation and the aspects covered, thereby indicating the limits of its applicability):
This draft Recommendation specifies framework for management of cross-domain network slices in IMT-2020 network and beyond to implement management and coordination of cross-domain network slices, including cross-domain network slices interworking. The scope of this Recommendation includes：
· Management framework for cross-domain network slices; 
· Management function for cross-domain network slices; 
· Procedures for cross-domain network slice interworking.

	Summary (provides a brief overview of the purpose and contents of the Recommendation, thus permitting readers to judge its usefulness for their work):
Network slice has become a key feature and enabler for IMT-2020 networks. It is known that IMT-2020 networks are composed of subnets as Access Network (AN), Transport Network (TN), Core Network (CN). Currently, each subnet is independently managed by its own NMS/EMS, lacking cooperation and coordination with each other. Provisioning of end-to end network slice is a quite complicated process. The growing demand for network slice makes end-to end network slice interworking  become a cumbersome task, and the traditional provisioning mode depending on individual network slice subnet management system is inefficient and prone to errors.

	It is essential to establish the mechanism to coordinate with multiple subnet management systems. At the same time, IMT-2020 networks are evolving towards intelligence and automation, and the demand for automatic provision of end-to-end network slice is impending.
This Draft Recommendation mainly specifies management framework for cross-domain network slices in IMT-2020 network and beyond. It aims to improve efficiency of end-to-end network slice interworking, and promote automation of end-to-end network slice provisioning through management in IMT-2020 network and beyond.

	Relations to ITU-T Recommendations or to other standards (approved or under development):

	1.  ITU-T M.3010: “Principles for a telecommunications management network”.
1.  ITU-T M.3400: “TMN management functions”
-This document refers to the architectures of M.3010 and TMN management functions of M.3400.
1.  ITU-T Y.3110: “Terms and definitions for IMT-2020”.
-This document cites definitions of  network slice and network slice instance in Y.3110.
1.  ITU-T Y.3110: “IMT-2020 network management and orchestration requirements”.
1.  ITU-T Y.3111:“IMT-2020  network management and orchestration framework”.
-This document refers to the high-level requirements for network slice lifecycle management and orchestration in Y.3110 and Y.3111.


	Liaisons with other study groups or with other standards bodies:

	ITU-T SG13, 3GPP SA5, ETSI.

	Supporting members that are committing to contributing actively to the work item:

	China Telecom, China Mobile, China Unicom, ZTE Corporation.
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Appendix I Gap analysis

	SDOs
	Title
	Analysis results

	ITU-T 
	Y.3110  IMT-2020  network management and orchestration requirements
	It describes high-level and functional requirements consisting of two levels: a) lifecycle management for all slices and b) instance management pertinent to each slice. Functional requirements of network slice instance management include configuration management, fault management, performance management, accounting management and security management. 
It does not specify management framework for cross-domain network slice interworking, nor coordination mechanism of network slice subnet management systems. Also, it does not involve management of TN NSSI part.

	ITU-T 
	Y.3111  IMT-2020  network management and orchestration framework
	It specifies the high-level architecture of IMT-2020 network management and orchestration, the slice life-cycle management and orchestration functional architecture, and an IMT-2020 network management and orchestration procedure and implementation scenarios.
It also does not specify end-to-end network slicing management framework or functional requirements for end-to-end network slice interworking, including slice interworking ID mapping, QoS parameters mapping, etc. Also, it does not involve management of TN NSSI part.

	ITU-T
	Y.3112 Framework for the support of network slicing in the IMT-2020 network
	It describes the concept of network slicing and use cases of when a single user equipment (UE) simultaneously attaches to multiple network slices in the IMT-2020 network, also specifies high-level requirements and framework for the support of network slicing in the IMT-2020 network.
It describes the  control and signalling framework (core network functions, including Network access control function (NACF)，Session management function (SMF)，Network function registry function (NFR)，Network slice selection function (NSSF)) when UE requests the specified network slices . It does not involve network slice management systems.

	ITU-T
	Y.3106  Architectural framework of end-to-end service level objective guarantee for future networks including IMT-2020
	It describes the architectural framework of end-to-end service level objective guarantee, including SLO guarantee mechanism and SLO oriented network slicing design and acceptance.
 It does not involve management framework for cross-domain network slices, especially  management  function related to end-to-end network slice interworking.

	ITU-T
	Y.3156 Framework of network slicing with AI-assisted analysis in IMT-2020 networks
	It describes the framework for the AI-assisted analysis of network slicing in IMT-2020 networks, including requirements of AI-assisted analysis and general functional roles of AI-assisted analysis.
It does not involve management framework for cross-domain network slices, especially  management  function related to end-to-end network slice interworking.

	3GPP

	TS28.530 V17.4.0  
Management and orchestration; Concepts, use cases and requirements 
(Release 17)
	This document specifies the concepts, use cases and requirements for management of network slicing in mobile networks. The 3GPP management system directly manages only the parts of the network that consist of network functions specified in 3GPP (e.g. 5G RAN, 5G CN and IMS).
It does not involve management of network slicing of the Transport Network (TN) part, nor the coordination mechinsam of network slice subnet management systems.

	3GPP

	TS28.531 V18.1.0  
[bookmark: OLE_LINK14]Management and orchestration; Provisioning;
(Release 18)
	This document specifies use cases, requirements, management services and procedures for provisioning of 5G networks, including: Management services for provisioning of networks and network slicing; Provisioning procedures of networks and network slicing.
It does not involve management of network slicing of the Transport Network (TN) part, nor the coordination mechinsam of network slice subnet management systems.

	3GPP

	TS23.501 V18.1.0  
System architecture for the 5G System (5GS);
Stage 2 (Release 18)
	This document defines the Stage2 system architecture for the 5G System. In section 5.15, multiple aspects of network slicing are specified, including: the identification of network slicing; the selection of the set of Network Slice instances for a UE; Network Slice-Specific Authentication and Authorization; Network Slice Admission Control; support of data rate limitation per Network Slice; the support of Network Slice usage control, etc.
It does not involve management framework for cross-domain network slices, especially  management  function related to end-to-end network slice interworking.
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