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Agenda
This breakout session is focused on the modelling of RAN intelligence functions.

Question: The relation between the RAN intelligence functions and legacy distributed SON functions? 
The breakout session was focused on discussing the way forward with respect to agreeing on the stages(1,2,3) to be captured, the usage with NRM modelling and clarity on access rules

Below are comments from the meeting:

Goal from the stage 1 and stage 2 should be
1. How can the access rules are to be defined

2. How to provision the classes that we model and agree upon eg: Identity, Role, AccessRules
E: 

· The document should capture

·  stage 2 does not apply to Netconf

· The stage 2 may not map 1-1 directly to the solution sets

· Have a high level stage 2

· Put security data under different tree and not place it under the NRM tree(subnetwork)

· Retain the access control rules concept
Tele:

· Need to capture the definition of access rules

Hua:

· How do we provision with the current info model defined in the contribution
Nokia:

· Info model is a graphical representation of classes

Conclusion: agreed to focus and conclude on the stage 1 and stage 2 revision in this meeting
Next steps:

· Deepanshu to give inputs related to missing information that needs to be added

· Mark to give information related to data node which is to be captured in access rule

· Clifton to send a revision
The contributions in the following table are dependent on the conclusion of the next steps.
	6.6.1 Access control for management service

	6.6.1.1 MSAC_WoP#1

	6.6.1.2 MSAC_WoP#2

	S5-237581
	Rel-18 InputToDraftCR 28.533 on concept of Entities, Information Model for Access control (Nokia UK) (Clifton Fernandes)

TEF: On the “The Access rule class…” I have a rewording proposal, can share it offline

TEF: IN 5.4.1, the first two rows need to be swapped.

TEF: All the sequence diagrams at the end also need update to be consistent.

H: All the changes on stage 2 which are agreed earlier are not correctly reflected here…

N: We should also look at stage 3. So whatever we do in stage 2 needs to be reflectable enough in stage 3.

E: A lot of these change are driven by earlier E comments and we will send some more offline. We need to be more specific, be more clear on what information needs access control.

E: Often we speak about component C, this needs to be more specific.

S: In line with what H said. How come the IOC related stage 2 cannot be handled by Netconf-Yang now?

Offline

· 8109
	draftCRr, TS/TR 28.533 v17.4.0, Rel-18, Cat. B



	6.6.1.3 MSAC_WoP#3

	S5-237582
	Rel-18 InputToDraftCR 28.533 on REST and OpenAPI based solution set for Access control (Nokia UK) (Clifton Fernandes)

H: Similar comments as for 581.

E: We are not trying to make a concrete mapping to stage 3, we need to do it SS specific. These should be informative examples.

H: I am confused by what will be normative output from this work item, if all stage 3 should be informative?

N: There could be some changes that are normative.

S: Stage 3 cannot influence stage 2, it should be the other way around.

E: The goal here is what should need access control, and then to choose a solution for it. So we don’t need a typical stage 2 here. Maybe better to define some requirements.
	draftCRr, TS/TR 28.533 v17.4.0, Rel-18, Cat. B



	S5-237583
	Rel-18 InputToDraftCR 28.533 on Netconf solution set for Access control (Nokia UK) (Clifton Fernandes)
	draftCRr, TS/TR 28.533 v17.4.0, Rel-18, Cat. B



	S5-237666
	Rel-18 InputToDraftCR TS 28.533 Update the description of role based access control (Huawei) (Xian Zhao)
	draftCRr, TS/TR 28.533 v17.4.0, Rel-18, Cat. B



	S5-237667
	Rel-18 InputToDraftCR TS 28.533 Correct the description of attribute identityType and identityName (Huawei) (Xian Zhao)
	draftCRr, TS/TR 28.533 v17.4.0, Rel-18, Cat. B
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