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3	Rationale
Evaluations, conclusions, and recommendations for the study.
4	Detailed proposal
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5.1.6	Evaluation
Solution #1.1 solve key issues #1a, #1b, and #1c.
-	Solution #1.1: introduces a new trigger, that will hold the charging data request until there is traffic.
Solution #1.8, #1.9, #1.18 all solves key issue #1d.
· Solution #1.8: requires CTF to control the size of charging information per ChargingDataRequest based on the maxChargingData specified in the ChargingDataResponse. It is an optional attribute in ChargingDataResponse, up to CHF. 
· Solution #1.9: requires CTF to keep monitoring the size of charging information based on the maxChargingData specified in the Trigger. 
· Solution #1.18: introduce a new attribute in PDUContainerInformation or QFIContainerInformation that can uniquely identify itself. It limits the amount of data sent by allowing the CTF to reference between containers so that information doesn’t have to be repeated.
Solution #1.2 solve key issue #1e.
-	Solution #1.2: requires all used units reported for a rating group, both online and offline, to be delivered in the same request.
Solutions #1.15 and #1.19 solve key issues #1f and #1g.
-	Solution #1.15: introduces new triggers and information elements for the SMF, that will trigger and report based on payload counts.
-	Solution #1.19: introduces new triggers and information elements for the NEF, that will trigger and report based on number of API invocations or notifications.
Solutions #1.11, #1.12, #1.13, #1.16 and, #1.17, and #1.20 all solve key issue #1h and #1i.
-	Solution #1.11: All the information in the Open API can be stored. All levels of the CDR structure should be changed. CHF should deal with the undefined CDR structure parameters.
-	Solution #1.12: All the information in the Open API can be stored. Enhance the sequence number for multiple attributes. CHF should deal with the undefined CDR structure parameter.
-	Solution #1.13: All the information in the Open API can be stored. The main level of the CDR structure should be changed. CHF should deal with the undefined CDR structure parameter. 
-	Solution #1.16: CHF can generate the CDRs based on the supported feature negotiation. Unsupported information in the Open API will not be stored in the CDRs.
-	Solution #1.17: Depending on the operator’s selection.
-	Solution #1. 2018: Reuse the existing with a reserved range to store undefined value.
Solutions #1.3 and #1.14 solve key issue #1j.
-	Solution #1.3: requires that the NF (CTF) provides and ensure the level of accuracy required by the CHF e.g., when a location change is reported, NF(CTF) could indicate the changed location information.
-	Solution #1.14: requires the CHF determine if the accuracy meets current requirements based on the reported accuracy level and Location change received time.
Editor’s note: The meaning of accuracy should be clarified.
Solutions #1.10, #1.21, and #1.22 all solve key issue #1k.
-	Solution #1.10: requires that the UPF and SMF enhancement to support the mean bitrate aggregation and reporting.
-	Solution #1.2021: reuses the existing mechanism from TS 32.251 [x] Quota-Consumption-Time to support tiered mean bitrate charging.
-	Solution #1.22: reuses existing mechanisms to support mean bitrate charging.
Solutions #1.4, #1.5, #1.6, and #1.7 all solve key issue #1l.
-	Solution #1.4: NF (CTF) stops service delivery if no response is received before all the quotas (between the threshold and the granted quota) have been used and discards used units in the case of termination is received.
-	Solution #1.5: NF (CTF) terminates the service if no response is received before all the quotas (between the threshold and the granted quota) have been used and reports the used units in a termination request. This means that it will in some cases terminate the service even though there are funds on the account.
-	Solution #1.6: NF (CTF) stops or continues service delivery if no response is received all the quotas (between the threshold and the granted quota) have been used depending on CHF indication and reports used units in the next request. This requires new functionality in both CHF and NF (CTF).
-	Solution #1.7: NF (CTF) stops service delivery and waits for response when all the quotas (between the threshold and the granted quota) have been used and reports used units in the next request. This is possible even if it is not specified.
Editor’s note: Further evaluation is FFS.
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5.1.7	Conclusions
For key issues #1a, #1b, and #1c, solution #1.1 is recommended into normative work based on requirement.
For key issue #1d, solution #1.8 is recommended into normative work, controlling the charging information size by specifying the data limit in ChargingDataResponse.
For key issues #1e, solution #1.2 doesn’t require any new normative work.
For key issues #1f, and #1g, solutions #1.15, covering PDU sessions, and #1.19, covering exposure, could be introduced in the specification dependent on requirements.
For key issue #1h and #1i, solutions #1.20 17 and #1.17 20 is are recommended into normative work, using vendor specific and athe reserved range to store undefined value.
For key issue #1j, solution #1.3, which requires CTF to ensure the accuracy of location, is recommended into normative work.
For key issue #1k, solution #1.21is 22 with possible extension of #1.21 is recommended into normative work depending on requirements. tiered charging could be supported by adopting the Quota-Consumption-Time mechanism. 
For key issue #1l, the solution #1.7 is selected for the normative work.
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[bookmark: _Toc136329475]5.2.7	Conclusions
For key issues #2a and #2b, solution #2.1 is recommended into normative work since this has the most flexibility.
For key issue #2b and #2c, solution #2.3 is recommended to be combined with the solutions for the AMF charging profile.
Editor’s note: Conclusions are FFS.
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5.3.6	Evaluation
Solution #3.1, #3.2, #3.3, #3.4, and #3.5 all solve key issues #3a, #3b, and #3c.
-	Solution #3.1: the new service id list holds the used service ids which can provide the service level information (e.g. video, email, file transfer, VoIP) which will make it easier for the CHF to allocate quota for the rating group. It reuses the current mechanism for MultipleUnitUsage, and is backwards compatible. It may cause confusion as to if this is the service id for the requested units or the reported used units.
-	Solution #3.2: the new service id list holds the used service ids which can provide the service level information (e.g. video, email, file transfer, VoIP) and is part of the requested units which will make it easier for the CHF to allocate quota for the rating group and is backwards compatible. It is also possible to connect the service id to the QoS.
· Solution #3.3: the new QoS information which can provide the service quality and service experience requirement information (e.g. the authorized bandwidth, latency) holds the currently applied QoS for the rating group and is part of the requested units which will make it easier for the CHF to allocate quota for different service quality requirement of the same rating group.
PCC rules include the static and dynamic PCC rules. For dynamic PCC rules, service Ids and QBCs are dynamically determined.
· Solution #3.4: the new additional information holds both the QoS information and service ids the currently applied for the rating group and is part of the requested units which will make it easier for the CHF to allocate quota for the rating group.
Editor’s note: Further evaluation is FFS.
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[bookmark: _Toc136329490]5.3.7	Conclusions
For key issues #3a, #3b and #3c, solution #3.2 is recommended into normative work, which can on a case by case be extended to also cover solution #3.4 if the service id solution is deemed insufficient.
Editor’s note: Conclusions are FFS.
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[bookmark: _Toc136329501]5.4.6	Evaluation
Solutions #4.1, #4.2 and #4.3 solve key issue #4a.
-	Solution #4.1: 
-	requires an extension to current service operation with a specific service operation (i.e.i.e., Nchf_ConvergedCharging_Cancel) and uses the current Event type and chargingDataRef. 
-	The allocation of ChargingDataRef should be unique to void duplication, otherwise, it may cause an error. 
-	The ChargingDataRef can notcannot be recycled for until a cancel is no longer allowed for a charging session or event.
-	Solution #4.2: 
-	reuses the current event with specific information to determine refund, making the refund implicitly defined. 
-	uUsing a Nchf_ConvergedCharging Release service operation for events to support carry the previous refundInformation in the case of a cancel, in essence making the event into a sessiosession. 
[bookmark: _Hlk142483124]-	The negotiation is completed based on the charging data response, if the refundinformation is included in the Charging Data Response, the CHF support the event cancelling..cancelling. 
-	Solution #4.3: 
-	requires an extension to current service operation with a specific service operation (i.e.i.e., Nchf_ConvergedCharging_Cancel).  
-	Requires an extentsionextension to current event type with a specific event type (i.e.i.e., Cancel) 
-	. uses Uses the current chargingDataRef in a new attribute, charging id or both, the use of both makes it easier to find the Charging Data Request that is to be cancelled.
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[bookmark: _Toc119935511][bookmark: _Toc112317717][bookmark: _Toc136329516]5.5.6	Evaluation
Solution #5.1and #5.5 all solve key issue #5d.
Solution #5.1:
-	Keep alignment with the Figure 5.3.2.3.2: SCUR - Session based charging with Decentralized and Centralized Unit Determination, Centralized Rating, immediate start of service delivery (non-blocking mode) specified in TS 32.290 [12], before sent the charging data request, the service delivery starts.
-	A new indication is added in the charging data request.
[bookmark: _Hlk142483222]- 	CHF may instruct to stop the service delivery based on the non-blocking mode awareness, not only for the disable/enable the non-blocking mode.
Solution #5.5:
-	The start of the service delivery does not need to wait the Charging Data Response from CHF. Keep alignment with the common service flow about non-blocking specified in the TS 32.290 [12]. Needs to be combined with solution #5.1.
-	new indication should be added in the charging data request.
- 	CHF may instruct to stop the service delivery based on the non-blocking mode awareness, not only for the disable/enable the non-blocking mode.
[bookmark: _Hlk142483252]Solution #5.2, #5.3, #5.4 and #5.6 all solve key issue #5a, #5b and #5c.
[bookmark: _Hlk142483331]-	Solution #5.2: 
-	Aallows the CHF to directly control the non-blocking mode, by introducing an attribute. This means that both PCF and CHF will control the non-blocking mode. 
-	The change of non-blocking mode can be per service data flow or per RG. 
-	The Validity Period of non-blocking mode change from CHF is per PDU session. When the new PDU session is established, the non-blocking mode will reuse the PCC rule from PCF which is not able to know the change from the CHF.
-	Solution #5.3: 
-	Aallows the CHF to indirectly control the non-blocking mode, by using the current policy counters. This means that only PCF will control the non-blocking mode, with input from CHF. 
-	The change of non-blocking mode can be per service data flow or per RG. 
-	The PCF can be able to know the change of non-blocking mode from the CHF dynamically. 
-	Solution #5.4 :
-	The the granularity of the control of non-blocking mode is per UE, not for special service data flow or per RG. 
-	The new type of Nchf_ SpendlingLimitControl service for spending limit should be supported. 
-	tThe controlling on the Non-blockingnon-blocking mode need to add the new value of currentStatus to present that the non-blocking mode is the changing value (disable or enable) which is not beis not specified in the standard. 
-	Solution #5.6:
 -	reuses the current mechanism and by that the start of the service delivery does not need to wait the Charging Data Response from CHF. Keep alignment with the common service flow about non-blocking specified in the TS 32.290 [12]. 
-	nNo impact on the charging data request. 
[bookmark: _Hlk142483355]-	tAhe new policy counter for spending limit is may be connected to one or more Rating Groups in the CHF  which cannot be supported in the existing Nchf_SpendingLimitControl Service and cannotto support the control of non-blocking mode per service data flow or per RG. If 
-	the new type of Nchf_ SpendlingLimitControl service for spending limit should be supported.
-	the controlling of  on the Non-blockingnon-blocking mode from CHF is required need to add the newa specific value of currentStatus to present that the non-blocking mode is the changing (disable or enable)required. The currentStatus values is currently  which is not be specified in the standard. 
-	The CHF cannot be aware of the current non-blocking mode information from PCF, CHF provides the notification about the policy counter status for the PCF, but how the PCF synchronize the policy counter status of non-blocking mode if changed by the policy control is unclearwhich controls the non-blocking policy.
Solution #5.1and #5.5 both solve key issue #5d.
-	Solution #5.1: keeps alignment with the Figure 5.3.2.3.2: SCUR - Session based charging with Decentralized and Centralized Unit Determination, Centralized Rating, immediate start of service delivery (non-blocking mode) specified in TS 32.290 [12], before sent the charging data request, the service delivery starts. A new indication is added in the charging data request. CHF may instruct to stop the service delivery based on the non-blocking mode awareness, not only for the disable/enable the non-blocking mode.
-	Solution #5.5: the start of the service delivery does not need to wait the Charging Data Response from CHF. Keep alignment with the common service flow about non-blocking specified in the TS 32.290 [12]. Needs to be combined with solution #5.1. New indication should be added in the charging data request. CHF may instruct to stop the service delivery based on the non-blocking mode awareness, not only for the disable/enable the non-blocking mode.

	Eighth change



5.5.7	Conclusions
For key issues #5a, #5b and #5c, solution #5.6 with possible extension of #5.1 solution could be taken into normative work based requirements.
For key issue #5d, solution #5.6 doesn’t require any support, and solution #5.4 is outside the current scope of SA5.
Editor’s note: Further conclusions is FFS.
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[bookmark: _Toc136329535]6.5	Evaluation
Solution #6.1, #6.2, and #6.3, and #6.7, and #6.8 all solve the key issue #6a:
-	Solution #6.1: adds the binding of the information to the stage 2 specifications and removing it from TS 32.291.
-	Solution #6.2: adds the binding of the CDR information to the TS 32.298.
-	Solution #6.3: adds the binding of the CDR information to the TS 32.298 and keeping it in TS 32.291, like solution #6.2.
-	Solution #6.7: requires enhancement to TS 32.291, by providing the binding between information elements, and both CDR parameters in ASN.1 and Nchf attributes in OpenAPI and removing the use of CDR field.
-	Solution #6.8: introduce a new TS to present the binding of information elements to any other parameter, attribute or field.
Solution #6.4 and #6.9 solves the key issue #6b:
-	Solution #6.4: introduces a new TS for the CHF CDR information.
-	Solution #6.9 requires enhancement to TS 32.298, by providing sub-clauses for each 5G service level CDR information under the clause of CHF CDRs.
Solution #6.5, and #6.6, and #6.x solve the key issue #6c:
-	Solution #6.5: propose the complete the common IE which specified in the TS 32.290 is applied in all service specifications. This will allow to clearly describe which IE is used or not used, as well as which IE is added for the special service. Requires that all service TSs must be updated if there is a change to any IEs in TS 32.290 
-	Solution #6.6: only top-level the common IE, specified in the TS 32.290, is repeated in all service specifications. This requires rules for which IEs to add or not and it cannot clearly describe which IE is used or not used, as well as which IE is added for the special service. Requires that all service TSs must updated only if there is a change on the only top-level IEs TS 32.290 is updated. 
-	Solution #6.x: propose the only the applicable common IE which specified in the TS 32.290 are shown in the service specifications. This will allow to clearly describe which IE is used or not used, as well as which IE is added for the special service. Requires that all service TSs must be updated if there is a change to any IEs in TS 32.290 
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[bookmark: _Toc136329536]6.6	Conclusion
For key issue #6a, solution #6.3 is recommended into normative work, it has the least impact while still showing the mapping to ASN.1.
For key issue #6b, solution #6.4 is recommended into normative work, if there is a requirement to do a major change in the ASN.1 for other reasons then solution #6.9 should be considered.
For key issue #6c, solution#6.x is recommended for normative work, with the clarification in TS 32.290 [12] "only common IEs which are applicable to the service middle tier TSs are present in the definition of Charging Data Request message contents of the middle tier TSs. Common IEs not present in this definition imply they are not applicable to the middle tier TS."  

Editor’s note: Conclusions is FFS.
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[bookmark: _Toc136329537]7	Conclusions and recommendations
To be defined.At this time it is not recommended to introduce any of the conclusions outside the requirement from charging for a specific service i.e., the conclusions should only be used when action taken for other reason. The conclusions may be re-evaluated based on the specific service requirements.
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