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Title:	Enhanced exposure of networkOAM for service management servicesand exposure to verticalexternal consumers
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Unique identifier:	
Potential target Release:	Rel-19
1	Impacts
{For Normative work, identify the anticipated impacts. For a Study, identify the scope of the study}
	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	
	x
	x
	

	No
	
	
	
	
	

	Don't know
	
	
	
	
	



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …

	X
	Study 

	
	Normative – Stage 1

	
	Normative – Stage 2

	
	Normative – Stage 3

	
	Normative – Other*



2.2	Parent Work Item
For a brand-new topic, use “N/A” in the table below. Otherwise indicate the parent Work Item.
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	N/A
	N/A
	N/A
	N/A



2.3	Other related Work Items and dependencies

	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	MSAC 
	Access control for management service

	relevant access control mechanism

	NSCE
	Network Slicing Capability Exposure
	related study, questions remain unresolved

	NSOEU
	Network & Service Operations for Energy Utilities
	related study, questions remain unresolved

	IDM
	Intent
	Intent dependencies on exposure depend on this work



Dependency on non-3GPP (draft) specification:
None
ITU-T recommendation Y.3108 ‘Capability exposure function in IMT-2020 networks’.

3	Justification
WoP#1:
The need for exposure of SA5 management services to external consumers (outside of 3GPP)/verticals has been a topic of discussion under different but related work items in SA5 Rel-18, e.g., MSAC, NSCE and NSOEU. In particular, the MSAC work focuses on how to perform access control rights on management services. The NSCE work focused on analyzing how to support the exposure of network slicing capabilities to internal and external 3GPP consumers. The major outcomes of this study are documented in TR 28.824, and the recommendations from clause 8.2 and 8.3 will be used as the baseline for the work done in this study. Finally, the NSOEU work documented the SA5 exposure requirements for the energy utility verticals and the normative work from this study are documented in TS 28.318. All the work done so far in Rel-18 is related to exposure focusing on specific aspects, i.e., access control and specific consumers (i.e., network slicing capability exposure consumer and energy utility vertical) without emphasis on a generic approach to exposure in SA5. Specifically, we currently don’t have procedures and concrete solutions on how management services can register with an exposure capability, how external consumers can discover and utilize thesethe various capabilities offered by the SA5 management services, and how an external consumer can translate external knowledge (cell identifies, cell locations) to identifies necessary to interact with a 3GPP management system..  

Henceforth, tThis study itemwork package will look at the outcomes of the work carried out from these Rel-18 topics and will focus on coming up with a generic approach for exposure of SA5 management services to external consumers irrespective of the vertical industry.

WoP#2:
ServiceProfile <<datatype>> in 28.541 allows specifying requirements associated to a communication service. What is a communication service? From SA2 viewpoint, a communication service represents a collection of one or more PDU sessions. These PDU sessions represent connectivity services that provide exchanges of PDUs between a device and a data network identified by a DNN (Data Network Name). It is up to the CSP to decide whether the communication service is to be delivered using network slicing or not (e.g. via DNN provisioning), subjected to NOP capabilities. So, if we agree with these assumptions, one can easily note that ServiceProfile in 28.541 is not necessarily tied to network slicing. However, the 3GPP SA5 specs only supports the possibility of fulfilling communication service requirements with network slicing, since ServiceProfile datatype and NetworkSlice IOC constructions are intrinsically part of the network slice NRM fragment. There is no means for 3GPP management system to fulfil ServiceProfile requirements with other means (e.g. via DNN provisioning), since SA5 doesn’t have such a construction modelled in the NRM for such a purpose.

WoP#3:
There is a tendency in operator industry to go for network sharing scenarios, especially in the access network segments. Operators may offload the ownership and management of access infrastructures on 3rd parties (TowerCos, neutral hosts), seeking for CAPEX savings. Implementing e2e slicing in these scenarios can be challenging from OAM viewpoint, with one RAN-only network slice (provided and managed by the Principal Operator) connected to different CN slices (provided and managed by individual Participating Operators). How different operators can connect their e2e slicing management functionality to the access network slice manager, so that they can individually manage the network slices from e2e viewpoint? This requires further elaboration on “as-a-service” models targeting Network Slice Subnet (NSS) and Network Slice (NS). Some discussion was held in Rel-17 and reported in TR 28.811; however, the conclusions are far from crystal clear.

4	Objective
The objective of this study will be:

WoP#1 Exposure of management services to external consumers

· Identify generic requirements for exposure of SA5 management services to external consumers, irrespective of the vertical industry.
· Provide Identify 1) potential mechanisms to discover management service producers and their respective capabilities while leveraging as much as possible the existing solutions and extending where necessary. Compare how existing solutions (e.g., CAPIF, EGMF, MnS Registry and/or MSAC) could be leveraged.
· Provide  2) procedures for exposure of management services based on CAPIF, EGMF, MnS registry Registry, MSAC or a combination thereof.
· ProvideIdentify potential requirements that would be provided to the access control (MSAC) work item.	Comment by Scott: Answer to J-M, what happens to this in Rel-19?
· Study whether and how SA5 defined exposure mechanisms fit within the GSMA Open Gateway framework. This framework includes OPG, CAMARA and TM Forum, as declared at https://www.gsma.com/futurenetworks/wp-content/uploads/2023/05/The-Ecosystem-for-Open-Gateway-NaaS-API-development.pdf .
· Provide potential requirements to SA6 regarding CAPIF.
· Support exposure requirements identified as part of the intent work.
· Using intent driven management to support management exposure to vertical customer , i.e., Identify mechanisms to translate vertical service level requirements into MnS capabilities and NRM objects. 	Comment by Scott: Taken word-for-word from Rel-19 Intent driven management services for mobile networks SID. It should be removed from there (all Exposure topics should be in this SID).
WoP#2 Service management
· Study the definition of a new service management information model (focused on service requirements, and in scope of CSP), separated from the NRM fragment (focused on network constructions, and in scope of NOP). This new model would give the NOP the flexibility to decide which solution (e.g., with either network slicing, or DNN provisioning, or SNPN, …) is most appropriate to fulfil the requirements of a given communication service.
· Study modelling solutions that provide alternative means to fulfil service requirements (ServiceProfile) other than via network slicing. Examples of these means include DNN provisioning.
· Assess which, if any, of the studied solutions is the most viable candidate for practical implementation, including backward compatibility.
· Study whether and how the requirements of communication services can be captured with <<ServiceProfile>> (datatype)

WoP#3 Exposing network slicing capabilities in network sharing scenarios:
· identify network slicing management aspects in network sharing scenarios beyond RAN sharing (e.g., TowerCos, FiberCos)
· study the impact of these aspects in the provisioning (28.531) and the models (slice NRM fragment and potentially newly defined service management layer). For this work, NSaaS and NSSaaS description reported 28.811 will be considered into account.
5	Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	TR
	28.XXX
	Study on management service exposure and transaction management on OAM for service management and exposure to external consumers
	SA#105 (Sept ’24)
	SA#106 (Dec ’24)
	




	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	
	
	
	



6	Work item Rapporteur(s)
{Mandatory: <FamilyName>, <GivenName>, <Company>, <email address>}
{Optional: <FamilyName>, <GivenName>, <Company>, <email address>: Secondary task(s)}

7	Work item leadership
SA5
8	Aspects that involve other WGs
Identified Modifications modifications to CAPIF will require coordination with SA6, but would not be pursued unless a subsequent WI is approved.

9	Supporting Individual Members

	Supporting IM name

	Nokia

	

	

	

	

	





