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[bookmark: _Toc138323812][bookmark: _Toc138338484][bookmark: _Toc139015483]4.1.3	Types of interface for the exposure of network slice
[bookmark: _Toc138338485][bookmark: _Toc139015484]4.1.3.1	Introduction
Different types of interfaces may be used during the whole lifecycle of network slice, including ordering, provisioning, operation phases. These interfaces can be categorized as:
- Inter-organization interfaces (represented East-West):
- Between the organizational entity playing the Network Slice Customer (NSC) role, named Company V here, and the organizational entity playing the Network Slice Provider (NSP) role, named Company A here:
- Interface Type-A to:
- create a product (network slice) order,
- retrieve information concerning a product (network slice) order,
- update a product (network slice) order,
- delete a product (network slice) order;
Candidate APIs for Interface Type-A include, but are not limited to, TMF API 622 (Product ordering).
Interface Type-A is not in the scope of 3GPP.
- Between the organizational entity playing the Network Slice Provider (NSP) role, named Company A here, and the two organizational entities playing the Communication Service Provider (CSP) role, acting as 'partners' and named Company X and Company Y respectively here
- Interface Type-X to:
- create a product order,
- retrieve information concerning a product order,
- update a product order,
- delete a product order;
Candidate APIs for Interface Type-X include, but are not limited to, TMF API 622 (Product ordering).
Interface Type-X is not in the scope of 3GPP.
- Intra-organization interfaces (represented North-South), internal to the organizational entity playing the Network Slice Provider (NSP) role:
- Between its BSS and its OSS/SML
- Interface Type-1 to:
- create a service order,
- retrieve information concerning a service order,
- update a service order,
- delete a service order;
Candidate APIs for Interface Type-1 include, but are not limited to, TMF API 641 (Service ordering).
Interface Type-1 is not in the scope of 3GPP.
- Between its OSS/SML and its OSS/NML
- Interface Type-2 to:
- create a network slice / network slice subnet,
- retrieve information concerning a network slice / network slice subnet,
- update a network slice / network slice subnet,
- delete a network slice / network slice subnet,
- collect PM and FM data concerning a network slice / network slice subnet;
Candidate APIs for Interface Type-2 include, TS 28.531 [5], TS 28.532 [15], TS 28.545 [23], TS 28.550 [24].
Interface Type-2 is in the scope of 3GPP/SA5.
The following clauses describe a non-exhaustive set of use cases.
In case of additional use cases, new types of interfaces may be needed.

	3rd change


[bookmark: _Toc138323834][bookmark: _Toc138338523][bookmark: _Toc139015523]5.4.2	Potential issues and gaps
[bookmark: _Toc138338524][bookmark: _Toc139015524]5.4.2.1	Issues
In both sub-use case 1 and sub-use case 2, the characteristics of the network slice ordered by the NSC to the NSP are exposed by the NSP to the NSC at product-level, i.e. as specified by the product specification in the NSP catalogue. The product specification provides the characteristics of the product being offered by the NSP at business level and is not subject to standardization. These characteristics are generally more abstract than attributes defined in the 3GPP 5G NRM (cf. TS 28.541) and performance measurements defined in TS 28.552 [25x].
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[bookmark: _Toc138323863][bookmark: _Toc138338558][bookmark: _Toc139015559]8.1	Reference Architecture for network slice ordering, provisioning and assurance
[bookmark: _Toc138323864][bookmark: _Toc138338559][bookmark: _Toc139015560]8.1.1	Conclusion
From the use case specific architectures depicted in:
# Clause 4.1.1.4.2 (Exposure scenarios)
# Clause 4.1.3.2 (Use case No.1: simple case)
# Clause 4.1.3.3 (Use case No.2: partners involved)
# Clause 5.5 (Exposure of network slice as a product)
- 5.5.1.1 (Sub-use case 1: NSP and NOP played by the same organization)
- 5.5.1.2 (Sub-use case 2: NOP role played simultaneously by different organizations)
# Clause 5.6 (Exposure of network slice as a service)
- 5.6.1.1 (Sub-use case 1: NSP and NOP play by the same organization)
- 5.6.1.2 (Sub-use case 2: NOP role played simultaneously by different organizations),
it is possible to derive a reference architecture valid for all use cases, by merging the use case specific architectures.
[image: ]
Figure 8.1.1-1: Reference architecture for network slice ordering, provisioning and assurance
The interfaces present in this reference architecture are:
- Inter-organization interfaces (represented East-West):
- Between the Customer and the Service Provider:
- Interface ITF-1 to:
- create a product (e.g. network slice) order,
- retrieve information concerning a product (e.g. network slice) order,
- update a product (e.g. network slice) order,
- delete a product (e.g. network slice) order;
Candidate APIs for Interface ITF-1 include, but are not limited to, TMF API 622 (Product ordering), in which case entities managed via this interface include ProductOrder, ProductOrderItem, etc. defined in TMF 622 [2].- Interface ITF-2 to:
- 	enable the Service Provider to expose, from its Service Management Layer, network slice management capabilities to the Customer;
-	Candidate APIs for Interface ITF-2 include TS 28.531 [5a], TS 28.532 [15b], TS 28.545 [23c], TS 28.550 [24d].
-	Entities managed via the Interface ITF-2 include NetworkSlice (cf. TS 28.541 [9]).
-	At the Service Provider's side of Interface ITF-2, the Exposure Governance Management Function (EGMF) governs the network slice management capabilities exposure.
- Between the Service Provider and its Partner(s):
- Interface ITF-5 to:
- create a product order,
- retrieve information concerning a product order,
- update a product order,
- delete a product order;
Candidate APIs for Interface ITF-5 include, but are not limited to, TMF API 622 (Product ordering), in which case entities managed via this interface include ProductOrder, ProductOrderItem, etc. defined in TMF 622 [2].
- Interface ITF-6 to:
- enable the Partner to expose, from its Service Management Layer, network slice management capabilities to the Service Provider;
Candidate APIs for Interface ITF-6 include TS 28.531 [5a], TS 28.532 [15b], TS 28.545 [23c], TS 28.550 [24d].
Entities managed via the Interface ITF-6 include NetworkSlice (cf. TS 28.541 [9]).
At the Service Provider's side of Interface ITF-6, the Exposure Governance Management Function (EGMF) governs the network slice management capabilities exposure.
- Intra-organization interfaces (represented North-South), internal to the Service Provider:
- Between its BSS and its OSS/SML
- Interface ITF-3 to:
- create a service order,
- retrieve information concerning a service order,
- update a service order,
- delete a service order;
Candidate APIs for Interface ITF-3 include, but are not limited to, TMF API 641 (Service ordering), in which case entities managed via this interface include ServiceOrder, ServiceOrderItem, etc. defined in TMF 641 [3].
- Between its OSS/SML and its OSS/NML
- Interface ITF-4 to:
- create a network slice / network slice subnet,
- retrieve information concerning a network slice / network slice subnet,
- update a network slice / network slice subnet,
- delete a network slice / network slice subnet,
- collect PM and FM data concerning a network slice / network slice subnet.
Candidate APIs for Interface ITF-4 include, TS 28.531 [5a], TS 28.532 [15b], TS 28.545 [23c], TS 28.550 [24d].
Entities managed via the Interface ITF-4 include NetworkSlice, NetworkSliceSubnet, etc. (cf. TS 28.541 [9]).
NOTE:	In order not to create confusion, especially for external readers, it has been proposed in Figure 8.1.1-1 to rename interfaces, since interfaces Type-A and Type-B, used elsewhere in the present document, could be mixed up with MnS Component Type-A, Type B, Type C, defined in TS 28.533; similarly, interfaces Type-1 and Type-2, used elsewhere in the present document, could be mixed up with interfaces type 1, 2, etc. defined in TS 32.101 [26e].
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[bookmark: _Toc138323868][bookmark: _Toc138338563][bookmark: _Toc139015564]8.2.2	Recommendation
It is recommended that the alternative 2 depicted in clause 7.9.2 as baseline for the normative work. This work includes:
-	Specify normative requirements on management capability exposure;
-	Gap analysis, by comparing specified requirements against the features provided by the alternative 2. In case there are gaps, SA5 will conduct the following activity plan: 
-	Document identified gaps, and recommended actions to bridge them.
-	Gaps + recommendations to be addressed on TS 23.222 [14aa] accordingly, enhancing CAPIF as needed. 
-	-Define procedures enabling different external consumers to access management services via CAPIF.
	[bookmark: _Toc462827461][bookmark: _Toc458429818]End of changes
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