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1	Decision/action requested
Approval
2	References
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3	Rationale
In case the relationship between MNO A and a discovery service entity (especially for the discovery system) ends, which implies the discovery service entity is no longer trusted, how MNO A deregisters its exposed MnS to the discovery service entity is unclear in clause 5.3.1 of TR 28.824 [1]. It is proposed to make update for this aspect.

4	Detailed proposal
This contribution proposes to make the following changes in [1].
	1st change



[bookmark: _Toc133429663]5.3	exposed MnS discovery service
[bookmark: _Toc133429664]5.3.1	Description
An exposed MnS should be allowed to register to a trusted discovery service entity (e.g. a discovery MnS producer or an authorized supported discovery system) such that interested authorized consumers (within or external to the operator) are able to discover it. This implies that the exposed MnS is only exposed to a discovery service entity where a pre-existing contract allows for such an exposure. 
A use case of exposed MnS discovery service is described as follows:
1. MNO A provides exposed MnSs from 3GPP management system for external customers and these exposed MnSs go through BSS/OSS for exposure.
2. In order to provide such discovery service to external customer, MNO A registers its exposed MnS to a trusted discovery service entity. MNO A configures the exposed MnS with the discovery entity’s address and the exposed MnS is registered at the discovery service entity with the appropriate level of exposure.
3. MNO A performs changes in its management system that impacts the information exposed by the exposed MnS. The changed information is automatically updated in the discovery service entity.
[bookmark: _Hlk134263021]4. In case the relationship between MNO A and a discovery service entity (especially for the discovery system) ends, which implies the discovery service entity is no longer trusted, MNO A deregisters its exposed MnS to the discovery service entity. MNO A removes the configuration of the discovery entity’s address for exposed MnS and the exposed MnS is deregistered at the discovery service entity before the trusted discovery service entity becomes a no longer trusted entity.the exposed MnS automatically requests deletion of its registration at the discovery service entity.
Editor’s Note: How the “is no longer trusted” would be handled by the authentication and authorization and system is FFS, since it is not clear how a non-trust party can be trusted to delete a registration entry.
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