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1	Decision/action requested
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3	Rationale
The document endorsed in [1] summarizes the NaaS ecosystem in clause 3.1. This ecosystem has evolved since them, propelled by the definition of GSMA Open Gateway initiative [2]. This initiative is leading the definition and coordination of NaaS framework, identifying key features, involved organizations and demarcation points among them. This framework is summarized in the figure below. 
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In normative phase, SA5 should align the work on management capability exposure with the work done in this NaaS ecosystem, to avoid industry misalignment and NaaS ending up with a fragmented ecosystem.
4	Detailed proposal
This contribution proposes to add a new section with conclusions and recommendations for normative work on management capability exposure. These conclusions and recommendations note the need for SA5 to take into consideration the work done in NaaS ecosystem as defined by GSMA Open Gateway initiative, and align input/outcomes accordingly. 
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8.x	Network as a Service (NaaS) ecosystem
8.x.1	Conclusion
Network-as-a-Service (NaaS) paves the way for transforming telco networks into programmable service platforms that can be easily accessed by 3rd parties, including application developers, aggregator marketplaces and enterprise customers, through APIs. The external exposure of capabilities enables the integration of CSP systems with 3rd party applications, with frictionless interactions between them. This releases 3rd parties from the constraints of traditional best-effort service delivery approaches, tapping into new telco capabilities to provide enhanced user experiences and contribute to service innovation with new use cases. 
The development of NaaS requires a collaborative workspace that bring together incumbent telco standards bodies with IT and cloud communities, industry associations and open-source projects. An effective collaboration among organizations needs to be based on a clear demarcation on their scope of work, avoiding that participating organizations run overlapping activities or duplicate efforts; otherwise, NaaS may risk ending up with a fragmented ecosystem. With this goal in mind, GSMA Open Gateway has defined a reference NaaS framework, which is depicted in Figure X. As seen, this framework postulates a workspace built on three main organizations: 
· Linux Foundation’s CAMARA: it represents the “exposure” doctrine, i.e., how capabilities are exposed for external consumption via third-party facing APIs.  CAMARA defines these APIs, and is responsible for their hosting and release management. Third-party facing APIs are user-friendly (semantics tailored to the service needs of 3rd parties) and open (following Apache2.0 license).
· GSMA: it represents both the “technical” doctrine, i.e., how third-party facing APIs are to be supported by underlying telco capabilities, and “business” doctrine, i.e.  definition of templates for agreements between operators and 3rd parties, ensuring a consistent commercial framework for exposing services.  GSMA conducts the technical work through OPG/OPAG (Operator Platform Group / Operator Platform API Group), and the commercial work through WAS (Wholesale Agreement Services). 
· TM Forum: it represents the “operational” doctrine, i.e., how to manage capabilities throughout the entire NaaS lifecycle. This includes the lifecycle management of 3rd parties (e.g., onboarding, registration, access control) service fulfilment (e.g., provisioning, activation and modification), service assurance (e.g., incident management, service status, service performance) and billing. 
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Figure X. NaaS ecosystem, as defined by GSMA Open Gateway.
In normative work, SA5 should align with the view crafted in GSMA Open Gateway and TM Forum, to avoid industry misalignment and NaaS ending up with a fragmented ecosystem. 
8.4.2 Recommendation
In normative work, it is recommended for SA5 to:
· Adhere to the outcomes produced by GSMA Open Gateway and TM Forum in relation to NaaS when developing solutions for management capability exposure in normative work. 
· Provide inputs to (and assist) GSMA Open Gateway and TM Forum for those capabilities whose invocation trigger FCAPS management operations on 5G managed resources (e.g., RAN NFs, 5GC NFs, sub-networks, network slices). 
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