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1	Decision/action requested
Approval
2	References
[1]	S5-232893, “SA5 way forward on capability exposure topic”
[2]	S5-233627, “Add conclusion and recommendation for network slice management capability exposure via CAPIF”
[3]	S5-233628, “Add conclusion and recommendation for filtering”
3	Rationale
The document endorsed in [1] proposed an action plan articulated into two activities: promoting collaboration with SA6 on CAPIF (activity #1); and providing operators with internal solutions for a secure capability exposure in multi-tenant environments (activity #2).
The pCRs approved in [2] and [3] capture the description of these two activities, but partially.
· In [2], the required collaboration of SA5 with SA6 is missing. This needs to be captured in the recommendations, since it is the core message sent out in activity #1. 
· In [3], the focus is put on avoiding authorized management capability consumption (access control) rather than ensuring the provisioning of segregated yet tailored permissions in resource sharing environments (multi-tenancy support), which is the message push in activity #2.
4	Detailed proposal
This contribution proposes to update the conclusions and recommendations reported in [2] and [3], to make them more aligned with the messages sent out in [1]. 
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[bookmark: _Toc133429700]8.2	Network slice management capability exposure via CAPIF
[bookmark: _Toc133429701]8.2.1	Conclusion
Three alternatives for potential solutions (see clause 7.9.1, 7.9.2 and 7.9.3) for network slice management capability exposure via CAPIF have been evaluated in clause 7.9.4, which can help to draw the conclusion and recommendation for the solutions. Based on the evaluation, all analysed gaps can be resolved by alternative 2 and alternative 3 since all the related interfaces are within the scope of alternative 2 and alternative 3.
Meanwhile, alternative 2 and alternative 3 are also supported in solution for network slice management capability exposure depicted in clause 7.9.10.
Clause B.3.2 Deployment model of TS 23.222 [14] illustrates the integrated deployment of the 3GPP network exposure systems (SCEF and NEF) with the CAPIF. The SCEF and the NEF may be integrated with a single CAPIF core function, where the CAPIF core function takes the role of a unified gateway, to offer their respective service APIs to the API invokers.

It is recommended for CSPs to offer a single entry-point for external consumers to gain quick and easy access to operator capabilities, including network layer (SA2), OAM layer (SA5) and application layer (SA6) capabilities. This translates into the need for To make CSPs to have a single gateway to expose whatever capability they want, instead of having per-layer exposure solutions. The reason is that the latter approach leads to: i) hyper-fragmentation in 3GPP standardization landscape, which sends out a bad message to industry; and ii) siloed solutions that do not match to each other, which make it unclear for an operator how to integrate (and make a combined use of) them. 
, it is recommended that SA5Taking the above recommendation, SA5 is advised to  follow the same deployment approach as as SA2 regarding SCEF/ and NEF integration into CAPIF framework. This approach would mean the following :  
·  with the CAPIF, i.e., the The CAPIF core function, the SCEF, the NEF and the logical MnF providing management capability exposure governance are are all deployed in the PLMN trust domain
· The, where the CAPIF core function takeses the role of a unified gateway and provides services to different API invokers. 
· The API invokers obtains the T8, N33 and MnS service API information and the corresponding entry point details from the CAPIF core function via CAPIF-1 or CAPIF-1e reference points. 

SA5 alternative 2 fits this deployment approach well. .
Therefore, it is suggested to recommend alternative 2 as baseline for the normative work. .
[bookmark: _Toc133429702]8.2.2	Recommendation
It is recommended that the alternative 2 depicted in clause 7.9.2 as baseline for the normative work. , This work includes:
· which includes:
· - Specify normative requirements on management capability exposure;
· Gap analysis, by comparing specified requirements against the features provided by the alternative 2. In case there are gaps, SA5 will conduct the following activity plan: 
· Document identified gaps, and recommended actions to bridge them.
· Communicating the above (i.e., gaps + recommendations) to SA6, so that SA6 can take action on 3GPP TS 23.222 accordingly, enhancing CAPIF as needed. 

· - Define procedures enabling different external consumers to access management services via CAPIF.
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[bookmark: _Toc133429703]8.3	Filtering
[bookmark: _Toc133429704]8.3.1	Conclusion
As introduced in clause 4.1.1.3.1, the filtering is the exposure access control on certain information elements (i.e. granular access) of MnS component type A, type B and/or type C. Filtering plays an important role on exposure governancgovernance. Ite provides the ability to provision segregated yet tailored permissions to MnS consumers in resource sharing environments, ensuring these permissions do not conflict. To  as it gives the tailed permissions to MnS consumers to avoid unauthorised management capability consumption. To implement theThe solutions to implement the filtering functionality on MnS, granular access control solutions can leverage MSAC outcomes, and may translate into enhancements/extensions to NRM.
[bookmark: _Toc133429705]8.3.2	Recommendation
It is recommended to use granular access control mechanisms that the function of filtering can be achieved by the granular access control mechanism defined in MSAC work item as baseline solution for the filtering functionality.. 
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