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1	Decision/action requested
The group is asked to discuss and approve the proposals.
2	References
[1]	New Study on Basic SBMA enabler enhancements SP-220145
3	Rationale
[bookmark: _Toc524946561]This contribution provides solution for Issue #8: Logging.
4	Detailed proposal

	First modification



[bookmark: _Toc120023215][bookmark: _Toc129166839]4.8	Issue #8: Logging
[bookmark: _Toc120023216][bookmark: _Toc129166840]4.8.1	Issue description
Logging is a crucial functionality of the OAM systems. It assists in several functionalities e.g troubleshooting. The functionality of logging is available in IRP framework in TS 32.332. However, the SBMA lacks the ability of Logging. 
The SBMA (service based management architecture) principle call for a management system where the MnS (management services) are defined for all management tasks e.g provisioning, performance assurance.  The authorized consumer can access the MnSes as per their requirements. The current SBMA framework do not provide any mechanism to control and produce the logs for consumed management services.
The logging in IRP framework is restricted to only to logging of notifications. However, logging of Management Service require logging of all Component A, B and C i.e what operation and notifications were accessed, what were the related MIBs and what PM/KPI data was collected.
The MnS can be accessed from within the management system and from outside the management system. The logging may support both the scenarios.
[bookmark: _Toc120023217][bookmark: _Toc129166841]4.8.2	Analysis
The logging mechanism for SBMA framework need to be defined. 
[bookmark: _Toc129166842]4.8.3	Potential Requirements
· The 3GPP Management System shall have the capability to enable logging including recording of the operations invoked.
· The 3GPP Management System shall have the capability to enable logging including recording of the notifications produced.
· The 3GPP Management System shall have the capability to enable logging including recording of the MIBs accessed.
· The 3GPP Management System shall have the capability to enable logging including recording of the performance measurements reporting. This implies logging the measurement job contents, but excludes logging the individual measurement results.
· The 3GPP Management System shall have the capability to enable logging including recording of the KPIs produced. This implies logging the KPI generated, but excludes logging the individual KPI results.
· The 3GPP Management System shall provide a way for the consumer to retrieve the logs.
· The 3GPP Management System shall have the capability to manage log overflow situation.
· The 3GPP Management System shall include a timestamp for each log record.
· The 3GPP Management System shall include the user/consumer identity for each log record.

[bookmark: _Toc129166843]4.8.4	Potential Solutions
TBDThe solution involves creating an NRM fragment for logging, involving a set of Instance Object Classes working together to log events for management service(s). The Provisioning MnS Consumer, behaving as Log requestor, creates the LogRegistry MOI using the createMOI operation. The LogRegistry, LogInfo and LogEntry MOI will be created. The LogEntry will not have any entry at this point. The MnS consumers access a management service. The MnS Producer checks the created LogRegistry MOI to check if the access to the management service has to be logged. If it is to be logged the producer add an entry in the LogEntry MOI. Later, this LogEntry can be queried by any consumers for troubleshooting purpose.
The following NRM fragment is proposed.
[image: ]
The following inheritance relationship will be defined.
[image: ]
 LogRegistry <<Information Object Class>>
This IOC is a container for LogInfo IOC-s. It can be contained only by SubNetwork IOC. A SubNetwork IOC can contain only one instance of LogRegistry. The IOC is instantiated by the system. This IOC contains the following attributes:
	Attribute name
	S
	Description

	maxLogs
	M
	This attribute defines the maximum number of Log the registry can have.



LogInfo <<Information Object Class>>
This IOC represent a log containing several log records. 
	Attribute name
	S
	Description

	mNSCategories
	CM
	Type of management service to be logged by LogInfo IOC.

allowedValues:  ProvMnS, FaultSupervisionMnS, StreamingDataReportingMnS, FileDataReportingMnS

Either mNSCategories or mNSToBeLoged should be present.

	mNSToBeLogged
	CM
	It specifies the specific management service to be logged by LogInfo IOC

Either mNSCategories or mNSToBeLogged should be present.

	endTime
	M
	Defines the date and time when the log should stops logging.

	maxSize
	M
	This attribute defines the maximum number of bytes that may be utilized by a given log, assigned by the IRPAgent.

	currentSize
	M
	This attribute provides the number of bytes currently utilized by a given log. When taken in conjunction with maxSize, the amount of space remaining in the log can be determined.

	logState
	M
	Provides an indication of  the current state of  a specific log
An ENUM that can have one of the following values: logging, logFull and stopped

	logRecordCount
	M
	The number of log records currently logged within a given log.

	logFullAction
	M
	An ENUM that can have one of the following values:
-	wrap: The oldest LogRecord(s) in the Log, based on the log time, will be deleted to free resources for the logging of new LogRecord(s).
-	halt: No more LogRecord(s) will be logged and all incoming events are discarded.  LogRecord/s already in the Log will be retained.



LogEntry <<Information Object Class>>
This IOC represent an individual log entry. This provides the information about the actual logged event.
	Attribute name
	S
	Description

	Id
	M
	Unique identification of the log record.

	logEntry
	M
	This provides the details for a particular log entry. This will be of type <<LogEntry>>



LogEntry <<Datatype>>
This datatype provides the details for a particular log entry.
	Attribute name
	S
	Description

	consumerIdentification
	M
	This identifies the consumer of the management service.

	operationInvoked
	M
	This defines the operation invoked and the IOC(s) involved. This will also include if the operation was successful or not and what NRMs this operation was invoked on.

	notificationInvoked
	M
	This defines the notifications invoked.

	performanceMetricCollected
	O
	This defines the measurements and/or KPI requested



[bookmark: _Toc120023218][bookmark: _Toc129166844]4.8.5	CR proposal
TBD4.8.x 		Conclusion
It is recommended to work on a normative solution, as part of a WID, based on the solution proposed in section 4.8.4.
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