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1
Decision/action requested

This contribution is proposed to be approved.
2
References
-
3
Rationale

Additional Key Issue for security is necessary.
4
Detailed proposal

It is proposed to apply the following changes as below in TR 28.829 v1.0.0.
	Start of the first change


7.X 
Key Issue #Y:  Security Aspects of Exposure of energy service
7.X.1
Description
The overall concept of exposing 3GPP management information and services from a 3GPP communications system assumes that the consumer of the information and services is approved to have access by the owner / operator of the communications system.

This includes

- authentication of the consumer

- authentication of the producer

- authorization of the consumer

- confidentiality of the exposed information and communications

- integrity protection of the expose information and communications

7.X.2
Potential Solutions

7.X.2.1
Potential Solution #1: CAPIF

CAPIF has been defined in 3GPP and provides necessary capabilities to meet these requirements
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