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1
Decision/action requested

This contribution is proposed to be approved.
2
References
-
3
Rationale

Additional requirements for security are necessary.
4
Detailed proposal

It is proposed to apply the following changes as below in TR 28.829 v1.0.0.
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6.5.3
Potential Requirements
PR 6.5.3-1. The 3GPP management system shall, according to mobile network operator policy, regulatory requirements and contractual obligations, expose standardized interfaces to authorized third parties that provide the ability to initiate and terminate requests for monitoring including the configuration of the monitoring (e.g. monitoring interval, measurement period granularity, location of interest, etc.)

PR 6.5.3-2. The 3GPP management system shall, according to mobile network operator policy, regulatory requirements and contractual obligations, expose standardized interfaces to authorized third parties that provide a mechanism for the mobile network operator to send reports containing  required performance metrics measurements to the DSO. The measurements in these reports are provided in a form such that it will be possible to ascertain the number of measurements made as well as to calculate the standard deviation of those measurements, in order to aid in the interpretation of the reported measurement.
PR 6.5.3-3. The 3GPP management system shall support the following performance metrics to monitor information according to the associated configuration:

a) Latency between the UE and the PSA UPF, that is latency introduced by the RAN and the 5G CN, for a specific cell, base station or network slice;

b) Throughput [an average for the DSO's network traffic];

c) Packet loss [an average for the DSO's network traffic];

PR 6.5.3-4. Authentication of the consumer (3rd party) by the producer (3GPP management system) shall be possible,

PR 6.5.3-5. Authentication of the producer (3GPP management system) by the consumer (3rd party) shall be possible. 

PR 6.5.3-6. Authorization of the consumer (3rd party) by the producer (3GPP management system) shall be possible,

PR 6.5.3-7. Communication between the consumer (3rd party) and the producer (3GPP management system) shall be confidentially protected.

PR 6.5.3-8. Communication between the consumer (3rd party) and the producer (3GPP management system) shall be integrity protected.
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