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Decision/action requested

For approval.
2
References

[1]
3GPP TR 28.824 v0.1.1 Study on network slice management capability exposure
3
Rationale

This contribution proposes minor changes to improve the description of exposure governance.

It is confusing that there are 2 typical cases shown, but both are based on the same MnS (“MnS A”). It is also confusing to refer to component type A within MnS A. For this reason, the 2 typical cases are reworded to refer to MnS X and MnS Y.

4
Detailed proposal

The following changes are proposed to [1].
	1st change


4.1.1.3
Exposure Governance
Perform access control including Filtering when external MnS consumer consume MnS from 3GPP management system.

To avoid unauthorised management capability consumption, management services should be subject to exposure governance before being exposed to different types of MnS consumers. As introduced in TS 28.533 [11], management capability exposure governance provides exposure governance (i.e. filtering) on basic elements of management function service based interface: 

1)
Management service component type A

2)
Management service component type B

3)
Management service component type C

Definitions and typical cases of filtering are given in the following subclauses.

4.1.1.3.1
Filtering 

Definition: The exposure access control on certain information elements (i.e. granular access) of MnS component type A, type B and/or type C according to the consumer’s authorization level. For example, the permission of Read, write, the acquisition of notification for certain MnSs.
Typical case 1: Assuming the management service X is a provisioning MnS with operations createMOI, getMOIAttributes, modifyMOIAttributes and deleteMOI as MnS component type A, the filtering on management service X could be that only a subset of original MnS is exposed to MnS consumer, e.g. only operation getMOIAttributes, is exposed to management service consumer.

Typical case 2: Assuming the management service Y is a provisioning MnS with NRM MOIs as the component type B, the filtering on management service Y could be that only a subset of original MnS is exposed to MnS consumer, e.g. only part of the attributes of the NRM MOI, is exposed to management service consumer.
To implement the filtering on MnS, attribute mnsScope of IOC MnsInfo, see further details in TS 28.622 [17], may be used to provide information about the management scope of a Management Service. The management scope is defined as the set of managed object instances that can be accessed (as filtering) using the Management Service.
	End of changes


