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1	Overall description
[bookmark: _Toc125659666]As informed in S6-220048, SA5 is studying how management capability can be exposed to an external consumer. And as indicated in the TR 28.824 conclusion, at the Service Provider’s side of Interface ITF-2, the Exposure Governance Management Function (EGMF) governs the network slice management capabilities exposure. Interface ITF-2 are able to enable the Service Provider to expose network slice management capabilities to the Customer. 
The SA6 is in normative phase of SA6 NSCALE for application enablement layer network slice capability exposure. That needs SA6 enablement layer act as consumer to discover the MnS service and invoke management service including the PM and FM data collecting, network slice creating/updating/deleting etc.
However, SA6 only finds EGMF in Annex of TS 28.533. To SA6, the entity to govern the network slice management capabilities exposure and the interface between the consumer and the management system(OSS) is not clear. 
So, SA6 would like to get clarification about the following related to the network slice management service:
· Whether there will have normative work in SA5 R18 working on the function entity for network slice management capabilities exposure, such as EGMF?
· Would the ITF-2 be newly specified to support the network slice management capabilities exposure, or would the existing candidate APIs for Interface ITF-2(including 3GPP TS 28.531, TS 28.532, TS 28.545, TS 28.550) be enhanced to be re-utilized?
· Would the CAPIF be used to support SA5 defined network slice management capability exposure?

2	Actions
To <SA5> 
ACTION: 	SA6 kindly asks SA5 to provide responses to the above questions and requests.
3	Dates of next TSG SA WG 6 meetings
SA6#54-e              17th April – 26th April 2023 	e-meeting
SA6#55                22th May– 26th May 2023 	Europe, Location, TBC

