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1	Decision/action requested
[bookmark: _Hlk64897434]For Endorsement.
2	References
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[2]	S5-226567
[3]	S5-226829
[4]	S5-226106
[5]	NG.116 Generic Network Slice Template v7.0
[6]	NG.135 E2E Network Slicing Requirements v1.0
3	Rationale
Regarding the Rel-18 NSRULE isolation topic, there are ongoing discussion in SA5 for use case, requirements and solutions.

Observation 1:
· UC and requirements discussion
· [bookmark: _Hlk126673298]S5-226582 [1]: The network slice provisioning service provider shall have the capability allowing its authorized consumer to include requirements related to sharing of network slice instances, and isolation of resources and management data in a network slice allocation request
· S5-226567 [2]: A NetworkSlice instance may be fully or partly, logically and/or physically, isolated from another NetworkSlice instance. 

· Solutions discussion
· Summary of change of S5-226829 [3]:
· The serviceProfile and sliceProfile are updated to be able to hold the fulfilment rules information. The solution provides a framework for rules not specifically for the sharing of NetworkSlice or NetworkSliceSubnet but can also be used for other types of rules. The introduction of NetworkSlice or NetworkSliceSubnet sharing rules negates the need for the attribute networkSliceSharingIndicator as equivalent constraints can be expressed using sharing rules, this attribute is removed.
· A new datatype is introduced to be able to create a list of rules
· New attributes are introduced to hold the information for a rule including grouping.
· The proposed fulfilment rule list supports specification of rules including support for instance sharing rules. Rules that indicate for example that NetworkSlice or NetworkSliceSubnet instances maybe shared, non_shared or selectively shared and that rules that applicable to resources are isolated using for example non_shared.
· Summary of change of S5-226106 [4]:
· Define isolation group in NRM to represent a group of network slices/network slice subnets sharing same isolation requirements and resources. The group can be based on tenant, NSC, SST, etc.
· Define isolation profile in NRM to represent a set of isolation requirements, where the isolation requirements can be defined per managed resource type and per management data type. 
· Associate a network slice/network slice subnet to an isolation group
· Associate an isolation group to an isolation profile.

Observation 2:
It is needed to discuss the solutions in SA5 for sharing/no sharing to fulfil the requirements (also from SA1 stage1 specs) from Verticals:
1. For example, in TR 28.907, 5.3 Key Issue #3: Resource isolation demand for Smart Grid Utilities and 5.3.3 Conclusion
· A resource isolation-sharing policy, which contains the logical and physical isolation policies among different safety zones, can be sent to NPN-OP. 
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3. Regarding isolation level (physical isolation and logical isolation)
· Physical isolation ensures that network slices are provided with exclusive network resources, preventing any interference between services (supported by slices).
· Logical isolation allows each slice to use resources shared with other network slices. However, in some cases, each slice may use a set of dedicated resources in the mean time, e.g. a dedicated UPF.
· GST NG.116 is just keeping FFS for isolation level - waiting for 3GPP solutions?
4. [bookmark: _Hlk126676272]The grouping idea, reflected both in [3] and [4], for isolation solution should be workable but needs further discussion.
5. As first stage, to facilitate the discussion, we suggest only focusing on solution for isolation of resources, solution for isolation of OAM data (CM, PM, FM, MDT, QoE, trace data, etc. see [4]) , which need more thinking and discussion, suggested for later stage discussion.
6. Regarding the attribute names of ServiceProfile for the isolation topic, we suggest naming from customer-centric aspect (in terms of shared/unshared slice) instead of provider-centric aspect (in terms of physical/logical isolation). 3GPP needs a customer-centric solution to fits the customer expectations, and that can be used as input for the service provider to enforce the actual deployment which are not needed to be cared by customers.

Observation 3:
Isolation requirement from GSMA E2E Network Slicing Requirements [6]:
In [6], ref clause 3.1.7 Isolation, it is mentioned that Isolation in network slicing is a multi-faceted problem, articulated into three separate dimensions: (i) performance, ensuring that Service Level Specification (SLS) is always met on each NS (Network Slice) instance, regardless of workloads or faults from other running instances; (ii) security, ensuring that any type of intentional attach occurring in one NS instance have no impact on any other running instance; and (iii) management, ensuring that each slice instance can be operated as a separate network partition, with an independent lifecycle management.
For management dimension:
· The NSC shall be able to perceive the NS slice as a self-contained, dedicated network.
· The NSP shall provide means to allow for multi-tenancy support (controllability separation in the network), based on the definition of separate yet tailored management spaces for different NSCs. Each management space shall be provisioned with only the configuration and monitoring capabilities that the particular NSC needs to consume from their NS instance(s). The activation / de-activation of certain capabilities allows NSP to regulate how much control the NSC can take over allocated NS instance(s).
· The NSP shall have the ability to allow for the on-demand and controlled exposure of capabilities to the NSC, according to the settings of associated management space.

4	Detailed proposal
It is proposed to endorse the following way forward:
1. It is needed to discuss the solutions in SA5 for sharing/no sharing to fulfil the requirements from Verticals, SA1 stage1 requirements and GSMA NG.135 requirements.
2. To facilitate theFor solutions discussion:
a. The grouping idea, so far reflected both in [3] and [4], should be workable but needs further discussion and consensus. A grouping is needed to allow a producer to selectively choose a network slice in case that a network slice already exists that meets the requirements.
b. As first prioritystage in SA5 solution work, only focusing on solution for isolation of resources and sharing of groups of resources (e.g., NetworkSlice or NetworkSliceSubnets). Solution for isolation of OAM data (CM, PM, FM, MDT, QoE, trace data, etc. see [4]), which needs more thinking and discussion, suggested as second priority for later stage discussion.
c. Regarding the attribute names of ServiceProfile for the isolation topic, naming from customer-centric aspect (in terms of shared/unshared slice) instead of provider-centric aspect (in terms of physical/logical isolation which are not needed to be cared by customers).
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5.3.3 Conclusion

To satisfy the resource logical and/or physical isolation demand for Smart Grid Ultilities, the potential solution #1
introduces a resource isolation-sharing policy which contains the grouping information based on division of safety
zones.

Editor's Note: It is proposed to use the potential solution #1 as an input for the ongoing normative work item
network slicing provisioning rules to discuss the normative solutions to satisfy the resource logical and/or
physical isolation demand for Smart Grid Utilities.




