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1	Decision/action requested
In this box give a very clear / short /concise statement of what is wanted.
2	References
 [1]	3GPP TR 28.834 v0.4.0 Study on Management of Cloud Native Virtualized Network Functions
3	Rationale
This contribution describes the use case and potential solution for VNF package management of the cloud-native VNF 
Following the current document skeleton, content related to solution should move to clause 6.
4	Detailed proposal
It proposes to make the following changes to TR 28.834.
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5	Potential use cases and requirements
Editor's note: this clause will contain the use cases and potential requirements.
5. Y	Use case# Y: VNF package management of the cloud-native VNF 
5.X.1	Description
VNF package procedure involves VNF package on-boarding, VNF Package enabling, VNF Package disabling, VNF Package deleting, Abort VNF package deletion, VNF Package querying, fetch VNF Package, notify operation on VNF Package management interface, subscribe operation on VNF Package management interface and fetch on-boarded VNF Package artifacts, as describe in clause 4.3 TS 28.526 [10].The VNF package management operations (as defined in clause 7.7 ETSI GS NFV-IFA013 V4.3.1 [9]) used by procedures of VNF Package enabling, VNF Package disabling and Abort VNF package deletion have not existed. VNF package on-boarding of the cloud-native VNF is taken as an example to descript the VNF package management of the cloud-native VNF.
ETSI GR NFV-IFA 029[3] clause 5.3.7 provides descriptions of use cases for the onboarding of VNF Packages for containerized workloads. It covers two different use cases, where the container images are either included or not included in the VNF Package to be onboarded and introduce MCIOP (Managed Container Infrastructure Object Package) and CIR (Container Image Registry).
As a pre-condition to this use case, the network is running normally. The 3GPP management system has subscribed to VNF instance lifecycle notifications from ETSI NFV MANO. 
The use case begins when the 3GPP management system decides to on-boarding of containerized VNF package which is used to instantiate the VNF instance.
The 3GPP management system requests ETSI NFV MANO to on-boarding of containerized VNF package (as defined in clause 7.2.2 ETSI GS NFV-IFA013 V4.3.1 [9]) 
ETSI NFV MANO will upload all managed container infrastructure object packages which contain declarative descriptors and configuration files (as defined in ETSI GS NFV-IFA 040 V4.3.1 [6]).
ETSI NFV MANO sends a notification to the 3GPP management system to notify the result of on-boarding of containerized VNF package. The result indicates if the uploading and processing, including validation, of the VNF Package has been successful or not with a standard success/error result.

5.Y.2		Issues	
TS 28.526 [10] describes the procedures to be used by the 3GPP management system to request VNF package management. However, TS 28.526 [10] is written in terms (for example Network Manager) which are not compatible with the 5G architecture as described in TS 28.533 [11] and do not support VNF package management for containerized VNF.
5.Y.3		Requirements
REQ-CVNF_LCM -1 The 3GPP management system shall have a capability to interact with ETSI NFV MANO for VNF package management of the cloud-native VNF.
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[bookmark: _Toc30954]5.6	Use case# 6: VNF package update of the cloud-native VNF 
[bookmark: _Toc15108]5.6.1	Description
As a pre-condition to this use case, the network is running normally. The 3GPP management system has subscribed to VNF instance lifecycle notifications from ETSI NFV MANO. 
The use case begins when the 3GPP management system decides to update VNF package for a VNF instance.
The 3GPP management system requests ETSI NFV MANO to change current VNF package (as defined in clause 7.2.24 ETSI GS NFV-IFA 008 V4.3.1 [8]) for the case where EM communicates with VNFM, and clause 7.3.5 in ETSI NFV-IFA013 V4.3.1 [9] for the case where OSS communicates with NFVO).
[bookmark: OLE_LINK1]ETSI NFV MANO inspects the current and target VNF Descriptor (as defined in clause 7.1.15 ETSI GS NFV-IFA 011 V4.3.1[12]) to differentiate possible changing values that concern to some VNF component (e.g. VDU, internal VLD, etc.) or property (e.g. a Scaling Aspect, etc.). 
[bookmark: OLE_LINK3][bookmark: OLE_LINK12][bookmark: OLE_LINK13]The ETSI NFV MANO will change of both the VNF software version and the VNF virtualised resources , including terminating the virtualised resource instances running the current software version and instantiating new virtualised resource instances with the target VNF software version. 
When the VNF software version and the VNF virtualised resources have been changed, ETSI NFV MANO sends a notification to the 3GPP management system to notify that the VNF package has been updated. This notification includes information on the changes to VNF package.
[bookmark: _Toc27175]5.6.2		Requirements
REQ-CVNF_LCM_CON-1  The 3GPP management system shall be able to send a request for VNF packager update of the cloud-native VNF to ETSI NFV MANO
REQ-CVNF_LCM_CON-2  The 3GPP management system shall be able to receive notification from ETSI NFV MANO about VNF package update of cloud-native VNF.
5.6.3		Potential solution
The 3GPP management system invokes the UpdateNsRequest operation (see clause 7.3.5 in ETSI GS NFV-IFA 013 [9]) to request NFVO via the Os-Ma-nfvo interface to update VNF package of the cloud-native VNF. When the NFVO receives the UpdateNsRequest for VNF package update of cloud-native VNF from the 3GPP management system, the NFVO sends the NS Lifecycle Change notification to the 3GPP management system indicating the result of VNF package update of cloud-native VNF(see clause 7.3.12 of ETSI GS NFV-IFA 013 [6]).
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6.X	Potential solution# x: cloud-native VNF package management with ETSI NFV MANO
6.X.1	Introduction
The following solution corresponds to the use case # 6  and Y on cloud-native VNF package management.
In this solution, 3GPP management system interacts with ETSI NFV MANO when initiating VNF package onboarding or update operation for a cloud native VNF. 
6.X.2		Description
The 3GPP management system invokes the UploadVnfPackageRequest or UpdateNsRequest operation (see clause 7.7.2 and 7.3.5 in ETSI GS NFV-IFA 013 [9]) to request NFVO via the Os-Ma-nfvo interface to upload a new package or update an existing VNF package of the cloud-native VNF. 
In addition, the 3GPP management system can also invoke ChangeCurrentVnfPackageRequest (see clause 7.2.24 in ETSI GS NFV-IFA 008 [8]  ) to request VNFM via the Ve-Vnfm interface to update the current VNF package of a cloud-native VNF. 
The new VNF package or updated VNF package, which support the deployment requirements, should comply with ETSI GS NFV-IFA011 [12]. 
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7	Conclusions and recommendations
7.Y	Issue#6 and Y: VNF package management of the cloud-native VNF

It is recommended that 3GPP management system interacts with ETSI NFV MANO for VNF package management procedures of cloud-native VNF. The operation as defined in release 4 of ETSI GS NFV-IFA013 and ETSI GS NFV-IFA008 should be used.  
The detailed solution see clause 6.Y.




