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1	Decision/action requested
The group is asked to endorse the recommendations on SA5 way forward captured in clause 3.3
2	References
[1]	S5-232537 NaaS ecosystem and 3GPP SA5 work on capability exposure.
[2]		S5-222574 DP on CAMARA and SA work on Capability Exposure
3	Rationale
3.1	NaaS ecosystem
The NaaS represents a paradigm shift with great impact on the industry landscape. Its development requires a collaborative workspace that bring together incumbent telco standards bodies with IT communities, industry associations and open-source projects. An effective collaboration among organizations needs to be based on a clear demarcation on their scope of work, avoiding that participating organizations run overlapping activities or duplicate efforts; otherwise, NaaS may risk ending up with a fragmented ecosystem. 
The discussion paper presented in [1] reports a reference NaaS system architecture that aims to shed light on the intended demarcation points, so that the different stakeholders (customers, operators and aggregators) can know the scope and touchpoints of the participating organizations and understand how each of them contribute. This system architecture is depicted in the figure below. 
[image: ]
The main conclusions can be drawn from this figure:
· CSP external APIs correspond to CAMARA APIs. This means that the interaction between CSPs and 3rd parties shall be implemented using the APIs contained in a single repository, the one provided by the CAMARA project (https://github.com/camaraproject). Depending on their semantic scope, CAMARA APIs can be clustered into two groups:
· CAMARA “Service” APIs, each providing a purpose-specific capability to 3rd parties, e.g., Quality on Demand (QoD), Device Location, Edge Discovery and Selection, etc. Service APIs are defined in separate CAMARA Sub-Projects. 
· CAMARA “OAM” APIs, providing 3rd parties with all the transversal/horizontal mechanisms to make a commercial product out of the Service APIs, making them operable and monetizable. Examples of functions provided by CAMARA “OAM” APIs include ordering, monitoring, trouble ticketing, etc.  These APIs shall be defined in CAMARA Commonalities Workstream, or in specific Sub-projects in that workstream. 
· CSP internal APIs include technical APIs and IT process APIs.
· Technical APIs offer programmable access to telco infrastructure and network and service capabilities. They are made available by operator’s underlying systems, including network systems (e.g., network functions/elements from fiber access mobile access, transport, and core domains) and cloud systems (including edge platforms). These APIs are typically defined in standard bodies (e.g., 3GPP, IETF, ETSI) and cloud communities (CNCF) and are quite tied to underlying technology. 
· IT Process APIs offer programmable access to OAM capabilities. They are made available by the operator’s IT stacks, which typically includes OSS, BSS and OCS systems. TM Forum is the body leading the definition and development of these APIs, using the TM Forum Open APIs portfolio. 
· CSP external APIs (CAMARA APIs) are constructions that result from the abstraction of CSP internal APIs (technical APIs and IT Process APIs). This abstraction is performed by the transformation function. This transformation translates CSP external API calls into CSP internal API calls, executing the workflows that implement this mapping. Apart from decoupling customer-facing call flows from operator-facing processes, this component shall be featured with scalability and observability capabilities. In this vein, a modern cloud-native architecture, based on microservices, is expected for the transformation function.  GSMA and TM Forum will both provide support for the implementation of the transformation functions via non-prescriptive guidelines and recommendations. GSMA OPAG (Operator Platform API Group) focuses on the mapping of CAMARA “Service” APIs to internal APIs, both technical and IT process APIs, while TM Forum plays the same role for the CAMARA “OAM” APIs. 
· A CSP shall offer a single entry-point for 3rd parties to gain quick and easy access to CAMARA APIs. This is captured in Figure 2 with the definition of NaaS platform. This platform provides all the features that are needed to policy the interaction between the CSP and the 3rd party domains, including API publication & discovery, access control (registration, authentication, authorization), auditing and user consent management, among others. CAMARA recommends the usage of CAPIF as reference solution (https://github.com/camaraproject/WorkingGroups/raw/main/Commonalities/documentation/SupportingDocuments/API-exposure-reference-solution.docx) . 
3.2	Role of 3GPP SA5 in NaaS ecosystem
As noted in [1] and illustrated in the figure above, SA5 plays two relevant roles in the NaaS ecosystem:
· Conveniently assist TM Forum convenienty for IT Process APIs, for those cases where TM Forum Open APIs trigger FCAPS management operations on 4G/5G resources (e.g., network functions, sub-network) and related services (e.g., network slices). For example, for network slice ordering, TMF641 can trigger TS 28.531 related slicing provisioning operation. 
· It is not always doable to map CAMARA “OAM” APIs into TM Forum Open APIs. For those cases, SA5 can provide non-prescriptive guidelines and recommendations on how CAMARA “OAM” APIs can be mapped to SA5 APIs (MnSs). 
3.3	Recommendations to 3GPP SA5 on capability exposure topic
Based on the notes captured in clause 3.1 and 3.2, together with the conclusions endorsed in [2], the discussion paper provides a set of recommendations to 3GPP SA5 on the way forward for capability exposure topic. In particular, it recommends SA5 to organize the work on three different activities. The rationale and action plan for these activities is detailed below. 
Activity #1: Promote collaboration with SA6 on CAMARA ‘API GW’ component
Rationale: CAMARA notes that all operator capabilities, no matter their nature, should be made available through one single-entry point. This means that the CSPs shall have a single ‘API GW’ to expose whatever capability they want. However, the reality shows that what we have today are per-WG exposure solutions, for example: NEF (SA2), EGMF (SA5) and CAPIF/NSCE (SA6). This leads to
i) hyper-fragmentation in 3GPP standardization landscape, which sends out a bad message to industry
ii) siloed solutions that do not match to each other, which make it unclear for an operator how to integrate (and make a combined use of) them.
Recommended SA5 action plan: 
· To specify the functionalities that are required to expose operator capabilities, with focus on management capabilities. These functionalities include for example access control, auditability, API discovery and registry, etc.
· To agree with CAMARA recommendation on using ‘CAPIF’ as reference solution for API GW. 
· Compare specified functionalities against CAPIF features, and identify existing gaps. 
· Communicate identified gaps to SA6, so that they can enhance CAPIF with necessary extensions to bridge these gaps. 
· SA5 can make suggestions on what these extensions might be. Nevertheless, the final decision is on SA6 side. 

Activity #2: Provide operators with internal solutions for a secure capability exposure in multi-tenant environments
Rationale: in NaaS, each tenant (ASP or Enterprise customer) requires consuming different capabilities from CSP network. In this multi-tenant environment, it is mandatory for operator to implement advanced solutions that guarantee:
i) resource controllability separation
ii) provision of seggregated yet customized management spaces to different tenants. 

Recommended SA5 action plan: 
· To discuss and agree on how SBMA concepts (MnS producers/consumer, discovery) fit with multi-tenancy concept.  
· To specify granular access control solutions fulfilling i) and ii). These solutions shall provide the ability to give tailored permissions to tenants in shared resource environments, ensuring these permissions do not conflict.
· These solutions can leverage MSAC outcomes, and may translate into enhancements/extensions to NRM (28.541). 

Activity #3: Provide non-prescriptive guidelines and recommendations on how CAMARA “OAM APIs” can be mapped to SA5 APIs (MnsS)
Rationale: TM Forum will draft non-prescriptive guidelines and recommendations on mapping between CAMARA ”OAM APIs” and CSP internal APIs. This allows guiding less qualified operators and partners in their implementation of transformation function. However, as noted in clause 3.2, there may be cases wherein CAMARA ‘OAM APIs’ cannot be mapped to TM Forum Open APIs, but to SA5 instead. For those cases, SA5 can step in and draft the guidelines and recommendations on mapping towards SA5 APIs (MnSs). 
Recommended SA5 action plan: 
· Brainstorm “OAM APIs” that can be interesting for ASPs (B2B2C market) and/or Enterprise customers (B2B market). 
· Identify which of these “OAM APIs” cannot be mapped to TM Forum APIs, but SA5 APIs (MnSs) instead. Provide guidelines and recommendations on how these mappings might look like, linking their feasibility to 3GPP Releases. 
· Some mappings require the availability of SA5 features that are only available from a certain 3GPP Release onwards. 
· For identified “OAM APIs”, work out a serious proposal for “OAM API” and submit it to CAMARA API backlog. 
· Serious means here that “OAM API” shall comply with the CAMARA API design guidelines documented here:  https://github.com/camaraproject/WorkingGroups/blob/main/Commonalities/documentation/API-design-guidelines.md 

4	Detailed proposal
It is proposed to endorse the recommendations captured in clause 3.3, by
· Agreeing that SA5 work on capability exposure topic needs to be articulated into the three identified activities.
· Agreeing on executing the action plan recommended for each activity. In such a case, SA5 shall decide how to execute the action plan (either through one single or multiple work items, and in which releases) and document accordingly. 
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