3GPP TSG-SA5 Meeting #147 
S5-232195
Athens, Greece, 27th February - 3rd March 2023
Source:
ZTE Corporation
Title:
Add Issues and requirements for Use case# 3
Document for:
Approval

Agenda Item:
6.8.5.1
1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

 [1]
3GPP draft TR 28.834: "Study on Management of Cloud Native Virtualized Network Functions v0.4.0".
3
Rationale

4
Detailed proposal

	1st  Change


5.3
Use cases# 3: Failure of VNFC within cloud-native VNF 

5.3.1
Description

Figure 5.3-1 (copied from ETSI GR NFV-IFA 029[3] clause 5.2.2.1) shows a cloud-native VNF which is composed of multiple VNFCs. Load balancing is done over several VNFC instances. In the case of a failing VNFC instance, fail-over can happen to another VNFC instance.
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Figure 5.3-1: Cloud-native VNF load balancing and failover

As a pre-condition to this use case, the network is running normally. The 3GPP management system has initiated collection of measurements from the cloud-native VNF.

The use case begins when a VNFC instance (for example VNFC-1) fails.

As described in ETSI GR NFV-IFA 029[3], the VNFM, the failover agent, and the load balancer may work together to execute failover to a replacement VNFC instance.

In case the failover is too slow or the failover is unsuccessful, the VNF may experience an overload situation. This overload situation will result in abnormal values in the performance measurements which are collected by the 3GPP management system. In some cases, this may result in notifications from the 3GPP management system if pre-defined thresholds are crossed. Depending on the impact to the VNF functionality, the 3GPP management system may issue alarms to indicate that functionality is lost or impaired.

The end result is that the 3GPP management system may issue alarms or performance data indicating a VNF overload situation if the failover is too slow or if the failover is unsuccessful.

5.3.2
Issues

In the case that a VNFC fails to cause VNF overload situation, this abnormal situation will bring the degradation of service processing performance. However the NFV-MANO system cannot be aware of the service exception and solve this problem. 3GPP management system may need a new API to send alarm information to NFV-MANO system to indicate service related abnormal situation, e.g. the degradation of service processing performance caused by VNF overload.

5.3.3

Requirements

REQ-CVNF_FL_CON-1  The 3GPP management system shall be able to send alarm information with service related abnormal situation for cloud-native VNFs to the NFV-MANO system.

REQ-CVNF_FL_CON-2  The 3GPP management system shall be able to receive a returned result from the NFV-MANO system about the troubleshooting of cloud-native VNFs. 
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