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	1st Change


[bookmark: _Toc20150374][bookmark: _Toc27479622][bookmark: _Toc36025134][bookmark: _Toc44516234][bookmark: _Toc45272553][bookmark: _Toc51754552][bookmark: _Toc122537779]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TS 32.101: "Telecommunication management; Principles and high level requirements".
[2]	3GPP TS 32.102: "Telecommunication management; Architecture".
[3]	3GPP TS 32.302: "Telecommunication management; Configuration Management (CM); Notification Integration Reference Point (IRP): Information Service (IS)".
[bookmark: _Ref444053663][bookmark: _Ref467042476][4]	3GPP TS 32.150: "Telecommunication management; Integration Reference Point (IRP) Concept and Definitions".
[bookmark: _Ref468560245][5]	3GPP TS 23.003: "Technical Specification Group Core Network and Terminals; Numbering, addressing and identification"
[bookmark: _Ref468560246][6]	3GPP TS 32.532: " Telecommunication management; Software Management Integration Reference Point (IRP); Information Service (IS) "
[bookmark: _Ref442700927][7]	ITU-T Recommendation X.710 (1991): "Common Management Information Service Definition for CCITT Applications".
[bookmark: _Ref469211610][bookmark: _Ref468157984][8]	TS 32.107: "Telecommunication management; Fixed Mobile Convergence (FMC) Federated Network Information Model (FNIM)"
[9]	TS 28.620: "Telecommunication management; Fixed Mobile Convergence (FMC) Federated Network Information Model (FNIM) Umbrella Information Model (UIM)"
[10]	TS 32.156: "Telecommunication management; Fixed Mobile Convergence (FMC) Model Repertoire"
[bookmark: _Ref469244905][11]	3GPP TS 32.111-2: "Telecommunication management; Fault Management; Part 2: Alarm Integration Reference Point (IRP): Information Service (IS)".
[12]	3GPP TS 32.662: "Telecommunication management; Configuration Management (CM); Kernel CM Information Service (IS)".
[13]	3GPP TS 32.300: "Telecommunication management; Configuration Management (CM); Name convention for Managed Objects".
[14]	3GPP TS 32.600: "Telecommunication management; Configuration Management (CM); Concept and high-level requirements".
[15]	ETSI GS NFV 003 V1.1.1: "Network Functions Virtualisation (NFV); Terminology for Main Concepts in NFV".
[16] 	ETSI GS NFV-IFA 008 v2.1.1: "Network Functions Virtualisation (NFV); Management and Orchestration; Ve-Vnfm reference point - Interface and Information Model Specification".
[17]	ETSI GS NFV-IFA 015 v2.1.2: "Network Functions Virtualisation (NFV); Management and Orchestration; Report on NFV Information Model".
[18]	ETSI ES 202 336-12 V1.1.1: "Environmental Engineering (EE); Monitoring and control interface for infrastructure equipment (power, cooling and building environment systems used in telecommunication networks); Part 12: ICT equipment power, energy and environmental parameters monitoring information model".
[19]	ITU-T Recommendation X.731: "Information technology - Open Systems Interconnection - Systems Management: State management function".
[20]	3GPP TS 28.552: "Management and orchestration; 5G performance measurements".
[21]	3GPP TS 28.625: "State Management Data Definition Integration Reference Point (IRP); Information Service (IS) ".
[22]	3GPP TS 23.501: "System Architecture for the 5G System".
[23]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[24]	IETF RFC 791: "Internet Protocol".
[25]	IETF RFC 2373: "IP Version 6 Addressing Architecture".
[26]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[27]	3GPP TS 28.532: "Management and orchestration; Generic management services".
[28]	3GPP TS 28.554: "Management and orchestration; 5G end to end Key Performance Indicators (KPI)".
[29]	3GPP TS 32.421: "Telecommunication management; Subscriber and equipment trace; Trace concepts and requirements".
[30]	3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".
[31]	ITU-T Recommendation X.733 (02/92): "Information technology - Open Systems Interconnection - Systems Management: Alarm reporting function".
[32]	3GPP TS 28.533: "Management and orchestration; Architecture framework".
[33]	3GPP TS 38.300: "NR; NR and NG-RAN Overall Description; Stage 2".
[34]	3GPP TS 38.413: "NG-RAN; NG Application Protocol (NGAP)".
[35]	3GPP TS 38.104: "NR; Base Station (BS) radio transmission and reception".
[36]	3GPP TS 38.321: "NR; Medium Access Control (MAC) protocol specification".
[37]	3GPP TS 36.321: "Evolved Universal Terrestrial Radio Access (E-UTRA); Medium Access Control (MAC) protocol specification".
[38]	3GPP TS 38.331: "NR; Radio Resource Control (RRC); Protocol specification".
[39]	3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".
[40]	3GPP TS 25.321: "Medium Access Control (MAC) protocol specification".
[41]	3GPP TS 25.331: "Radio Resource Control (RRC); Protocol specification".
[42]	3GPP TS 38.304: "NR; User Equipment (UE) procedures in Idle mode and RRC Inactive state".
[43]	3GPP TS 37.320: "Universal Terrestrial Radio Access (UTRA) and Evolved Universal Terrestrial Radio Access (E-UTRA); Radio measurement collection for Minimization of Drive Tests (MDT); Overall description; Stage 2".
[44]	3GPP TS 28.705: "Telecommunication management; IP Multimedia Subsystem (IMS) Network Resource Model (NRM) Integration Reference Point (IRP); Information Service (IS)".
[45]	3GPP TS 28.702: "Telecommunication management; Core Network (CN) Network Resource Model (NRM) Integration Reference Point (IRP); Information Service (IS)".
[46]	3GPP TS 28.652: "Telecommunication management; Universal Terrestrial Radio Access Network (UTRAN) Network Resource Model (NRM) Integration Reference Point (IRP); Information Service (IS)".
[47]	3GPP TS 28.708: "Telecommunication management; Evolved Packet Core (EPC) Network Resource Model (NRM) Integration Reference Point (IRP); Information Service (IS)".
[48]	3GPP TS 28.541: " Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3".
[49]	IETF RFC 8089: "The "file" URI Scheme".
[X]	3GPP TS 28.537: "Management and orchestration; Management capabilities".

	2nd  Change


[bookmark: _Toc122537954]4.3.41	MnsRegistry
[bookmark: _Toc122537955][bookmark: _Toc44341223][bookmark: _Toc51675521][bookmark: _Toc51683765][bookmark: _Toc55305088]4.3.41.1	Definition
The MnSRegistry IOC and contained MnsInfo IOC is used to support the management capabilities for Discovery of Management Services in clause 5 in TS 28.537 [X].
This IOC is a container for MnsInfo IOC-s. It can be contained only by SubNetwork IOC. A SubNetwork IOC can contain only one instance of MnsRegistry. 
The IOC is instantiated by the system. 
[bookmark: _Toc122537956]4.3.41.2	Attributes
The MnsRegistry IOC includes the attributes inherited from Top IOC (defined in clause 4.3.29).
[bookmark: _Toc122537957]4.3.41.3	Attribute constraints
None.
[bookmark: _Toc122537958]4.3.41.4	Notifications
None.
[bookmark: _Toc122537959]4.3.42	MnsInfo
[bookmark: _Toc122537960]4.3.42.1	Definition
This IOC represents an available Management Service (MnS) and provides the data required to support its discovery.  It is name-contained by MnsRegistry.
This information is used by the consumer to discover the producers of specific Management Services and to derive the addresses of the Management Service.
Attributes mnsLabel, mnsType, and mnsVersion are used to describe the Management Service.
Attribute mnsAddress is used to provide addressing information for the Management Service operations.
Attribute mnsScope is used to provide information about the management scope of the Management Service. The management scope is defined as the set of managed object instances that can be accessed using the Management Service.
[bookmark: _Toc122537961]4.3.42.2	Attributes
The MnsInfo IOC includes the attributes inherited from Top IOC (defined in clause 4.3.29) and the following attributes:
	Attribute name
	S
	isReadable
	isWritable
	
isInvariant
	
isNotifyable

	mnsLabel
	M
	T
	F
	F
	T

	mnsType
	M
	T
	F
	F
	T

	mnsVersion
	M
	T
	F
	F
	T

	mnsAddress
	M
	T
	F
	F
	T

	mnsScope
	M
	T
	F
	F
	T



	3rd   Change


[bookmark: _Toc122537965]4.3.44	Files
[bookmark: _Toc122537966]4.3.44.1	Definition
The Files IOC and contained File IOC is used to support the management capabilities for:
- File retrieval from a MnS producer by a MnS consumer described in clause 7.2 in TS 28.537 [X]
- File push from a MnS producer to a MnS consumer described in clause 7.2 in TS 28.537 [X]
This IOC represents a collection of files. It can be name-contained by "SubNetwork", "ManagedElement", "PerfMetricJob" or "TraceJob". The "Files" object name-contains "File" objects, that represent the files of the collection. File collections allow to structure related files under a common root.
Instances of "Files" are created by MnS producers. They shall be created at latest when the first file of the collection becomes available for retrieval by MnS consumers.
The attributes of "Files" represent properties of the file collection and not properties of individual files.
When the file retrieval NRM fragment is used together with a data collection job ("PerfMetricJob" or "TraceJob") the following provisions shall apply:
-	The "Files" object shall be created at the same time as the object representing the data collection job.
-	The attributes "jobRef" and "jobId" shall be supported and present in a "Files" instance. They shall identify the job that the files in the file collection relate to.
-	A "Files" instance shall contain files related to one and only one job.
-	The files produced by one job shall be contained in one and only one "Files" instance.
-	The job object shall support an attribute with a link to the created "Files" instance ("_linkToFiles").
-	The attribute "_linkToFiles" shall be returned in the job creation response, if the stage 3 protocol supports returning attributes in an object creation response.
-	The MnS producer decides where to name-contain the "Files" instance related to a job.
The attribute "_linkToFiles" allows a MnS consumer to create simple and targeted subscriptions for "notifyFileReady", "notifyFilePreparationError" and file related notifications "notifyFileDeletion", or ""notifyMOIChanges", notifyMOICreation", and  notifyMOIDeletion" related to "File" instances created or deleted under the "Files" instance of a specific job. The subscription needs to scope simply objects one level below the "Files" object.
In addition, the attribute "_linkToFiles" allows for simple deployments not relying on notifications for reporting the availability of new files, where the MnS consumer polls regularly for new files under "Files".
[bookmark: _Toc122537967]4.3.44.2	Attributes
	Attribute name
	S
	isReadable
	isWritable
	isInvariant
	isNotifyable

	numberOfFiles
	M
	T
	F
	F
	F

	Attributes related to roles
	
	
	
	
	

	jobRef
	CM
	T
	F
	T
	F

	jobId
	CM
	T
	F
	T
	F



[bookmark: _Toc122537968]4.3.44.3	Attribute constraints
	Name
	Definition

	jobRef
Support Qualifier
	Condition: This attribute shall be supported when "PerfMetricJob" or "TraceJob" are supported.

	jobId
Support Qualifier
	Condition: This attribute shall be supported when "PerfMetricJob" or "TraceJob" are supported.



[bookmark: _Toc122537969]4.3.44.4	Notifications
The common notifications defined in clause 4.5 are valid for this IOC, without exceptions or additions.
[bookmark: _Toc122537970]4.3.45	File
[bookmark: _Toc122537971]4.3.45.1	Definition
This IOC represents a file. It is name-contained by "Files".
When a file becomes available on a MnS producer for retrieval by a MnS consumer, the MnS producer shall create a "File" instance representing that file.
The time of creation shall be captured by the MnS producer in the "fileReadyTime" attribute. The MnS producer shall keep the file at least until the time specified by "fileExpirationTime". After that time the MnS producer may delete the "File" instance. The "fileExpirationTime" is determined by the MnS producer based on considerations such as available storage space or file retention policies.
The attributes "fileSize", "fileCompression", "fileDataType" and "fileFormat" describe the file properties.
The "fileLocation" attribute indicates the address where the file can be retrieved. The address includes the file transfer protocol (schema). Allowed file transfer protocols are "sftp", "ftpes" and "https".
The value of "fileLocation" can be identical to or different from the address of the "File" instance. The attribute "fileContent" is provided for retrieving the actual file content. When identifying in the Read request a "File" instance and specifying only the "fileContent" attribute be returned, then only the file content shall be returned in the response. Note, as usual, multiple attributes can be specified to be returned, so that the file content together with some or all file meta data attributes can be returned in response to a single request.
In case the "fileLocation" specifies a location different than the "File" object location, then the attribute "fileContent" cannot be used for retrieving the file content. For example, the "File" object location may be given by
    "https://companyA.com/ManagedElement=1/Files=1/File=1
and the value of the "fileLocation" attribute by
    "sftp://companyA.com/datastore/fileName.xml"
In this case the file needs to be retrieved using "sftp" from "sftp://companyA.com/datastore/fileName.xml". Attempts to read the "fileContent" attribute shall return an error.
[bookmark: _Hlk83990309]When the file retrieval NRM fragment is used together with a data collection job ("PerfMetricJob" or "TraceJob") the following provisions shall apply:
-	The attributes "jobRef" and "jobId" shall be supported and present. They shall identify the job that the file is related to.
The attributes "jobRef" and "jobId" allow to set notification filters in the subscription in such a way that only "notifyMOICreation", "notifyMOIDeletion" and "notifyMOIChanges" notifications are sent to subscribed MnS consumers if the created or deleted "File" instance represents data related to jobs the subscribed MnS consumer created or is interested in.
Upon creation of a "File" instance, a notification of type "notifyMOICreation" or "notifyMOIChanges" shall be emitted to subscribed MnS consumers as usual. For the case that the file contains performance metric data ("fileDataType" is "PERFORMANCE") the MnS producer shall emit either a notification of type "notifyMOICreation" or "notifyMOIChanges" or of type "notifyFileReady". The MnS consumer selects the notification type he wishes to receive with the subscription created on the MnS producer.
The "objectClass" and "objectInstance" parameters in the notification header of "notifyFileReady" shall identify the new "File" instance, instead of the related "PerfMetricJob", "TraceJob", "ManagedElement" or "ManagementNode"as described in 3GPP TS 28.532 [27], clause 11.6.1.1.1 for the case that "notifyFileReady" is used as part of the file data reporting MnS.
The notification "notifyFilePreparationError" shall be supported as well by the "File" object. It shall be sent when an error occurs during the preparation of the file. No "notifyFileReady" or "notifyMOICreation" or "notifyMOIChanges" shall be sent in that case. The "objectClass" and "objectInstance" parameters of the notification header shall identify the new "File" instance representing the corrupted file, instead of the related "PerfMetricJob", "TraceJob", "ManagedElement" or "ManagementNode"as described in 3GPP TS 28.532 [27], clause 11.6.1.1.1 for the case that "notifyFilePreparationError" is used as part of the file data reporting MnS. When the file is not created at all or deleted, the "objectClass" and "objectInstance" parameters of the notification header are populated as described in 3GPP TS 28.532 [27], clause 11.6.1.1.1. Note that to receive "notifyFilePreparationError" in that case the notification subscription needs to include these objects in its scope.
[bookmark: _Toc122537972]4.3.45.2	Attributes
	Attribute name
	S
	isReadable
	isWritable
	isInvariant
	isNotifyable

	fileLocation
	M
	T
	F
	T
	F

	fileCompression
	M
	T
	F
	T
	F

	fileSize
	O
	T
	F
	T
	F

	fileDataType
	O
	T
	F
	T
	F

	fileFormat
	O
	T
	F
	T
	F

	fileReadyTime
	O
	T
	F
	T
	F

	fileExpirationTime
	O
	T
	F
	T
	F

	fileContent
	M
	T
	F
	T
	F

	Attributes related to roles
	
	
	
	
	

	jobRef
	CM
	T
	F
	T
	F

	jobId
	CM
	T
	F
	T
	F



[bookmark: _Toc122537973]4.3.45.3	Attribute constraints
	Name
	Definition

	jobRef
Support Qualifier
	Condition: This attribute shall be supported when "PerfMetricJob" or "TraceJob" are supported.

	jobId
Support Qualifier
	Condition: This attribute shall be supported when "PerfMetricJob" or "TraceJob" are supported.



[bookmark: _Toc122537974]4.3.45.4	Notifications
The common notifications defined in clause 4.5 are valid for this IOC. In addition, the following set of notifications is also valid.
	Name
	S
	Notes

	notifyFileReady
	M
	

	notifyFilePreparationError
	M
	



	4th   Change


[bookmark: _Toc122537975]4.3.46	FileDownloadJob
[bookmark: _Toc122537976]4.3.46.1	Definition
The FileDownloadJob IOC is used to support the management capabilities for File download from a MnS consumer to a MnS producer in clause 7.4 in TS 28.537 [X].
The "FileDownloadJob" represents a job on a MnS producer that downloads a file to the MnS producer. It can be name-contained by "ManagedElement" or "SubNetwork".
A "FileDownloadJob" is created by a MnS consumer to request that the MnS producer download a file from a specified location. The creation request contains the information required by the MnS producer to download the file, namely the attribute "fileLocation".
The creation request may contain as well a "notificationRecipientAddress". If present, this attribute instructs the MnS producer to create, on behalf of the MnS consumer, a subscription for attribute value change notifications of the new "FileDownloadJob" (implicit notification subscription). In case the MnS producer supports the notification type "notifyMOIChanges", the created subscription shall be for this type, otherwise for "notifyMOIAttributeValueChanges". The MnS consumer needs to be prepared to receive either of them. The "notificationRecipientAddress" attribute of the created "NtfSubscriptionControl" object shall be set to the value of the "notificationRecipientAddress" in the "FileDownloadJob" creation request.
The "jobMonitor" attribute represents the status of a file download job and includes information the MnS consumer can use to monitor the progress and result of the file download job. The data type of this attribute is "ProcessMonitor". The following specialisations are provided for this data type for the file download job:
-	The "status" attribute values are "NOT_STARTED", "RUNNING", "CANCELLING", "FINISHED, "FAILED" and "CANCELLED". The values  "SUSPENDED" and "PARTIALLY_FAILED" are not used.
-	The MnS consumer can set the value of the "timer" attribute to specify the time by which the file download is expected to complete, i.e. to indicate how long the file is available for download. If the timer expires before the MnS producer has finished the job the "status" is set to "FAILED" and "resultStateInfo" is set to "TIMER_EXPIRED".
-	The "progessPercentage" attribute indicates how much percent of the file is already downloaded as measured by downloaded bytes from total file size in bytes.
-	No specialisations are provided for the "progressStateInfo" attribute. Vendor specific information may be provided though.
-	For the case that the "status" is equal to "FAILED" the "resultStateInfo" attribute shall indicate one of the following failure reasons: "UNKNOWN", "NO_STORAGE", "LOW_MEMROY", "NO_CONNECTION_TO_REMOTE_SERVER", "FILE_NOT_AVAILABLE", "DNS_CANNOT_BE_RESOLVED", "TIMER_EXPIRED", "OTHER".
-	For the case that the "status" is equal to "FINISHED" or "CANCELLED" no specialisations are provided for the "resultStateInfo" attribute. Vendor specific information may be provided though.
Once the job is complete with "jobStatus" equal to "FINISHED", "CANCELLED", or "FAILED" the MnS consumer shall delete the "FileDownloadJob". The MnS producer may also delete the "FileDownloadJob".
[bookmark: _Toc122537977]4.3.46.2	Attributes
	Attribute name
	S
	isReadable
	isWritable
	isInvariant
	isNotifyable

	fileLocation
	M
	T
	T
	T
	F

	notificationRecipientAddress
	O
	T
	T
	T
	F

	cancelJob
	M
	T
	T
	F
	T

	jobMonitor
	M
	T
	T
	F
	T



[bookmark: _Toc122537978]4.3.46.3	Attribute constraints
None.
[bookmark: _Toc122537979]4.3.46.4	Notifications
The common notifications defined in clause 4.5 are valid for this IOC, without exceptions or additions.

[bookmark: _Toc122537980]4.3.42.3	Attribute constraints
None.
[bookmark: _Toc58580394][bookmark: _Toc122537981]4.3.42.4	Notifications
The configuration notifications defined in clause 4.5.2 are valid for this IOC.
	5th    Change


[bookmark: _Toc122537982]4.3.47	ManagementDataCollection
[bookmark: _Toc58580419][bookmark: _Toc122537983]4.3.47.1	Definition
The ManagemenytDataCollection IOC is used to support the management capabilities for producing and reporting management data in clause 6.1 in TS 28.537 [X].
This IOC represents a management data collection request job. The requested data could be of kind Trace, MDT (Minimization of Drive Test), RLF (Radio Link Failure) report, RCEF (RRC Connection Establishment Failure) report, PM (performance measurements), KPI (end-to-end key performance indicators) or a combination of these. 
The attribute "managementData" defines the management data which shall be reported. This may either include a list of data categories or a list of management data identified with their name. For further details see clause 4.3.50. The "targetNodeFilter" attribute can be used to target object instance(s) producing the required management data. It is assumed that the consumer may not have detailed knowledge of the network and hence may not identify the exact object instance producing the required management data. In this case consumer can request management data, specified by 3GPP, produced by certain object instance (s) based on a particular location, the domain (CN or RAN) of theobject instances, and the handled traffic (CP or UP) of the object instances.
To activate the production of the requested data, a MnS consumer has to create a "ManagementDataCollection" object instance on the MnS producer. 
The MnS producer may derive multiple jobs ("PerfMetricJob", "TraceJob") from a single "ManagementDataCollection" job for collecting the required management data. If the MnS producer receives the collected data from multiple sources, it consolidates the data into a set of management data for reporting.
The attribute "collectionTimeWindow" specifies the time window for which the management data should be reported.
The attribute "reportingCtrl" specifies the method and associated control parameters for reporting the produced management data to MnS consumers. Three methods are available: file-based reporting with selection of the file location by the MnS producer, file-based reporting with selection of the file location by the MnS consumer and stream-based reporting.
The attribute "dataScope" configures, whether the management data should be reported per S-NSSAI or per 5QI, if applicable.
[bookmark: _Toc58580420][bookmark: _Toc122537984][bookmark: _Hlk70575558][bookmark: _Hlk70527993]4.3.47.2	Attributes
	Attribute Name
	S
	isReadable
	isWritable
	isInvariant
	isNotifyable

	managementData
	M
	T
	T
	T
	N/A

	targetNodeFilter
	M
	T
	T
	T
	N/A

	collectionTimeWindow
	M
	T
	T
	T
	N/A

	reportingCtrl
	M
	T
	T
	T
	N/A

	dataScope
	O
	T
	T
	T
	N/A



[bookmark: _Toc58580421][bookmark: _Toc122537985]4.3.47.3	Attribute constraints
None.
[bookmark: _Toc58580422][bookmark: _Toc122537986]4.3.47.4	Notifications
The common notifications defined in clause 4.5 are valid for this IOC. In addition, the following set of notifications is also valid.
	Name
	S
	Notes

	notifyFileReady
	M
	--

	notifyFilePreparationError
	M
	--





	End of Change



