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3	Rationale
The objectives of FS_MEC_ECM have been expanded to add the study of GSMA E/WBI requirements since 146-bis meeting. It is proposed to give a detailed analysis of GSMA E/WBI requirements defined in [2] and GSMA E/WBI APIs defined in [3] to see how SA5 could support and how SA5 may be influenced.
4	Detailed proposal
This contribution proposes to make the following changes in [1].
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6.1	KIs for NBI
6.1.1	Key Issue# 1: Issue for resource reservation
As described in clause 2.2.2.3 GSMA OPG [2], resource reservation is one of its NBI requirements, it indicates that,
1. The OP (Operator Platform) shall enable Application Providers to express the resource (e.g., compute, networking, storage, acceleration) requirements that the Application Provider wants to be guaranteed.
2. The NBI shall allow an Application provider to request a set of resources to be booked.
3. The NBI allows an Application Provider to reserve resources ahead of the application onboarding and unrelated to any specific application, only related to the Application Provider themselves. The NBI allows an Application Provider to consume the reserved resources when onboarding a new application, creating the association between the resources and the application (resources allocation). The NBI allows an Application Provider to delete their reservation.
TS 28.538 [6] defines the lifecycle management procedure for EAS with ETSI NFV MANO, while the resource reservation related to the ASP requirements is not specified in [6].
It is important to investigate the method for ASP to request the resource reservation. 
REQ-resource-reservation-1: ECSP management system shall have a capability allowing ASP to request resource reservation related to virtualisation resources (e.g., compute, networking, storage, acceleration).
REQ-resource-reservation-2: ECSP management system shall have a capability to reserve a set of resources for ASP unrelated to any specific application. 
Editor’s note: Resource reservation is FFS
	Next change


6.x	KIs for E/WBI
6.x.y	Key Issue#y: Issue for federation management
GSMA requirements related to federation management are divided into E/WBI requirements and Federation Manager Role requirements, which are introduced in clause 5.1.2 and clause 5.2.3 of [2] respectively. This KI mainly focuses on the analysis of Federation Manager Role requirements. 
GSMA E/WBI API definition [8] provides information on various API and associated parameters and data models to achieve GSMA federation requirements.
Table 6.x.y-1 concludes the Federation Manager Role requirements and related E/WBI APIs, and shows the comparison with 3GPP SA5 management capabilities. The requirement of Settlement is set for charging system and is therefore not shown in table below.
Table 6.x.y-1
	GSMA Federation Manager Role requirement and corresponding API 
	GSMA E/WBI API
	3GPP management capability
	Gap analysis

	Federation and platform interconnection – General:
This capability is achieved by the federation E/WBI interface; to interconnect OPs belonging to different operators, enterprises or others. The communication between federated entities shall support a distributed tracking mechanism that allows end-to-end tracking across these federated entities.(see clause 5.2.3.1.1 of [2])
	East/West Bound Interface Management API

	No MnS for federation Management
	GSMA defines East/West Bound Interface Management API (clause 3.1.1 of [8]) and OP data model (clause 3.1.1.7 of [8]) to realize the handshake between two OPs, while 3GPP TR 28.824 [12] has discussed the MnS consumer (i.e. API invoker) registration mechanism by reusing CAPIF. There could be an enhancement in 3GPP on (external) MnS consumer management to catch OP features.

	Federation and platform interconnection - Authentication/authorisation:
Federating OPs are likely to belong to different entities in different security domains. Therefore, the capability to exchange authentication and authorisation between federated OPs is required. (see clause 5.2.3.1.2 of [2])
	No API definition for Authentication/ authorisation
	Access control between MnS producer and MnS consumer (TS 28.533 [9])
	GSMA E/WBI API definition [8] doesn’t define API for Authentication/authorisation purpose. 3GPP describes the Access control between MnS producer and MnS consumer in clause 4.9 of TS 28.533 [9]. TR 28.817 [11] and TR 28.824 [12] discussed the access control for (external) MnS consumers, of which the normative work could be used to satisfy this requirement

	Resources management via interconnection:
One of the essential points to be solved through the federation interfaces is sharing the Resource Catalogue between instances. (see clause 5.2.3.3 of [2])
	[bookmark: _Toc106028660][bookmark: _Toc111043016]Availability Zone Information Synchronization Service API
	Provisioning MnS for network elements (TS 28.532 [10]) and network slices (TS 28.531 [13]) through exposure
	GSMA defines Availability Zone Information Synchronization Service API (clause 3.1.2 of [8]) to share and update specific information on the Availability Zone corresponding to an OP's Edge Cloud resources provided to another, while 3GPP defines Provisioning MnS for network elements and network slices in clause 11.1 of TS 28.532[10] to achieve the provisioning of network resources. For the use of Provisioning MnS between OPs, TR 28.824 [12] is studying the exposure of MnS to external MnS consumers (e.g. OPs), of which the normative work could be used to satisfy this requirement. Another gap here is that the management of Availability Zone hasn’t been studied in SA5, but it is out of SA5 scope.



In conclusion, there are two main gaps between GSMA requirements and SA5 management capabilities on federation management. One is the management of (external) MnS consumers (e.g. operator platforms), the other is the management of Availability Zone (as a kind of resources). The latter is out of SA5 scope. Therefore, one requirement for 3GPP is introduced below:
REQ-federation-management-1: 3GPP management system shall have a capability to manage the (external) MnS consumer, especially when the (external) MnS consumers are partner operator platforms.
Recommendation: 
· Federation and platform interconnection – General: GSMA E/WBI API definition has designed East/West Bound Interface Management API to achieve the federation interconnection management through which the features of partner OPs can be obtained by originating OP. Therefore, it is suggested 3GPP to evaluate whether it’s feasible to take East/West Bound Interface Management API as a baseline for managing of 3GPP network and add related reference in 3GPP specifications if needed. 
· Federation and platform interconnection - Authentication/authorisation: GSMA E/WBI API definition hasn’t given solutions for Authentication/authorisation during federation interconnecting. SA5 may actively coordinate the study outcome of access control with GSMA and evaluate whether the work can be reused by GSMA.
· Resources management via interconnection: GSMA E/WBI API definition has designed Availability Zone Information Synchronization Service API to achieve the management of Availability Zone (as a kind of resources). SA5 has defined Provisioning MnS for the management of resources (e.g. NR NRMs, 5GC NRMs, network slice NRMs), and the exposure of Provisioning MnS is still under discussion. SA5 may actively coordinate the study outcome of exposure with GSMA and evaluate whether the exposed Provisioning MnS can be reused by GSMA for the management of resources except Availability Zone.
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