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Decision/action requested

Please consider the presented rationale and endorse the proposals.
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Rationale

In 3GPP TS 23.501 [3] it is specified that a Non-Public Network (NPN) is a 5GS deployed for non-public use. An NPN may be deployed as:

-
a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or

-
a Public network integrated NPN, i.e. a non-public network deployed with the support of a PLMN.

The PLMN ID used for SNPNs is not required to be unique. Therefore, the combination of a PLMN ID and new type of identifier type, Network Identifier (NID), identifies an SNPN.
Public network integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated Data Network Names (DNNs), or by one (or more) Network Slice instances allocated for the NPN. A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG. CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s). A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID.

To support CAG, the UE may be pre-configured with an allowed CAG list and optionally. CAG list may also be used to specify the area scope for MDT collection in case of PNI-NPN.
RAN group expects the trace management system to support the following aspects for NPN according to RAN agreements [2]:
· support of signalling based MDT and Management based MDT for NPNs 

· support both immediate MDT and logged MDT for NPN

· user consent handling for NPNs
· area scope for NPNs

· support of NPNs in RLF Report and RCEF reports used for SON and MDT

The following observations have been made on the current specifications wrt the enhancements needed to support the above requirements from RAN and the proposals have been made.
Observation 1: There are no business level and specification level requirements for management system to support the NPN for signalling based and Management based MDT.

Observation 2: There are no business level and specification requirement for management system to support RLF and RCEF reports for NPNs.
Observation 3: Currently, the trace reference used to refer the trace sessions in the management systems are composed of MCC, MNC and Trace ID (Clause 5.6 in 32.422). This is not enough to meet the requirements for NPN (SNPN and PNI-NPN).
Observation 4: The validations for trace/MDT starting mechanisms in the management systems currently considers the MCC and the MNC from the Trace reference against the PLMN supported by all the cells for the area scope. With the introduction of NPNs, this procedure is not sufficient.
Observation 5: When several PLMNs are supported in the RAN, for starting Trace, the trace management system specifies that the NG-RAN node shall only select UEs where the target PLMN matches with the PLMN that the UE includes in RRCConnectionSetup message. To support NPNs, the trace management system shall match the PLMN along with the appropriate identifiers as well.
Observation 6: Currently, the area scope for MDT collection is specified by list of cells or list of Tracking Areas or list of tracking area identities. This is not sufficient to specify the area scope in case of PNI-NPN where closed access groups are specified for access control purposes.
Proposal 1: Requirements for business and specification level are added to support the signalling and management based MDT for NPNs.
Proposal 2: Requirements for business and specification level are added to support the RLFs and RCEFs for NPNs.

Proposal 3: The trace reference shall be enhanced with appropriate identifiers for SNPN and PNI-NPN respectively along with existing identifiers of MCC, MNC and the trace ID.
Proposal 4: In case of NPN, the validations in the management systems for trace/MDT starting mechanisms should include appropriate identifiers in case NPNs. NID shall be included for SNPN and CAG ID shall be included for PNI-NPN.
Proposal 5: With support to NPNs for MDT collection, the trace management system shall specify that the NG-RAN node shall only select UEs where the combination of pLMNTarget and NIDTarget/CAGID respectively for SNPN and PNI-NPN.
Proposal 6: The Area Scope parameter shall be enhanced with a list of CAG IDs to define the area scope for the collection of the MDT.

4
Detailed proposal

The problem statements are proposed to the TR 28.837 in the companion contributions S5-232152 and S5-232154. The corresponding solutions are proposed in the companion contributions S5-232153 and S5-232155.
