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1	Overall description
3GPP SA thanks GSMA OPAG for their LS on Network federation interface for Telco edge consideration and supports the collaboration efforts in order to avoid market fragmentation.
3GPP SA has coordinated with 3GPP SA WGs on this topic and the following is the feedback:
Feedback from 3GPP SA6:
3GPP SA6 has studied in Release 18, the enhancement to edge enabler layer in 3GPP TR 23.700-98 which addresses concepts of federation. SA6 has developed key issues and solutions which addresses the concept of federation and need some feedback on whether the study addresses the EWBI interface and APIs supporting federation concept proposed by GSMA OPAG. 
SA6 asks GSMA OPAG and OPG to provide their feedback on 3GPP TR 23.700-98 in view of EWBI for supporting federation.

Feedback from 3GPP SA3:
Regarding clause 5 of East West Bound Interface (EWBI) APIs PRD, i.e. “Transport Level Security (TLS) shall be used to support the security communication between the OPs. The access to the E/WBI APIs shall be authorized by means of OAuth2 protocol (see IETF RFC 6749 [4]), based on local configuration, using the "Client Credentials" authorization grant. If OAuth2 is used, a client, prior to consuming services offered by an OP E/WBI APIs, shall obtain a "token" from the authorization server.”, SA3 has discussed in the details and provides the following feedbacks:
1. It would be better to give the details on how to define the procedures of the OAuth2 protocol and Client Credentials, such as which network function will take the OAuth Authorization server role, what will be included in the token, the details for the Client Credentials, etc. TS 33.501 clause 13.4 may be referred here for the details.
2. In general, OAuth2 protocol is an optional feature. And its usage will depend on the operator policy. Both the static authorization defined in TS 33.501 clause 13.3.0, and OAuth2 protocol can be selected to perform the authorization for 5G. Hence, SA3’s suggestion would be “The access to the E/WBI APIs shall be authorized by means of OAuth2 protocol (see IETF RFC 6749 [4]), or based on static authorization”.

Feedback from 3GPP SA5:
SA5 is looking into solutions to support requirements on east/west bound interface including edge federation in the edge computing management work and network slice management capability exposure in the management aspects of network slice management capability exposure work. SA5 would provide further updates as appropriate.

In addition, 3GPP considers that "Edge Node Sharing" refers only to the case where compute resources are offered by the Partner OP to the Leading OP.
3GPP SA asks GSMA OPAG and GSMA OPG to consider the above feedback in their work and also provide further feedback on 3GPP work.
2	Actions
To GSMA OPAG and GSMA OPG
ACTION: 	3GPP SA asks GSMA OPAG and GSMA OPG to consider the feedback from 3GPP SA WGs in their work and also provide further feedback on 3GPP work.

3	Dates of next TSG SA and SA WGs meetings
3.1	TSG SA meetings
SA#99                   21st March – 24th March 2023	Rotterdam, NL
SA#100e               13th June – 19th June 2023	e-meeting
3.2	SA2 meetings
SA2#154-AH-e        16th January – 20th January 2023 	e-meeting
SA2#155                 20th February – 24th February 2023 	Athens, Greece
3.3	SA3 meetings
SA3#109-ad hoc-e        16th January – 20th January 2023 	e-meeting
SA3#110                 20th February – 24th February 2023 	Athens, Greece
3.4	SA5 meetings
SA5#146 ad hoc        16th January – 20th January 2023 	e-meeting
SA5#147                 27th February – 3rd March 2023 	Athens, Greece
3.5	SA6 meetings
SA6#52-bis-e        11th January – 20th January 2023 	e-meeting
SA6#53                 27th February – 3rd March 2023 	Athens, Greece
