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1	Decision/action requested
The group is asked to discuss and approve the proposal.
2	References
[1]	 SP-220153: "New SID on Fault Supervision Evolution"
[2]	S5-225661: "TR 28.830 Fault supervision evolution"; v0.3.0
3	Rationale
This document describes the potential enhancement to interfaces in the FSEV study and interactions of anomaly event management in the 3GPP management system.
4	Detailed proposal
This document proposes the following changes in TR 28.830.
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4.3	Interface Description
4.3.x	Potential enhancements to interface in FSEV
The following aspects may be considered for enhancements to the interface in FSEV:
· New types of notifications, e.g. service failure prediction;
· Managed object enhancement which concerning multiple related managed objects, e.g., to reflect relations within these managed objects;
· Service and network impacts information;
· Root cause information enhancement to support different types of root causes, e.g. the property of root cause is changed from string to data type.
· Correlated information extension in addition to correlated alarm notifications, other data types e.g. performance data, KPIs, configuration data etc may be included in the notification.
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	End of change
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