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Background 
GSMA OPG thanks 3GPP SA2 for the LS on shared EHE and HR PDU session with SBO in V-PLMN. 
Firstly, GSMA OPG would like to clarify that the OP is a conceptual model specifying the behaviour of edge computing systems that share resources among their subscribers. An OP is described in terms of roles, such as Service Resource Management, Federation Management, and Capabilities Exposure, but specific functional entities are not mandated. An OP manages Cloud and Network Resources, on which applications can be deployed for subscribers and which can be shared with partner OPs.  
The focus of the OP model is sharing resources between edge computing systems owned by different Operators who do not share a trust domain, and providing an edge computing model to applications without excessive complexity.
Figure 1 shows this architecture, depicting two partner OPs in a federation. Each OP manages Cloud Resources, which can host application services labelled “EAS” in the figure. The EAS boxes can be assumed to model multiple EASs in each case. The EASs are shown in Edge Nodes, which can be thought of as server clusters. An OP attempts to allocate server resources in an Edge Node that is appropriate in location to its user.
[image: ]
Figure 1: Federation architecture for two partner OPs

In Figure 1, each OP manages the edge nodes and the resources/services deployed in the edge nodes. Operator B’s Edge Node is assumed to be in the South Region, Operator A’s Edge Node in the North Region, and the subscriber (the User Client/Application Client, or UC/AC), who is a customer of Operator B, is located in the North Region.
Additionally, Operator A shares its edge node with Operator B in the North Region so that Operator B’s users can consume applications and services from Cloud Resources that are close by. Sharing an Edge Node means that Operator A deploys applications on cloud resources in its Edge Node as requested by Operator B and provides an application endpoint to Operator B. In this process, Operator A does not relinquish control or management of its Edge Node to Operator B.
In the course of sharing, location information is provisioned on Operator A in terms of Availability Zones as per clause 3.3.2 in GSMA PRD OPG.02 in order to allow Operator A to select appropriate cloud resources.
1. The labels on the arrows in the above figure depict the steps of this process. It makes requests of Operator B, and receives responses from Operator A, via the EWBI.
2. UC of Operator B discovers the application endpoint information by interacting with OP B supporting the North Region.
3. AC connects to the EAS deployed in shared edge node to consume application services in the North Region. 
GSMA OPG plans to bring CRs in the future PRD versions to clarify some concepts and the following can be considered for clarification:
Edge site: A physical location where an edge node is deployed.
Edge Node: A resource in a physical data centre. The term Edge Node used in context with the Edge Node Sharing refers to the compute resources offered by the Partner OP to the Leading OP. The Leading OP may use such resources to serve its own end users in scenarios such as not having the edge clouds footprint in locations where the end users requesting access to edge services but a Partner OP is offering edge cloud resources in those locations.
Edge resources: Sum of compute, network, and storage capabilities made available for load deployment and processing in edge nodes. 

Response to 3GPP SA2 questions
3GPP SA2:

A. Topology hiding requirement
According to GSMA OPG.02 v2.0:

2.3 High-Level Security Requirements
The OP architecture shall comply with the following security requirements:
1. The OP shall expose operator network functions and resources data (e.g., compute and storage) following the 'need-to-know' principle and only for the legitimate scenarios expected in the PRD.
2. The OP shall expose operator network functions and resources data (e.g., compute and storage) following the 'need-to-know' principle and only for the legitimate scenarios expected in the PRD.
3. The OP shall not expose its configuration data and internal topology (referred to as topology hiding).

During the FS_EDGE_Ph2 study item, some solutions based on the exchange of Edge Application Server (EAS) Deployment Information (EDI) between PLMNs have been developed to support the deployment of Edge Node Sharing. In these solutions, the EDI is used by the serving PLMN to discover the EAS located in another hosting PLMN. Currently, the EDI is as the list of the following parameters

	Parameters
	Description

	DNN
	Data Network Name (See TS 23.501 of the EAS.
[optional]

	S-NSSAI
	Single-Network Slice Selection Assistance Information (see TS 23.501) of the EAS.
[optional]

	External Group Identifier/Internal Group Identifier
	Group ID for the EAS.
[optional]
NOTE: The AF may provide External Group Identifier, and NEF can map the External Group Identifier into Internal Group Identifier according to information received from UDM.

	Application ID
	Identifies the application for which the EAS Deployment Information corresponds to.
[optional]

	FQDN(s)
	Supported FQDN(s) for application(s) deployed in the Local part of the DN.

	DNAI(s)
	Data Network Access Identifier(s) for the EAS. The Application Function (AF) can provide DNAI to indicate potential locations of applications (see TS 23.501 clause 5.6.7) so that the SMF can select a proper UPF to help the local access.
[optional]

	DNS Server Information
	list of DNS server identifier (consisting of IP address and port) for each DNAI.
[optional]

	EAS IP address range Information
	IP address(es) of the EAS(s) in the Local part of the DN or the IP address ranges (IPv4 subnetwork(s) and/or IPv6 prefix(es) of the Local part of the DN where the EAS is deployed for each DNAI.
[optional]



SA2 would like to ask GSMA OPG the following: 
· Q1. Do they see any issues with the exchange of EDI among PLMNs?
· Q2. What is the definition of internal topology? What information of the EDI, if any, can be exchanged among PLMNs without breaking the topology hiding requirement?
· Q3. Whether the SLA between PLMNs can help to exchange above information?

GSMA OPG: 

As described above in the background clause, in the Edge Node Sharing scenario it’s the same operator (operator B) that handles the discovery of the EAS and the deployment and management of the EAS including for the case were the Edge resources are provided by a partner (operator A).
Edge Node Sharing requires an SLA between the 2 parties outlining for example the location/availability zones of the cloud resources and networking aspects. The SLA may also contain e.g. information on the DNS to use in certain locations.   
The Application Provider may communicate with Operator B’s OP and need not be aware of the partner (operator A) providing the shared Edge resources. 
There seems to be no need for the partner (operator A) OP to know or communicate the information in the EDI information via EWBI to operator B. 
Answer to Q1:  In general sharing DNN, S-NSSAI and DNS between operators should not be a problem, as these are available in IR.21, or will be part of a roaming contract. Sharing Application ID, FQDN and External Group ID should also be ok.
The Internal Group Identifiers and the DNAIs are internal configurations in the serving network and it’s not clear why they need to be exposed outside the PLMN.
Note that in the Edge Node Sharing scenario the partner operator only provides the Edge Resources and has no knowledge of the DNN, S-NSSAI, DNAI etc.   
Answer to Q2: The requirements in PRD OPG.02 apply to the OP internal architecture e.g. for communication over EWBI between different OP instances. See answer to Q1 above for more details on the specific parameters in in the EDI.
Answer to Q3:  An SLA would enable PLMNs to exchange information defined in the SLAs as allowed by applicable laws and regulation.
   
3GPP SA2:
B. Charging for EAS in shared EHE
SA2 is discussing solutions in which the PLMN serving the UE routes the traffic to another PLMN’s EHE, without involving any 5G NFs in the other PLMN, i.e., no UPF/SMF in the other PLMN will be involved.
SA2 would like to ask GSMA OPG the following: 
· Q4. Are the normal online and offline charging models expected to be applied to this scenario?
· Q5. Do they have any additional considerations on the charging aspect?

GSMA OPG: 
Answer to Q4: Yes, normal online and offline end user charging mechanisms are expected to be applied for Edge Node Sharing. As described above the serving operator (operator B) is in full control of this. 
Answer to Q5:  In addition to and separate from end user charging, the partner (operator A) may charge the serving operator (operator B) for the usage of Edge resources as defined in PRD OPG.02 clause 5.1.5. Furthermore, the serving operator (operator B) may in turn charge the Application Provider for usage of resources. Charging solutions for Edge Resource usage is assumed to be in the scope of 3GPP SA5.

3GPP SA2:
C. Edge application relocation
SA2 are discussing edge relocation to support shared EHEs among different PLMNs. 
SA2 would like to ask GSMA OPG the following: 
· Q6. Is EAS relocation between different PLMN’s EHE in edge node sharing scenario? 

GSMA OPG: 
In the Edge Node Sharing scenario described in the background above where the operator B uses a partners (operator A) Edge resources in one region and its own Edge resources in another region relocation between those regions are expected to be supported.
The case of relocation from one serving operator (operator B) to another serving operator (operator A) is currently FFS. 
See GSMA PRD OPG.02 clause 2.2.7.3 for further details.  
Answer to Q6: Yes, relocation with change of edge site while the UE remain connected to a serving network is expected to be supported. One or both of the edge sites may be an Edge Node Sharing site where a partner provides the Edge Resources. As described in the Background clause above, in Edge Node Sharing, although EHE are deployed in different PLMNs, but the management and control of EHEs are all under UE’s serving PLMN, from UE’s serving PLMN’s perspective the relocation should be the same as relocation between EHEs of UE’s serving PLMN.
  
Actions to 3GPP SA2
GSMA OPG kindly requests 3GPP SA2 to take the above information into account.

NEXT MEETINGS: 
OPG calls – every week
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