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1	Decision/action requested
The group is asked to discuss and approve the proposals.
2	References
None
3	Rationale
[bookmark: _Toc524946561]This pCR revisits the approved pCR S5-225865 to address comments received
From Vodafone:
Regarding this paragraph:
1. Latency between the DSO’s device and the DSO’s server the device is communicating with[an average for the third party's network traffic];
The latency between the DSO’s device and the DSO’s server is known by the DSO, as is the DSO the actor that can measure it accurately, so it should be actually the other way around, the DSO should provide this info to the MNO to raise a problem if the latency is too high.
[Samsung_AK-0822]: That is an existing text from TR and not a change proposed as part of this pCR. But I agree with you on this particular aspect and in our view there seem to be some other changes that are required (not planned for this meeting) in that section of TR. So I suggest we shall do such modifications for entire section in next meeting after more careful examination. What you think ?
Agree on having a careful review for next meeting.  

Discussion:

6.5.3 concerns reporting from MNO to DSO. The requirements in this section were written in terms of end-to-end reporting, which is incorrect. The MNO can only report on behavior of the 5G system - from the UE to the network , and not from the application in the UE to the AS. This is why the requirements in this are rewritten.

The FFSs are removed as these are treated in the solution in 7.1.2.1.

6.6.3 lacked detail on how measurements are made and reported by the DSO to the MNO. The text in 6.5.3 should have been added to 6.6.3, and so it is moved. Further clarifications have been added.

From EUTC (received off-line): 
· The document should state more clearly that the expectation of performance parameter values are expected also with the frequency informed from the DSO to the MNO, and should be provided to the DSO when the Thresholds are exceeded and during all the time the Threshold is not back to normal state.
Discussion:
The time period of threshold monitoring  is determined by the parameter 'monitorGranularityPeriod' which is available as an attribute of ThresholdMonitor IOC as defined in TS 28.622. It is sent by the MNO as an information in notification notifyThresholdCrossing as defined in TS 28.532..

The behavior described, the ability to define measurements for required metrics and their reporting and the ability to define threshold values for required metrics   for subsequent monitoring and notification  are supported by IOCs  perfMetricJob , ThresholdMonitor , NtfSubscriptionControl in TS 28.622. The configuration of notification type notifyThresholdCrossing is specified in TS 28.532. These all are used in the solution accordingly.

No change is made.
· The notification of Threshold ok or back to normal should be present in all cases. 
Discussion:
The behavior described, the ability to define a notification of crossing a threshold is supported by TS 28.622. Since we use the ThresholdMonitor  IOC this is available already. 

This is already supported explicitly in the solution in 7.1.2.1, see step 12.

No change is made.
· “Average” values mentioned in section 6.5.3, should be accompanied by some others that give a better representation of the statistics behind the average (at least, standard deviation, and the number of UEs of the DSO in the base station). 
Discussion:
Clarification is added to the requirements (6.5.3) requirement 2 and the solution (7.1.2.1) that metrics shall include sample size and distribution (i.e. standard deviation) to be of more value. Note that not all measurements relate to 'number of UEs of the DSO in the base station' as they are calculated over a range of data such as delay on the air interface. The value of the number of UEs supported in a cell or base station in a particular slice can be ascertained separately to provide context for the measurements. 
· The service is connected to the interface. If the DSO needs to ask for the data in a base station, the base station to which each UE is connected to, at any moment in time, should be known and accessible by the DSO through the interface in real time. 
Discussion:
The term 'real time' doesn't have a clear meaning in telecom standardization. A query / response interface is accessible at any time. The time granularity of the information returned i.e. reporting period can be ascertained by means of the ' ReportingCtrl' attribute as defined in TS 28.622.

No change is made.
4	Detailed proposal
The following change is proposed for TR 28.829 -040.

	First modification


[bookmark: _Toc112314406][bookmark: _Toc112314586][bookmark: _Toc112314643]6.5.3	Potential Requirements
1. The 5G mobile network management system shall according to mobile network operator policy expose standarized interfaces to authorized third parties that provide the ability to initiate and terminate requests for monitoring including the configuration of the monitoring (e.g. monitoring report interval, monitoring measurement period granularity, location of interest, etc.)
Editor's Note: 	The details of performance monitoring configuration are FFS.
2. The 5G mobile network management system shall according to mobile network operator policy expose standardized interfaces to authorized third parties that provide a mechanism for the mobile network operator to send reports containing  required performance metrics measurements to the third party. The measurements in these reports shall be provided in a form such that it will be possible to ascertain the number of measurements made as well as the standard deviation of those measurements, in order to aid in the interpretation of the reported measurement.
3. The 5G mobile network management system shall support the following performance metrics exposure standardized interfaces to authorized third parties to monitor information according to the associated configuration:
a) Latency  between the DSO’s device and the DSO’s serverUE and the UPF, that is latency introduced by the RAN and the 5G CN, the device is communicating with[an average for the third party's network traffic]for a specific cell, base station or network slice;
Editor's Note: It is FFS how to define latency in the context of triggering an alarm.
b) Throughput [an average for the third party's network traffic];
c) Packet loss [an average for the third party's network traffic in the 5G system as per 28.552 [13]];
Editor's Note: It is FFS how to define packet loss in the context of triggering an alarm.
d) Service loss [an indication of any intervals in which there was a full loss of service for the third party (e.g. no communication service is possible for DSO due to a cell outage in MNO’s network.)].
	Next modification


[bookmark: _Toc112314410][bookmark: _Toc112314590][bookmark: _Toc112314647]6.6.3	Potential Requirements
Subject to operator policies, the 5G mobile network management system may support a means for authorized third parties that require extremely high availability for a large number of deployed UEs to provide network performance information by means of standardized interfaces to MNOs. The data model of the performance information provided by the third party to the MNO will be standardized and include at least the following elements: {measurement granularity, location of measurement, latency, packet loss, throughput.}
a) Latency between the DSO’s device and the DSO’s server the device is communicating with [an average for the third party's network traffic];
b) Throughput [an average for the third party's network traffic];
c) Packet loss [an average for the third party's network traffic];
NOTE 1: Packet loss can be determined by means of observation of ICMP and TCP control information for traffic, sending probes, etc. This methodology is out of scope of 3GPP.
d) Service loss [an indication of any intervals in which there was a full loss of service for the third party (e.g. no communication service is possible for DSO due to a cell outage in MNO’s network.)].
NOTE 12:	The information elements to include in the incident report will be defined and evaluatedfurther clarified during the 'solution definition' stage of this study.
NOTE 23:	The measurements provided by the third party can be acquired by means that are outside the scope of 3GPP. For example, where the third party is a DSO, measurements may be acquired from management MIBs of routers that are operated by the DSO. 
	Next modification
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	Next modification


[bookmark: _Toc112314419][bookmark: _Toc112314599][bookmark: _Toc112314656]7.1.2.1	Potential Solution #1: MNO exposes network performance monitoring
[bookmark: _Toc112314420][bookmark: _Toc112314600][bookmark: _Toc112314657]7.1.2.1.1	Introduction
This solution addresses Key Issue 1 and some of the requirements in 6.4 and 6.5. 
The solution assumes that DSO is an MNO trusted entity and can access MnSes provided by the 3GPP Management System. In this solution, the existing provisioning MnS and related NRM fragments are used. DSO uses ThresholdMonitor to configure the related threshold for various network performance requirements e.g latency, throughput, packet loss, cell/network availability etc. DSO also uses the NtfSubscriptionControl to subscribe for NotifyThresholdCrossing notifications. The management system monitors the network and delivers the notification when the measurement or KPI crosses the configured threshold limit.
Depending on the configuration of the monitorGranularityPeriod attribute of the ThresholdMonitor, the DSO can identify the frequency of the threshold to be checked, post which the notification will be sent.
The returned Measurements conform to the Measurement Template [x], which identifies each individual measured value distinctly. Thus, it is possible to ascertain from the report the number of samples per measurement as well as the distribution of the data (e.g. to compute the standard deviation.) 
[bookmark: _Toc112314421][bookmark: _Toc112314601][bookmark: _Toc112314658]7.1.2.1.2	Description


Figure 7.1.2.1.2-1: Monitoring Configuration Procedure
Editor's Note:	This clause further details the potential solution and any assumptions made.

1. DSO  sends createMOI request for perfMetricJob  IOC to Performance Assurance Producer.
2. createMOI response is sent by Performance Assurance Producer to DSO.
3. Performance Assurance Producer calculates the required measurements and KPIs as per request.
4. Performance Assurance Producer provides the required measurements and KPIs to DSO.
NOTE: It is possible to define the threshold for reporting in step 4 so that
5. DSO sends createMOI request for ThresholdMonitor IOC to Threshold Monitoring Producer.
a. The attribute performanceMetrics,  contains the measurements defined for each of the network performance requirements as required by DSO e.g latency, throughout, packet loss, availability etc.
b. It  also contains an attribute containing the location (Lat/long, TAC, cellid). This is used to scope the object instance to be monitored.
6.	  Threshold Monitoring Producer  creates the MOI.
7.	  createMOI response is sent by Threshold Monitoring Producer to DSO.
8.	  DSO sends createMOI for NtfSubscriptionControl IOC to Threshold Monitoring Producer.
a. The attribute notificationRecipientAddress  contains the address of the notification recipient i.e. DSO.
      9.	  Threshold Monitoring Producer  creates the MOI.
    10.	  createMOI response is sent by Threshold Monitoring Producer to DSO.
    11.     Threshold Monitoring Producer checks for threshold crossing based on the current state of the related    performance measurement.
    12.	Threshold Monitor Producer sends notifyThresholdCrossing notification to DSO if the performanceMetrics     value crosses the configured thresholdValue.  
Editor’s Note: This solution requires measurement and KPI to be defined for each network performance requirement as required by DSO. 
Editor’s Note: The relevance of this solution with NPN and NSCE studies is FFS.
	End of modification
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