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1 Decision/action requested
The group is asked to discuss and endorse the proposal in section 4
2	References
[1]	SP-220324 " New Study on Management Aspects of 5GLAN "
[2]             3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]             3GPP TS 22.261: "Service requirements for next generation new services and markets; Stage 1".
3	Rationale
This contribution proposes to update potential solutions and evaluations for Topic 1 and Topic 2 of FS_5GLAN_Mgt for TR 28.833.

4	Detailed proposal
It proposes to make the following changes.
	1st  Change



5	Topics
5. 1	Topic 1: 5G VN group data management 
5.1.1	Use case
5G LAN-type services are provided for the customers who request services with similar functionalities to Local Area Networks (LANs) and VPN’s but improved with 5G capabilities (e.g. high performance, long distance access, mobility and security). To support 5G LAN-type services, 3GPP management system may need to support the management of 5G VN group (e.g. configuration of service area where 5G VN group communication is applicable to the UEs). 
As defined in TS 23.501 [8], the 5G VN group configuration is either provided by OAM or provided by an AF to the NEF. It means the 5G VN group parameters about a UE may be configured in subscription data of the UE and delivered together with other subscription data by the UDM for supporting 5G LAN service. For the configuration for 5G VN group data management, the 3GPP management system can support the 5G VN group data management, including:
· The configuration for 5G VN group data creation based on External Group ID.
· The configuration for 5G VN group data modification based on External Group ID.
· The configuration for 5G VN group data deletion based on External Group ID.

[bookmark: _Toc107611256]5.1.2	Potential requirements
REQ-LAN-GDM-01 The 3GPP management system should have the capability to manage the 5G VN group data creation.
REQ-LAN-GDM-02 The 3GPP management system should have the capability to manage the 5G VN group data modification.
REQ-LAN-GDM-03 The 3GPP management system should have the capability to manage the 5G VN group data deletion.
REQ-LAN-GDM-04 The 3GPP management system should have the capability to manage the 5G VN group membership update, UE addition and removal based on External Group ID.

[bookmark: _Toc107611257]5.1.3	Key Issues 
This key issue is for investigating how to support the 5G LAN-type service considering REQ-LAN-GDM-01, REQ-LAN-GDM-02, REQ-LAN-GDM-03 and REQ-LAN-GDM-04. This investigation covers the following:
-	determination of which NF in the 5G system are suitable to maintain the related information to support the 5G VN group management;
-	Member management of 5G LAN-type services customer, e.g. membership update, UE addition and removal based on External Group ID.
[bookmark: _Toc107611258]5.1.4	Solutions
[bookmark: _Toc89690023][bookmark: _Toc107611259]5.1.4.2	General description
This clause describes briefly the potential solution for supporting the 5G VN group data management.
As per the TS 23.501[6], in order to support the 5G VN Group management configurated by OAM, the following configuration are allocated to UDM:
-	5G VN Group identification and membership:
-	the UDM allocates the Internal Group ID for a newly created 5G VN Group and maps the External Group ID from OAM to Internal Group ID.  
-	the UDM updates the Internal Group ID-list of the corresponding UE's subscription data in UDR, if needed.
-	The UDM updates the Group Identifier translation in the Group Subscription data with the Internal Group ID, External Group ID and list of group members, if needed.
-	5G VN Group data: The UDM stores/updates the 5G VN group data (PDU session type, DNN and S-NSSAI, Application descriptor, Information related with secondary authentication / authorization) in UDR.
In this solution, the 5G LAN-type services can be provided by operator for a set of UEs using private communication as a 5G VN group. These configuration information interactions between OAM and UDM is present as the following:  
-	Addition of 5G VN group; 
-	Modification of 5G VN group; 
-	Deletion of 5G VN group; 

[bookmark: _Toc107611260]5.1.4.3	Procedure description

5.1.5	Evaluation
The solution #5.1.4 addresses Key issue #5.1.3, describe how to configure the 5G VN group data creation based on External Group ID. Currently, the configuration can be allocated to the NRM IOC of UDMFunction, which can allocate the Internal Group ID for a newly created 5G VN Group and maps the External Group ID from OAM to Internal Group ID.
This solution with no impact on the OAM configuration procedure, operation. New parameters for 5G VN Group service are required to added to the NRM IOC of UDMFunction.
5.1.6	Conclusion
It is concluded to use the solution #5.1.4, that the OAM may require to allocate the 5G VN group management configuration to the NRM IOC of UDMFunction directly, including the 5G VN group addition/modification/deletion. 


[bookmark: _Toc107611200][bookmark: _Toc107611263][bookmark: _Toc103779601][bookmark: _Toc107611264]5.2	Topic 2: PDU Session management
[bookmark: _Toc103779602][bookmark: _Toc107611265]5.2.1	Use case
The session management is applicable to 5G LAN-type services with clarification and enhancement. For example, SMF may support PDU Sessions for a 5G VN group, which offers a virtual data network capable of supporting 5G LAN-type service over the 5G system. The whole PDU sessions belong to the 5G VN group need to select the same SMF based on network configuration. But how to configure to select the same SMF based on network configuration has not defined yet. The 3GPP management system should have the capability to manage the PDU Session for providing 5G LAN-type services, including:
-	A UE gets access to 5G LAN-type services via a PDU Session of IP PDU Session type or Ethernet PDU Session type.
-	A PDU Session provides access to one and only one 5G VN group. 
-	A dedicated SMF is responsible for all the PDU Sessions for communication of a certain 5G VN group. 
-	A PDU Session provides unicast, broadcast and multicast communication for the DNN and S-NSSAI associated to a 5G VN group.

[bookmark: _Toc107611266]5.2.2	Potential requirements
REQ-LAN-PDU-01 The 3GPP management system should have the capability to manage the PDU Session for providing 5G LAN-type services.

[bookmark: _Toc107611267]5.2.3	Key Issues 
[bookmark: _Toc107611268]5.2.3.1	Description

This key issue is for investigating how to support the 5G LAN-type service considering REQ-LAN-PDU-01. This investigation covers the following:
-	which types of PDU session shall be supported for  5G LAN-type services by 5G network.
-	identification and classification of the PDU sessions for communication of a certain 5G VN group;
-	determination of which and how NF in the 5G system are suitable to perform and maintain the related information of the PDU session management to support 5G LAN-type service;
-	hHow management configuration(s) can keep the same SMF selected during PDU session establishment for a 5G VN group.

5.2.4	Solutions
5.2.4.1			Potential solution on Information model for DNN/S-NSSAI of SMF
As described in clause 5.29.3 of TS 23.501-h50, a UE gets access to 5G LAN-type services via a PDU Session established by a dedicated SMF. And, the network is configured so that the SMF is selected for a certain 5G VN group, which the SMF will register on the NRM with DNN/S-NSSAI. So, a DNN and S-NSSAI is associated with a 5G VN group. This certain SMF is identified during PDU session establishment process with the DNN/S-NSSAI used for a given 5G VN group. The PDU session establishment procedure for a UE to access the 5G LAN-type service is described in TS 23.502. 
Session management as defined for 5GS in clause 5.6 of TS 23.501 is applicable to 5G-VN-type services with the following clarification and enhancement:.
 -	A UE gets access to 5G LAN-type services via a PDU Session of IP PDU Session type or Ethernet PDU Session type.
-	A PDU Session provides access to one and only one 5G VN group. The PDU Sessions accessing to a certain 5G VN group should all anchor at the same network, i.e. the common home network of 5G VN group members.
-	The SM level subscription data for a DNN and S-NSSAI available in UDM, as described in clause 5.6.1 of TS 23.501 [1], applies to the DNN and S-NSSAI associated to a 5G VN group.
-	Session management related policy control for a DNN and S-NSSAI as described in TS 23.502 [3], is applicable to the DNN and S-NSSAI associated to a 5G VN group. This includes also usage of URSP, for the UE to determine how to route outgoing traffic to a PDU Session for the DNN and S-NSSAI associated to a 5G VN group.
-	Session and service continuity SSC mode 1, SSC mode 2, and SSC mode 3 as described in clause 5.6.9 are applicable to N6-based traffic forwarding of 5G VN communication within the associated 5G VN group.
-	A PDU Session provides unicast, broadcast and multicast communication for the DNN and S-NSSAI associated to a 5G VN group. The PSA UPF determines whether the communication is for unicast, broadcast or multicast based on the destination address of the received data, and performs unicast, broadcast or multicast communication handling.
-	During the PDU Session Establishment procedure, the SMF retrieves SM subscription data related to 5G-VN type service from the UDM as part of the UE subscription data for the DNN and S-NSSAI.
-	In order to realize N19 traffic routing, the SMF correlates PDU sessions established to the same 5G VN group and uses this to configure the UPF with the group level N4-session including packet detection and forwarding rules for N19 tunnelling forwarding.
User Plane management as defined for 5GS in clause 5.8 of TS 23.501 is applicable to 5G LAN-type services with the following clarifications:
-	There are three types of traffic forwarding methods allowed for 5G VN communication:
-	N6-based, where the UL/DL traffic for the 5G VN communication is forwarded to/from the DN;
-	N19-based, where the UL/DL traffic for the 5G VN group communication is forwarded between PSA UPFs of different PDU sessions via N19. N19 is based on a shared User Plane tunnel connecting PSA UPFs of a single 5G VN group.
-	Local switch, where traffic is locally forwarded by a single UPF if this UPF is the common PSA UPF of different PDU Sessions for the same 5G VN group.
-	The SMF handles the user plane paths of the 5G VN group, including:
-	The SMF may prefer to select a single PSA UPF for as many PDU sessions (targeting the same 5G VN group) as possible, in order to implement local switch on the UPF.
-	(if needed) Establishing N19 tunnels between PSA UPFs to support N19-based traffic forwarding.
-	For Ethernet PDU Session, the SMF may instruct the UPF(s) to classify frames based on VLAN tags, and to add and remove VLAN tags, on frames received and sent on N6 or N19 or internal interface ("5G VN internal"), as described in clause 5.6.10.2 of TS 23.501. 

The NRM IOC of SMFFunction is specified in clause 5.3.2 of TS 28.541. The attributes of managedNFProfile in SMFFunction IOC can include smfinfo of the configured SMF to serve a 5G VN group communication. So as the DNN/S-NSSAI for the SMF serving a 5G LAN-type communication service can be provided based on current definition of NRM IOC for SMFFunction. 

5.2.4.3	Procedure description
In order to support the 5G VN Group management configurated by OAM, the procedure of management of the PDU session of 5G VN Group configuration for network function is following. 
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Figure 5.2.4.3 Procedure of management of the PDU session of 5G VN Group configuration for network functions
1.	The management service provider after received the 5G LAN-type service requirements from customers can allocate the 5G LAN-type service request to the management service provider, which may be the management function of network functions, including External Group Id and 5G VN group configurations.
2.	The management service customer allocates the 5G LAN-type service configuration to the specific network functions (e.g. AMF/SMF/NRF/UDM). The attributes of managedNFProfile in network functions’ IOC can include the information of 5G VN group related information and the correspondence between the 5G VN group ID and the supported SMFs.
3.   The management service customer  sends respond to the management service provider.

5.2.5	Evaluation
The solution #5.2.4 address Key issue #5.2.3 with no impact on the OAM configuration procedure, operation. The parameters to SMF function based on current NRM model for SMF. Some clarification of SMF on use of those parameters may be needed for 5G VN group communication service when this SMF instance is selected to serve this 5G VN group communication. For example, the attributes of managedNFProfile in SMF IOC can add a new attribute as an option information of 5G VN group to serve a 5G VN group communication definded in TS 28.541.
Since the DNN/S-NSSAI can be used by SMF to completely identify the PDU session establishment for 5G VN group communication, the identifiers can be also used for classification of the PDU sessions for communication of a certain 5G VN group. 
No other parameters are identified to support 5G VN group communication for SMF function and UPF function in NRM model.
5.2.6	Conclusion
It is concluded that the identification of 5G VN group maintained by SMF function should be a configurable parameter in NRM IOC.
	End of Change
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