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1	Decision/action requested
[bookmark: _Hlk64897434]Include the proposed text in TR 28.824
2	References
[bookmark: _Hlk83628987][1]		3GPP TR 28.824: "Study on network slice management capability exposure"

3	Rationale
In TR 28.824 [1], diagrams illustrating interactions between stakeholders during network slice ordering, provisioning and assurance exist in various places:
· Clause 4.1.1.4.2 (Exposure scenarios)
· Clause 4.1.3.2 (Use case No.1: simple case)
· Clause 4.1.3.3 (Use case No.2: partners involved)
· Clause 5.5 (Exposure of network slice as a product)
· 5.5.1.1 (Sub-use case 1: NSP and NOP played by the same organization)
· 5.5.1.2 (Sub-use case 2: NOP role played simultaneously by different organizations)
· Clause 5.6 (Exposure of network slice as a service)
· 5.6.1.1 (Sub-use case 1: NSP and NOP play by the same organization)
· 5.6.1.2 (Sub-use case 2: NOP role played simultaneously by different organizations)
From these use case specific architectures, it is possible to derive a reference architecture valid for all use cases, by merging the use case specific architectures.
This pCR proposes to introduce this reference architecture into TR 28.824 [1] clause 8 (Conclusion and Recommendation).
4	Detailed proposal
	First change



[bookmark: _Toc107775497]8	Conclusion and Recommendation
[bookmark: _Toc107775498]8.X	Issue #XReference Architecture for network slice ordering, provisioning and assurance
8.X.1	Conclusion
From the use case specific architectures depicted in:
# Clause 4.1.1.4.2 (Exposure scenarios)
# Clause 4.1.3.2 (Use case No.1: simple case)
# Clause 4.1.3.3 (Use case No.2: partners involved)
# Clause 5.5 (Exposure of network slice as a product)
- 5.5.1.1 (Sub-use case 1: NSP and NOP played by the same organization)
- 5.5.1.2 (Sub-use case 2: NOP role played simultaneously by different organizations)
# Clause 5.6 (Exposure of network slice as a service)
- 5.6.1.1 (Sub-use case 1: NSP and NOP play by the same organization)
- 5.6.1.2 (Sub-use case 2: NOP role played simultaneously by different organizations)
, it is possible to derive a reference architecture valid for all use cases, by merging the use case specific architectures.

[image: ]
[bookmark: _Hlk116897414]Figure 8.X.1-1: Reference architecture for network slice ordering, provisioning and assurance.

The interfaces present in this reference architecture are:
- Inter-organization interfaces (represented East-West):
- Between the Customer and the Service Provider:
- Interface ITF-1 to:
- create a product (e.g. network slice) order,
- retrieve information concerning a product (e.g. network slice) order,
- update a product (e.g. network slice) order,
- delete a product (e.g. network slice) order;
Candidate APIs for Interface ITF-1 include, but are not limited to, TMF API 622 (Product ordering), in which case entities managed via this interface include ProductOrder, ProductOrderItem, etc. defined in TMF 622 [2].
- Interface ITF-2 to:
- enable the Service Provider to expose, from its Service Management Layer, network slice management capabilities to the Customer;
[bookmark: _Hlk114835315]Candidate APIs for Interface ITF-2 include 3GPP TS 28.531, TS 28.532, TS 28.545, TS 28.550.
Entities managed via the Interface ITF-2 include NetworkSlice (cf. TS 28.541 [9]).
At the Service Provider’s side of Interface ITF-2, the Exposure Governance Management Function (EGMF) governs the network slice management capabilities exposure.

- Between the Service Provider and its Partner(s):
- Interface ITF-5 to:
- create a product order,
- retrieve information concerning a product order,
- update a product order,
- delete a product order;
Candidate APIs for Interface ITF-5 include, but are not limited to, TMF API 622 (Product ordering), in which case entities managed via this interface include ProductOrder, ProductOrderItem, etc. defined in TMF 622 [2].
- Interface ITF-6 to:
- enable the Partner to expose, from its Service Management Layer, network slice management capabilities to the Service Provider;
Candidate APIs for Interface ITF-6 include 3GPP TS 28.531, TS 28.532, TS 28.545, TS 28.550.
Entities managed via the Interface ITF-6 include NetworkSlice (cf. TS 28.541 [9]).
At the Service Provider’s side of Interface ITF-6, the Exposure Governance Management Function (EGMF) governs the network slice management capabilities exposure.
- Intra-organization interfaces (represented North-South), internal to the Service Provider:
- Between its BSS and its OSS/SML
- Interface ITF-3 to:
- create a service order,
- retrieve information concerning a service order,
- update a service order,
- delete a service order;
Candidate APIs for Interface ITF-3 include, but are not limited to, TMF API 641 (Service ordering), in which case entities managed via this interface include ServiceOrder, ServiceOrderOrderItem, etc. defined in TMF 641 [3].
- Between its OSS/SML and its OSS/NML
- Interface ITF-4 to:
- create a network slice / network slice subnet,
- retrieve information concerning a network slice / network slice subnet,
- update a network slice / network slice subnet,
- delete a network slice / network slice subnet,
- collect PM and FM data concerning a network slice / network slice subnet;
Candidate APIs for Interface ITF-4 include, 3GPP TS 28.531, TS 28.532, TS 28.545, TS 28.550.
Entities managed via the Interface ITF-4 include NetworkSlice, NetworkSliceSubnet, etc. (cf. TS 28.541 [9]).

NOTE: in order not to create confusion, especially for external readers, it has been proposed in Figure 8.X.1-1 to rename interfaces, since interfaces Type-A and Type-B, used elsewhere in this TR, could be mixed up with MnS Component Type-A, Type B, Type C, defined in TS 28.533; similarly, interfaces Type-1 and Type-2, used elsewhere in this TR, could be mixed up with interfaces type 1, 2, etc. defined in TS 32.101.

8.X.2	Recommendation
It is recommended that the architecture depicted in clause 8.X.1 be included in a normative TS, as the Rel-18 reference architecture for network slice ordering, provisioning and assurance. The above list of candidate interfaces / APIs is not exhaustive. Other organizations / open source projects / etc. may use this reference architecture with different interfaces / APIs.

	[bookmark: clause4]End of changes
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