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1	Decision/action requested
Approval
2	References
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3	Rationale
This contribution is proposed to provide potential solution for issue Exposure of management capabilities and corresponding managed resources under MNO-Vertical Managed Mode described in TR 28.907 [1] clause 5.5. Since there is a study item NSCE [2] taking research on the management capability exposure currently, the proposed solution in this contribution is aligned with content of [2].
4	Detailed proposal
This contribution proposes to make the following changes in [1].
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5.5.2	Potential solutions
5.5.x.1		Potential solution #1: Exposure via OSS under MNO-Vertical Managed Mode
5.5.x.1.1	Description
Systems and layers related to this solution are introduced in clause 5.6.1 of [x] and also explained as follows:
- BSS: Business Support System
- OSS: Operations Support System, made up of the three following sub-systems:
- SML: Service Management Layer
- NML: Network Management Layer
- EML: Element Management Layer
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Figure 5.5.x.1.1-1: Exposure via OSS
An illustration of the "product - service - network resource" layering in the context of NPN could be the following:
· NPN Service Provider offers an NPN Product as SNPN or PNI-NPN, for example:
· There can be several ways to implement this Product, one of them being via network slicing.
· Two possible services to support this NPN product:
· URLLC type network slicing over 5G NSA
· URLLC type network slicing over 5G SA
· Network resource
· For PNI-NPN network resource: The network resources include the PNI-NPN which is deployed across one PLMN and the vertical's premises (e.g. factory), can be seen as an end-to-end network composed of two differentiated segments: one public, consisting of a (R)AN and network functions built upon public 5GC network resources; and one private, consisting of network functions deployed using non-public 5G network resources.
· For SNPN network resource: The network resources include the SNPN which is deployed as an independent, isolated network. All SNPN network elements are located inside the logical perimeter of the vertical’s premises (e.g. factory) and the SNPN is separate from the PLMN.
Figure 5.5.x.1.1-1 illustrates the generic exposure process for NPN management via OSS under MNO-Vertical Managed Mode for PNI-NPN and MNO-Vertical Managed Mode for SNPN:
1. The product order request/respond between NPN-SC and NPN-SP via BSS. The product order may contain the requirements on the exposure of management capabilities and corresponding managed resources.
2. The service orders request/respond between NPN-SP BSS and NPN-SP OSS/SML. The service orders are decomposed from product order.
3. The exposed MnS consumption request/respond between NPN-SC and NPN-SP via OSS. The NPN-SC can consume the exposed management services directly from OSS/SML of NPN-SP to realize the management of NPN. A dedicated MnF (e.g. EGMF) may be responsible for the control of exposure governance. If CAPIF is not supported, the AF of NPN-SC is locally configured with the API termination points for each service. If CAPIF is supported, the AF of NPN-SC obtains the service API information from the CAPIF core function via the Availability of service APIs event notification or Service Discover Response as specified in TS 23.222 [y].
4. According to the exposed MnS consumption request, the OSS/SML of NPN-SP may request the consumption of corresponding MnS provided by OSS/NML of NPN-OP.
5. Similarly, the OSS/NML may further request the consumption of MnS provided by OSS/EML of NEP.
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