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1	Decision/action requested
The group is asked to discuss and approve the proposal.
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3	Rationale
The study of FSEV has been discussed for several meetings, including the background, concepts, relation with existing FM and PM etc, use cases and potential solutions, management framework, management requirements and potential interface impacts, etc. Some existing basic concepts are included in [2].
In [3] and [5], some concepts in FSEV study are discussed e.g., alarm, alarm notification, anomay event service failure prediction etc. It is observed that there are alarm notifications that may or may not require operator actions. Currently Tthere is no explicit prediction type of alarm nontifications but implicitly indicated by warning serverity level.
In [6], Alarm prediction solution was proposed according to the requirement REQ-FAILURE_PRED_MDA-03 in [7]. This requirement is as follows: MDA capability for failure prediction shall be able to provide the analytics output including predictions of potential service failures, as well as the possible recommendation actions to prevent failures.
Disccussion: It is not clear whether “alarm prediction” or “Service failure prediction” is the capability of fault management or MDA or both. If it belongs to MDA capabilities, then the “alarm prediction” items should be included in the “MDA report”, otherwise if it belongs to the fault management capability it should be included in the alarmInformationList etc instead. It is important because the decision will have impacts on FSEV management framework. If it is decided that there are no prediction capabilities of fault management, then it has to consume MDA services for such management capability.
Proposal: It is proposed to discuss whether the “Alarm prediction” or “Service failure prediction” belongs to the capability of MDA or fault management or both.
 It is also possible that some abnormal issues which require operator actions may not come up with alarm notifications, e.g. abnormal issues which may be identified from other related managed objects or from a higher level management functions. Existing alarm types are defined according to ITU-T X.733 [4], e.g. communications alarm, quality of service alarm, processing error alarm, equipment alarm, and environment alarm. From service impacts perspective, more abnormal types may be extended.
The terminology “anomaly event” is proposed as a new type of notification which can indicate issues which need operator actions [3]. It is identified based on processing of group of related alarm notifications and some other data sources, e.g. performance data, configuration data, historical data etc. Prediction type of “anomaly event” will be explicitly indicated with its own severity level.
In contributions from previous meetings, the use cases for anomaly event of service outage, performance degradation and 5GC data failure prediction were discussed.
Service outage is a typical anomaly issue in the network, e.g., multiple gNBs may be out of service simultaneously. Multiple domains will be involved and it will cause the End to End service outage. A large amount of alarms will be reported in RAN domain and CN domain. 3GPP management system need to identify the service outage issue from the large amount of alarms from multiple domains and report the issue and its recovering status to the MnS consumers. It may require some higher level management capabilities to transmit one aggregated anomaly event notification.
There are cases that performance degradation issue in a cell is caused by accessibility issue in another neighbouring cell. Multiple cells may generate a large number of alarms of performance degradation at the same time due to accessibility problem in one of the cells in a cluster. It is expected that the 3GPP management system could generate a single “anomaly event” according to the correlated alarm notifications and the performance data etc. Additional management capabilities are needed.
A failure of the 5G core network will affect data services on a large scale. The 3GPP management system should proactively predict 5GC service failure on the 5G core network in advance to ensure stable operations. This kind of risk prediction management capability should be specified explicitly.
If the new term “anomaly event” is adopted to cover the issues in the above use cases, some new management capabilities can be observed as follows:
· Anomaly event identification and automatically recovering in the domain management and cross domain management.
· Anomaly event transmission to request for further handling from the domain management to the cross domain management.
· Life cycle management of the anomaly event in the domain management and cross domain management, including anomaly event creation, update and clearance upon recovering.
· Anomaly event and its status monitoring, statistics, querying and subscription for both domain management and cross domain management.
4	Detailed proposal
It is proposed to discuss the potential new management capabilities as described in clause 3 based on the the new concept proposal of “abnormal event” in [3].
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4.2.x	Fault supervision evolution management capabilities 
“Alarm prediction” or “Service failure prediction” is a management capability for providing predictions of potential service failures. The fault supervision evolution may provide such capability itself or consume such capability of MDA. 
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