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1
Decision/action requested

The group is asked to discuss and agree on the proposal.
2
References

[1] 
3GPP TR 28.908-010 “Study on Artificial Intelligence/Machine Learning (AI/ ML) management”.
3
Rationale
This pCR is to add the UC and potential requirements on AI/ML Inference History. 
4
Detailed proposal
	Start of modification


5
Use cases, potential requirements and possible solutions

5.2
Event data for ML training

5.2.1
Description

In analytics solutions, Performance Measurements (PMs) and Fault Reports (FRs) from various network function are collected and analytics applied on the PMs and FRs to come up with statistical insights and predictions of events from the raw data. For most algorithms, the prediction accuracy depends upon the amount of relevant historical data, motivating the need to store ever more data, which correspondingly increases the storage and processing resource requirements. However, not all recorded data is useful as the derived events, e.g. captured through analytics processes, may have loss of information OR mis-information e.g., with respect to time of the event.

5.2.2
Use cases

5.2.2.1
Pre-processed event data for ML training
For AI/ML algorithms, a large amount of data points does not necessarily add value, e.g., if most of it includes biased data which ends up getting discarded during the pre-processing stages. Instead, the AI/ML algorithms need to have information-rich events data that is condensed but with most of it useful for the required training. For example, one could train an interference optimization solution that learns the best way to combat interference by looking at  counters of handover failures correlated with signal quality. However, for most of the time in the radio network, there will be no interference events, but this cannot be determined if the events are not captured form the data. As such all the data must be kept and used for training. However, the data could also be mined for the interference event or signatures thereof. Then an equivalent interference management solution could be trained using the interference signatures or the signatures combined with only a small amount of raw data.

It is as such necessary to provide means to isolate and store the information rich events in the network, to ensure that minimizing storage and processing costs by discarding the unnecessary raw data does not compromise the ability to and still avails adequate historical information to adequately train AI/ML applications. In other words it is necessary for network functions to their management system to generate data on about the observed network events, e.g., based on the criteria set by the Operator, which events can then be stored to be used later to train AI/ML applications.


Fig 2.2.1-1. Exposing and storing network events data

5.2.3
Potential requirements

REQ-EVENT-DATA-1
The 3GPP management system shall enable an authorized consumer to request from the network data producer for network events corresponding to the data produced by that network data producer.

REQ-EVENT-DATA-2 The 3GPP management system shall enable A network data producer to generate network events in place of or alongside the network data that they produce

REQ-EVENT-DATA-3 The 3GPP management system shall enable a  network events aggregator to take the events from different network entities and re-expose them in an aggregated way that eliminates duplications

5.2.4
Possible solutions


· Introduce a Network Events Processing Agent (named e.g. NetworkEventsProcessor or NEPA ) as an IOC contained in any ManagedFunction, ManagementFunction or subnetwork. This NEPA is responsible for generating the events data which can be availed to the AI/ML enabled function. 
· Introduce an information Model for a Network Event as the datatype that can be exposed by an NEPA. The model may distinguish between Metric-Threshold Crossing events and Object-Status Change Events
a. Metric Threshold Crossing events are the events captured when a metric crosses a configured threshold
b. Object Status Change Events are the events captured when the status of a managed object instance changes be it due to internal processes within the MOI or due to external actors doing something on the MOI
· Introduce a Status-Change-monitoring IOC contained on any ManagedElement, ManagedFunction, or ManagementFunction, to enable a consumer to define Object Status Change Events.
· Define/specify a set of network events for different managed objects. Example network events include 
Table : Examples of potential Metric Threshold Crossing events
	Event- source  Function
	Event Name
	Event description
	Input/Metric
	MOI
	Threshold
	Condition
	Monitoring Period

	BTSs;  NBs; eNBs; gNBs; BSC; RNC
	High Call Drop Rate event
	Call Drop Rate more than a configurable threshold
	Call Drop Rate
	Cell
	2%
	greater than
	15 minutes

	
	Low Availability KPIs event
	Availability KPIs dropping below a configurable threshold
	Availability
	Cell
	99%
	less than
	30 minutes

	
	Low Retainability KPIs event
	Retainability KPIs dropping below a configurable threshold
	Retainability
	Cell
	98%
	less than
	30 minutes

	
	High Traffic event
	Traffic greater than a configurable threshold
	Cell load / PRB Utilization
	Cell
	80%
	greater than
	15 minutes


Table : Examples of potential Object-Status Change events
	Event-source  Function
	Event Name
	Event description
	MOI
	Affected unit /parameter
	Change/ value

	BTSs;  NBs; eNBs; gNBs; BSC; RNC; NMS
	HW Upgrade event
	System Module HW version upgraded


	BTS
	System Module,  Radio Module, …
	HW version

	
	SW Upgrade event
	System Software Upgraded


	BTS
	System Module,  Radio Module, …
	SW version

	
	Capability Enablement event
	A specific Capability Enabled on the MOI
	BTS
	Spectrum Sharing
	Spectrum Range for affected RATs

	
	New Sector Addition Event
	A new Sector getting added to a Site
	Cell
	Capacity and Coverage
	Number of Sectors / Cells

	Network Management
	Parameter change event
	CM Parameter changes applied for specific network element
	Cell
	Configuration Parameter
	Parameter value

	
	Home status event
	MOI (e.g. site) Rehoming 
	Site
	BSC/RNC,  OSS
	New  BSC/ RNC/ OSS

	SON, Analytics function
	New Site event
	New Site Integrated


	Site/ gNB
	C-SON Functions
	Optimization Parameters in C-SON

	1) 
	1) Predicted Congestion
	1) Trigger for Load Balancing detected
	1) Cell
	1) C-SON LBO
	1) Mobility Parameter changes

	1) 
	2) Frequent Handover Failures
	2) Trigger for MRO detected
	2) Cell
	2) C-SON MRO
	2) Handover Parameter Changes

	1) 
	3) PCI Conflict
	3) PCI conflict detected
	3) Cell
	3) C-SON PCI
	3) PCI Changes

	1) 
	4) PRACH Conflict
	4) PRACH conflict detected
	4) Cell
	4) C-SON PRACH
	4) PRACH related parameter Changes

	1) 
	5) NCR Change
	5) New First tier neighbor getting added
	5) Cell
	5) C-SON ANR
	5) NCR Changes

	1) 
	6) Frequency Layer Change
	6) New Frequency Layer added onto a site
	6) BTS
	6) C-SON
	6) Frequency Layer Addition


	End of modifications
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