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1
Decision/action requested

The group is requested to discuss and approve the pCR below.
2
References

[1]

TR 28.830 “Fault Supervision Evolution”

3
Rationale

The definition of terms used in the alarm management solution is missing.
4
Detailed proposal

The following changes are proposed for TR 28.830 [1].

	Begin of modifications


5.X
Key Issue #X: Missing definitions
5.X.1
Description
TS 28.532, clause 11.2, which defines the Fault Supervision MnS, does not provide the necessary definitions and descriptions required to understand the current state of art as to alarm management. This is because much of the material specified and available for the IRP Framework was not moved to SBMA.

5.X.2
Potential solutions
TS 28.532, clause 11.2 should provide all necessary definitions. This clause provides an (non exhaustive) overview on available definitions.
Error:

ITU-T X.733: A deviation of a system from normal operation.

Merriam-Webster: A deficiency or imperfection in structure or function.

RFC 8632: Term not used, or definition not provided.

SA5 IRP: Term not used, or definition not provided.
Failure:

Merriam-Webster: A state of inability to perform a normal function.

Fault:

ITU-T X.733: The physical or algorithmic cause of a malfunction. Faults manifest themselves as errors.
Merriam-Webster: A physical or intellectual imperfection or impairment.

RFC 8632: A fault is the underlying cause of an undesired behavior. There is no trivial one-to-one mapping between faults and alarms. One fault may result in several alarms in case the system lacks root-cause and correlation capabilities. An alarm might not have an underlying fault as a cause. For example, imagine a bad Mean Opinion Score (MOS) alarm from a Voice over IP (VOIP) probe and the cause being non-optimal QoS configuration.
SA5 IRP: Term not used, or definition not provided.
Alarm:

ITU-T X.733: A notification, of the form defined by this function, of a specific event. An alarm may or may not represent an error.

Merriam-Webster: A signal (such as a loud noise or flashing light) that warns or alerts.

RFC 8632: An alarm signifies an undesirable state in a resource that requires corrective action.
SA5 IRP: An alarm signifies an undesired condition of a resource (e.g. network element, link) for which an operator action is required. It emphasizes a key requirement that operators (above Itf-N) should not be informed about an undesired condition unless it requires operator action. Use of this emphasis does not exclude this case: In certain context, it is not possible for alarm reporters (below Itf-N) to know whether a particular undesired condition requires operator action or not. In such context, the NM may receive alarms that do not require operator action.
Alarm correlation:

RFC 8632: Dependencies between alarms; several alarms can be grouped as relating to each other, for example, a streaming media alarm relating to a high-jitter alarm.
Root cause analysis:

RFC 8632: An alarm can indicate candidate root-cause resources, for example, a database issue alarm referring to a full-disk partition.

5.X.3
Conclusion - Impact on normative work
The following definitions shall be added to TS 28.532:
****** BEGIN *********************************************************************************
Definitions
Event: Something that happens, for example the occurrence of a failure or a threshold crossing.
Failure: A state of inability to perform a normal function.
Fault: The cause for a failure.
Alarm: A notification reporting a specific event that requires attention. The event may or may not be a failure.
Alarm correlation: The act of identifying relations (correlations) between alarms.
Root cause analysis: A specific kind of alarm correlation, aimed at identifying the alarm in a set of correlated alarms that is related to the event causing all other alarms of the set.
****** END ***********************************************************************************
	End of modifications


