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1	Decision/action requested
The group is asked to approve the proposal
2	References
[1]	3GPP TR 28.824: "Management and orchestration; Study on network slice management capability exposure"
3	Rationale
The study report, see reference [1] includes several references to eMnS. The group had agreed to not use this abbreviation and it has since not been used. However now there is a mixed use of “exposed MnS” and “eMnS”, it is proposed to change all to “exposed MnS” and be consistent throughout the report. Some minor editorial changes are also proposed.
4	Detailed proposal
First change
4	Overview
[bookmark: _Toc104414224]4.1	General
[bookmark: _Toc104414225]4.1.1	Concepts related to network management capability exposure
4.1.1.1	Exposed Management Services
Exposed MnS (eMnS) represents the MnS that can be exposed by MnS producer to the external MnS consumer. eExposed MnS may rely on a dedicated MnF (e.g. EGMF defined in 3GPP or function defined in other standard like TMF) that manages the exposure aspects.
Editor’s notes: Whether eMnS is exposed transparently to external MnS consumer via BSS or being processed through a dedicated exposure platform is FFS.
4.1.1.2	Exposure of Management Services
Exposure of management services supports the case that an external MnS consumer which is outside 3GPP management system can indirectly consume management capability offered by MnS producer within 3GPP management system. Even though the exposed MnS complies with the same Technical Specification as an MnS, the actual operational behaviorbehaviour and managed data may be constrained by the network slice provider.
NOTEote: The exposure of MnS data and MnSs to the external MnS consumer may incur additional charging which needs to studied further by 3GPP SA5 charging group. 
Second change
[bookmark: _Toc104414226]4.1.2	Roles related to network management capability exposure
4.1.2.1 Exposed MnS
The roles related to network management capability exposure are the Eexposed MnS consumer and Eexposed MnS producer with the interface for the Exposed exposed MnS (eMnS). The roles and interface are shown in Figure 4.1.2.1.1
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Figure 4.1.2.1.1 Roles related to network management capability exposure
4.1.2.2	Exposed MnS consumer
The logical entity consuming management capability offered by an Exposed MnS producer is called an Exposed MnS consumer. An exposed MnS consumer is equivalent to an MnS consumer with the difference that it is outside the trust domain of the CSP or NOP. An exposed MnS consumer is owned by an external customer (e.g. vertical such as Industry, Internet Company, etc) which may take the role of a CSC or NSC. The external customer usually has specific service requirements on a 5G network. 
4.1.2.3	Exposed MnS producer
The logical entity offering management capability that can be consumed by an Exposed MnS consumer is called Exposed MnS producer. An exposed MnS producer is owned by a service provider which may take the role of a CSP or NSP.
[bookmark: _Toc104414227]Second change
4.1.4.5	Procedure for product onboarding
[image: ][image: ]
Figure 4.1.4.5.1 Procedure  related to product onboarding
1. OSS_SML obtains 3GPP management services in the network through management service discovery;
2. [bookmark: OLE_LINK11][bookmark: OLE_LINK12]OSS_SML governs the rules and policies of MnS and configures the available MnS (e.g. exposed MnS) to BSS_NSP. For example, if the RAN NE is dedicated to external customers, the performance monitoring service of a RAN NE should be exposed. Otherwise, it should not be exposed;
3. Optional, the BSS_NSP may send information to request the list of available services from OSS_SML;
4. OSS_SML provides the list of available services to BSS_NSP;
5. BSS_NSP configures (groups or package the services into a product) the services from OSS_SML such that they can be exposed to NSC;
6. NSC should request the product catalogcatalogue from BSS_NSP.
7. [bookmark: OLE_LINK9][bookmark: OLE_LINK10]BSS_NSP provides product catalogcatalogue to NSC.
 Editor’s Note: “EGMF can have the functionality of exposed MnS data Whether registration to an external discovery system is FFS.”
Third change
[bookmark: _Toc104414236]5	Use cases for network management capability exposure
[bookmark: _Toc104414237]5.1	Network slice management capability exposure
[bookmark: _Toc104414238]5.1.1	Description
A use case of network slice management capability exposure can be described as follows:
1. NSP selects the MnS that can be exposed externally.
2. NSP decides on any constraints that shall be applied to the MnS when it is exposed externally. For example, NSP may decide to disallow certain operations, limit the Managed Object Instances that may be managed, or aggregate/anonymize sensitive data.
3. NSP implements and deploys a Management Function which consumes the MnS, applies any constraints, and exposes the resulting functionality as an exposed MnS.
4. NSP may publish the exposed MnS in a service catalogcatalogue or service directory.
5. NSC authenticates itself, discovers the available MnSes and request for authorization to access a particular MnS. After getting proper authorization.
6. NSC accesses the MnS with proper authorization.
7. NSP validates the authorization and decide to allow or not to allow access.
[bookmark: _Toc101173205][bookmark: _Toc104414239]5.1.2	Issue and gaps
Gap: 
Whether and how to publish exposed MnS which can be exposed to BSS to a suitable exposed MnS producer for network management capability exposure is not specified in existing 3GPP management system.
Fourth change
[bookmark: _Toc89291444][bookmark: _Toc104414258]5.8	Exposure to application servers and application functions
[bookmark: _Toc89291445][bookmark: _Toc104414259]5.8.1	Description
The operator has other non-management entities  such as the middleware (example SEAL server) or application servers (AS) defined by 3GPP SA6 that could consume management services as shown in Figure 4.1.1.3.2-1. These could be internal or external to the operator. In such  cases the BSS may or may not be directly involved.  An example of an external application could be a V2X application server may use the management system to provision V2X slices in a certain geography (AS2 or AS3 in Figure).  An example for an internal application could be the operators eMBB application server discovering a newly supported coverage area and provisioning the operator eMBB network slice instance in that area (AS1 in Figure).   AS1 and AS2 access the 3GPP management system from an operator internal enabler server (see TR23.700-99), another enabler server could be located in the vertical premises and therefore external to the operator. In TR23.700-99 both such options are considered. In this scenario the operator MnSs are directly access by internal or external entities (subject to prior agreements) without going through the BSS. In addition to application servers and application enabler server, any internal of external authorized application function may also access exposed MnS. 
In Figure 4.1.1.3.2-1 AS1 and AS2 may or may not be aware that they use exposed MnSs from the operator. The respective enabler servers could hide this internal implementation. Bother enabler servers may access exposed MnS subject to respective authorization. However, it is likely that the application enabler server A and AF1 have direct access to management services without a BSS, whereas the application enabler server B and AF2 would need some sort of involvement of the BSS. 


Figure 5.8.1-1 Exposure to application server within and outside operator network
[bookmark: _Toc89291446][bookmark: _Toc104414260]5.8.2	Issue and gaps
Issues:
To be able to consumer MnS the external entities need to be aware of the existence of the operator and the respective MnS it wants to consumer. This issue depends on the dynamism supported by the system. In a highly dynamic and changing system the issue is equivalent to Section 5.4 exposed MnS support to discovery systems
Furthermore, the external entities need to gain credentials to access the exposed MnS.
Fifth change
[bookmark: _Toc104414261]6	Potential requirements for network management capability exposure
[bookmark: _Toc104414262]6.1	Potential requirements related to exposed MnS discovery service

· REQ-NSCE-01 The 3GPP management system may provide capabilities allowing to discover exposed MnS and related exposed MnS producers that are managing a specific managed entity.
· REQ-NSCE-02 The 3GPP management system may have functionalities to register exposed MnS to an appropriate discovery service/system (e.g. exposed MnS discovery service producer).
Editor’s notes: Whether the discovery system is internal or external of 3GPP management system is FFS.
Sixth change
Annex A (informative):
Appendix with UML code of the sequence diagrams

A.4			UML code for Figure 4.1.2.1.1
@startuml
skinparam backgroundColor white
skinparam classBackgroundColor white
skinparam classBorderColor black
skinparam rectangleBackgroundColor white
skinparam rectangleBorderColor black
skinparam Shadowing false
skinparam noteBackgroundColor white
skinparam noteBorderColor black
skinparam arrowColor black
hide circle
hide members

left to right direction
rectangle Exposed_MnS_Consumer
rectangle Exposed_MnS_Producer
Exposed_MnS_Consumer -(0- Exposed_MnS_Producer: exposed MnS
@enduml

A.5			UML code for Figure 4.1.4.5
@startuml
@startuml
skinparam sequence {
ArrowColor Black
ActorBorderColor Black
ActorBackgroundColor White
ParticipantBorderColor Black
ParticipantBackgroundColor White
LifeLineBorderColor Black
BackGroundColor <<BSS_Prov>> Black
}
skinparam NoteBackgroundColor White
skinparam NoteBorderColor Black
skinparam shadowing false
hide footbox

actor NSC
participant BSS_NSP 
participant OSS_SML 
participant OSS_NML

OSS_SML--> OSS_NML: 1. service discovery
OSS_SML---> OSS_SML: 2. configure the available MnS service
opt
  BSS_NSP -->OSS_SML: 3. request list of available services
end
OSS_SML---> BSS_NSP: 4. provide list of available services
BSS_NSP --> BSS_NSP: 5. configure the eMnS service for exposure
NSC --> BSS_NSP: 6. product catalogue request
BSS_NSP --> NSC: 7. product catalogue
@enduml
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