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	Item
	WoP description

	Intelligence and Automation

	X
	Study on Network Slice Management Capability Exposure  ( FS_NSCE ) (Alibaba)(SP-XXXXXX)

	WoP# X.1
（SA5#142e/143e）
	1. Investigate whether and how to use CAPIF architecture to study the related interface of network  Slice Management Capability Exposure. 
2. Study on the potential impact on the existing component A,B and C in SA5 based on the investigation of point 1.

	WoP# X.2
（SA5#142e/143e）
	3. Investigation on the requirement of network slice management capability exposure with the consideration of study based on CAPIF architecture.
4. Study on the enhancement of interface on network slice management capability exposure based on CAPIF architecture.

	WoP# X.3
（SA5#143e/144e）
	6.  Study on the enhancement of interface on network slice management capability exposure based on CAPIF architecture. For example, mapping MnS producer/consumer to the CAPIF related function and study the potential enhancement of CAPIF interface.

	WoP# X.4
（SA5#144e/145e）
	7.  Study on the enhancement of interface on network slice management capability exposure based on CAPIF architecture. For example, mapping MnS producer/consumer to the CAPIF related function and study the potential enhancement of CAPIF interface.. 

	WoP# X.5
（SA5#146e）
	8.  concludes this study and suggest for WID.
. 

	
	Plan to close the study and start work item if needed in SA5#146.





