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	Reason for change:
	Error handling for the case of one CTF interacting with two CHFs using the same service, needs to be defined.
 - CTF detected failure: the CTF needs to have the same way of treating both the CHFs, since this could otherwise lead to inconsistency.
 - CHF detected failure: if one CHF cannot handle the request it must be considered a failure independent of what the other CHF states.
 - Retry handling: doing reties will be difficult since this would require synchronization of timeout timers in all NFs.
 - Response code handling: the CTF cannot have different handling towards the two CHF if it receives different response codes, since this would lead to inconsistency.

	
	

	Summary of change:
	Addition of error handling when interacting with two CHF.

	
	

	Consequences if not approved:
	Interaction with two CHFs roaming local breakout will be undefined.
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	First change


[bookmark: _Toc20233283][bookmark: _Toc28026863][bookmark: _Toc36116698][bookmark: _Toc44682882][bookmark: _Toc51926733][bookmark: _Toc59009644]
[bookmark: _Toc20212988][bookmark: _Toc27668403][bookmark: _Toc44668304][bookmark: _Toc58836864][bookmark: _Toc58837871][bookmark: _Toc90628291]5.5.1.1	CTF detected failure
The NF consumer (CTF) failure handling determines what to do if the sending of charging data request to the NF provider (CHF), or in the case of interaction with two CHFs either CHF, without response in a period of time (request times out). 
In the case of the NF consumer (CTF) request times out and interaction with one CHF, CHF CTF uses application level failure handling (Terminate, Continue, Retry_and_terminate). Failure handling may be received from the CHF or may be locally configured. The value received from the CHF in the charging data response will always override any already existing value.  Failover handling indication informs NF Consumer whether alternative CHF is supported.
In the case of the CTF request times out and interaction with two CHFs, CTF shall terminate the interaction with both CHFs.
In case there is an application level error response from the CHF, NF consumer (CTF)  action will depend on the type of Application Error.
For protocol level errors, refer to applicable protocol failure handling mechanisms as described in 32.291 [58].
If the response from a second CHF results in a termination, this shall trigger a Charging Data Request [Terminate] to the first CHF with the reason for failure towards the second CHF.

	Second change



[bookmark: _Toc20212989][bookmark: _Toc27668404][bookmark: _Toc44668305][bookmark: _Toc58836865][bookmark: _Toc58837872][bookmark: _Toc90628292]5.5.1.2	CHF detected failure
The NF provider (CHF) closes a CDR and all the reserved resources are freed for the charging session when it detects that expected charging data request for a particular session have not been received for a period of time. The charging session may be kept or released based on local configuration.
A Charging Data Request [Initial] received by a CHF, which can be associated to an existing charging session (i.e. resource in CHF), shall be handled as a valid request and be answered with Charging Data Response [Initial] with the charging session id (i.e. resource id). The action in the response can be terminate. and would be the preferred action when there is two CHFs involved.
A Charging Data Request [Update] received by a CHF, which cannot be associated to any existing charging session (i.e. resource in CHF), shall be handled as a valid request with the associated resource creation and optional quota usage handling. The action in the response can be terminate. and would be the preferred action when there is two CHFs involved.
A Charging Data Request [Termination] received by a CHF, which cannot be associated to any existing charging session (i.e. resource in CHF), shall be handled as a valid request with associated new resource creation, resource release, and optional corresponding CDR creation.
The Invocation Sequence Number in Charging Data Request [Initial] with value different from 0 or 1 is faulty and shall be rejected by CHF, with optional associated new resource creation, resource release, and corresponding CDR creation.

	Third change



[bookmark: _Toc20212990][bookmark: _Toc27668405][bookmark: _Toc44668306][bookmark: _Toc58836866][bookmark: _Toc58837873][bookmark: _Toc90628293]5.5.2	Retry handling
In case a NF consumer (CTF) does not receive a Charging Data Response and there is only one CHF involved, it may retransmit the Charging Data Request message. In the case, there are two CHFs involved, retries shall be avoided. The number of retries and delay between retries shall be locally configured in the NF consumer (CTF).
If the retried charging data request [Initial] is received by the same CHF, the uniqueness checking may be based on the Charging Identifier included in the charging data request. CHF shall respond to the retried charging data request [Initial] with the original charging session identifier.
If the retried request is charging data request [Update] or charging data request [Termination], the uniqueness checking may based on the inspection of the Charging Session Identifier and Invocation Sequence Number pair. 
If retried message shall have the same Invocation Sequence Number as the original of the retried message i.e. the Invocation Sequence Number shall not be incremented when the message is retried. The NF consumer (CTF) may send the retried message to an alternative CHF if the Session Failover indication is received from the CHF.
In the case of a notification request time out the CHF may retry the message. The number of retries and delay between retries shall be locally configured in the CHF.

	Fourth change



[bookmark: _Toc20212991][bookmark: _Toc27668406][bookmark: _Toc44668307][bookmark: _Toc58836867][bookmark: _Toc58837874][bookmark: _Toc90628294]5.5.3	Response code handling
The Charging Data Response includes a response code (i.e. Invocation Result Code in Invocation Result) which may indicate an error. The response codes supported by Nchf_ConvergedCharging service operations are specified 3GPP TS 32.291 [58]. 
A NF Consumer (CTF) receiving a Charging Data Response [Initial] with a response code indicating the Charging Data Request [Initial] was unsuccessfully processed, shall perform the error handling applicable to the response code and may send a Charging Data Request [Termination] to the CHF. If there is two CHF involved and the first CHF indicates an error the second CHF then it shall be treated as in the same way is for only one CHF in the interaction, if instead the second indicates an error the CTF shall send a Charging Data Request [Termination] to the first CHF.
A NF Consumer (CTF) receiving a Charging Data Response [Termination] with a response code indicating the Charging Data Request [Termination] was unsuccessfully processed, shall perform the error handling applicable to the response code. If there are two CHFs involved, the CTF shall send the Charging Data Request [Termination] to both CHFs before doing the error handling. If the response codes indicate different errors only the last received response code, shall be used for error handling, if only one of the CHF indicates an error, then this shall be used.

A NF Consumer (CTF) receiving a Charging Data Response [Termination] with a response code indicating the Charging Data Request [Termination] was unsuccessfully processed, shall perform the error handling applicable to the response code.

A NF Consumer (CTF) receiving a Charging Data Response [Update] with a response code indicating the Charging Data Request [Update] was unsuccessfully processed, shall perform the error handling applicable to the response code and may send a Charging Data Request [Termination] to the CHF. If there are two CHFs involved, the CTF shall send the Charging Data Request [Update] to both CHFs before doing the error handling. If the response codes indicate different errors only the last received response code shall be used for error handling, if only one of the CHF indicates an error, then this shall be used.
The Charging Data Response may also include multiple "Multiple Unit Information" Information Elements, each one indicated with a Result code (i.e. applicable at Rating group level). The Result code values supported by Nchf_ConvergedCharging service operations are specified 3GPP TS 32.291 [58]. Any Invocation Result Code value different than success takes precedence over the set of "Multiple Unit Information" Result Codes.   

	End of changes



