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The group is asked to agree the detailed propsal.
[bookmark: _Toc90480634][bookmark: _Toc90480773][bookmark: _Toc90481177]2	References
[1]		3GPP TS 28.533 Management and orchestration; Architecture framework
[2]		3GPP TS 23.501 System architecture for the 5G System (5GS)
[3]		3GPP TS 23.502 Procedures for the 5G System (5GS)
[4]		3GPP TS 23.222 Common API Framework for 3GPP Northbound APIs
[5]		3GPP TS 23.434 Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows
[6]		3GPP TS 33.122 Security aspects of Common API Framework (CAPIF) for 3GPP northbound APIs
[7]		3GPP TS 33.501 Security architecture and procedures for 5G System 
[8]		3GPP TS 28.530 Management and orchestration; Concepts, use cases and requirements
[9]		3GPP TS 28.541
[bookmark: _Toc90480635][bookmark: _Toc90480774][bookmark: _Toc90481178]3	Rationale
The procedures described in clause 4.1.4 show the interaction between an NSC and an NSP when NSC orders a product/service and the NSP accepts and completes the order. After the product order and service order have been completed, the ordered service may be consumed by the NSC using the CAPIF (Common API Framework).
There is no description in the study what happens after the service order is completed nor how CAPIF may be used.
It is proposed to add a concept description in clause 4 and a solution description in clause 7.
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1st Change
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2nd Change
4.1.4.X	 Procedure for consumption of exposed MnS after service order is completed
The procedure for consumption of an exposed MnS after the service order is completed is shown in 4.1.4.X.1. The MnS is produced by OSS of the NSP, depending on deployment scenario the MnS provider resides in OSS_SML or OSS_NML. An MnS is already being produced before CAPIF 1 service is requested. The CAPIF 2 service is a scoped/filtered version of the MnS. The scoping/filtering is within the responsibility of the CAPIF_Core_API_Provider.
[image: ]
Figure 4.1.4.X.1 Procedure for consumption of exposed MnS after service order is completed
NOTE: For simplicity reasons the CAPIF Core Function and API Provider defined in TS 23.222 [x] are combined into Exposure governance 
1) The CAPIF_Core receives an authenticating request from the NSC_Application based on the identity and other information required for authentication of the NSC_Application.
2) The CAPIF_Core processes the authentication request.
3) The CAPIF_Core provides the appropriate response to the NSC_Application.
4) The CAPIF_Core receives a request for the discovery of service APIs information.
5) The CAPIF_Core processes the discovery.request.
6) The CAPIF_Core provides the appropriate response to the NSC_Application.
7) The API_Provider receives a request for the invocation of the service API(s) from the NSC_Application.
8) The API_Provider processes the request for discovery.
9) The OSS receives request from API_Provider for MnS. 
10) The OSS provides the appropriate response to the API_Provider.
11) The API_Provider the appropriate response to the NSC_Application.

3rd Change
[bookmark: _Toc95755608]7.X	Potential solution for consumption of exposed MnS after service order completed
This clause describes a solution for the procedure for consumption of exposed MnS after service order completed described which is described in clause 4.1.4.X. For each step in the procedure Table 7.X.1 identifies the following: 
- if an interface is Internal to an operator, i.e. internal to the NSP  or External between a NSC and NSP, or None in case the step is an internal process and there is no interface requirement, 
- which operation or notification is used by that step, and
- which specification describes the interface (stage 2 and stage 3). 
 
	Step
	Description in step
	Interface
	Reference
	Description in reference

	1
	Authentication request
	Internal
	3GPP TS 23.222[x], clause 6.4.2
	CAPIF-1

	2
	
	None
	-
	-

	3
	Authentication response
	Internal
	3GPP TS 23.222[x], clause 6.4.2
	CAPIF 1

	4
	Discovery request
	Internal
	3GPP TS 23.222[x], clause 6.4.2
	CAPIF-1

	5
	
	None
	-
	-

	6
	Discovery response
	Internal
	3GPP TS 23.222[x], clause 6.4.2
	CAPIF-1

	7
	API invocation
	Internal
	3GPP TS 23.222[x], clause 6.4.2
	CAPIF-2

	8
	
	None
	
	

	9
	MnS request
	Internal
	3GPP TS 28.532
	MnS/Service order?

	10
	MnS response
	Internal
	3GPP TS 28.532
	MnS/Service order?

	11
	API invocation response
	Internal
	3GPP TS 23.222[x], clause 6.4.2
	CAPIF 2


Table 7.X.1 Solution for consumption of exposed MnS within the operator trusted domain (NSC_Application is inside operator trusted domain)

	Step
	Description in step
	Interface
	Reference
	Description in reference

	1
	Authentication request
	External
	3GPP TS 23.222[4], clause 6.4.2
	CAPIF-1e

	2
	
	None
	-
	-

	3
	Authentication response
	External
	3GPP TS 23.222[4], clause 6.4.2
	CAPIF 1e

	4
	Discovery reqeust
	External
	3GPP TS 23.222[4], clause 6.4.2
	CAPIF-1e

	5
	
	None
	-
	-

	6
	Discovery response
	External
	3GPP TS 23.222[4], clause 6.4.2
	CAPIF-1e

	7
	API invocation
	External
	3GPP TS 23.222[4], clause 6.4.2
	CAPIF-2e

	8
	
	None
	
	

	9
	MnS request
	Internal
	3GPP TS 28.532
	MnS/Service order?

	10
	MnS response
	Internal
	3GPP TS 28.532
	MnS/Service order?

	11
	API invocation response
	External
	3GPP TS 23.222[4], clause 6.4.2
	CAPIF 2e


Table 7.X.2 Solution for consumption of exposed MnS outside operator trusted domain (NSC_Application is inside operator trusted domain)


4th Change
Annex A UML code of the diagrams
A.x Figure: Procedure for consumption of exposed MnS after service order is completed
@startuml
skinparam sequence {
ArrowColor Black
ActorBorderColor Black
ActorBackgroundColor White
ParticipantBorderColor Black
ParticipantBackgroundColor White
LifeLineBorderColor Black
}
skinparam NoteBackgroundColor White
skinparam NoteBorderColor White
skinparam NoteColor White
skinparam shadowing false
hide footbox
autonumber
participant NSC_Application
box "Exposure governance" #white
    participant CAPIF_Core
    participant API_Provider 
end box
participant OSS

NSC_Application --> CAPIF_Core : Authentication
CAPIF_Core -> CAPIF_Core: process request
NSC_Application <-- CAPIF_Core : Authentication response 

NSC_Application --> CAPIF_Core : Discovery 
CAPIF_Core -> CAPIF_Core: process request
NSC_Application <-- CAPIF_Core : Discovery response 

NSC_Application --> API_Provider : API Invocation
API_Provider -> API_Provider: process request
API_Provider --> OSS: MnS
API_Provider <-- OSS: MnS response
NSC_Application <-- API_Provider : API Invocation response 

@enduml

End of Changes
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