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1	Decision/action requested
The group is asked to discuss and approve the proposals.
2	References
[bookmark: _GoBack]None
3	Rationale
[bookmark: _Toc524946561]This is the exact re-submisison of 215092rev2.
Since the consumer of MADCOL is considered to be not aware of network details it would be beneficial to provide a functionality using which the consumer can reduce and target the number of selected object instance from where the data is to be collected. The target managed object instances can be selected based on the following criteria.
· A geographical area or a tracking area: In a very big network, it makes more senses to mention a particular location that the NF or measurements belongs. It will keep measurements reporting swift and efficient.
· The domain e.g RAN, CN: In case of recurrent issues, a consumer may want to have understanding of a particular provider’s products for further actions. Further, a consumer might only specializes in analysing and understanding a particular domain performance like RAN or Core. In such scenario, it should be possible to indicate the domain from where consumer wants measurements for its usage.
· The traffic type e.g user plane or control plane: 5G brings clear separation (CUPS) of user plane and control plane NFs in a network, a consumer may leverage it to identify target nodes to have measurements from. For example, the measurement report may be expected from user plane nodes only.
· The slice type e.g eMBB, URLLC: Consumer may mention a particular slice type (eMBB, URLLC, mIoT, V2X, HMTC) as the filteration criteria. It may help in narrowing down the target NF(s), which are part of provided slice type(s).

4	Detailed proposal
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[bookmark: _Toc32227222][bookmark: _Toc29203499]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK4][bookmark: OLE_LINK3][bookmark: OLE_LINK2][bookmark: OLE_LINK1]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 28.532: "Management and orchestration; Generic management services".
[x]	3GPP TS 28.552: "Management and orchestration; 5G performance measurements".
[y]	3GPP TS 28.554: "Management and orchestration; 5G end to end Key Performance Indicators (KPI)".
[z]	3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".
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6	Managing management data
6.1	Producing and reporting management data
6.1.1	Description
Management data is referring to data produced by radio access network functions, core network functions or management functions and used for management purposes. Management data specified by 3GPP for 5G management is classified into 5G performance measurements as defined by TS 28.552 [x], 5G end to end key performance indicators as defined by TS 28.554 [y] and Trace/MDT data as defined by TS 32.422 [z]. The combined performance measurements and key performance indicators are also called performance metrics.
Management data is produced on request. Therefore, the 3GPP management system needs to enable a data consumer to request management data to be produced. The data requestor must specify the type of data to be produced as well as the radio access network functions, core network functions and management functions where the data shall be produced. The target managed object instances can be identified in multiple ways:
· The requestor can specify the target managed object instances based on the managed object tree (as defined in the SA5 Network Resourece Models) representing the network and management functions. The simplest approach is to directly identify the managed object instances where data shall be produced. More sophisticated approaches allow to specify one or more subtrees where data shall be produced and may specify also managed object classes.
· The requestor can specify one or multiple of the following filteration criteria. a geographical area or a tracking area. The system needs to select translate this information into the target managed object instances based on these criteria.
· A geographical area or a tracking area: In a very big network, it makes more senses to mention a particular location that the NF or measurements belongs. It will keep measurements reporting swift and efficient.
· The domain e.g RAN, CN: In case of recurrent issues, a consumer may want to have understanding of a particular provider’s products for further actions. Further, a consumer might only specializes in analysing and understanding a particular domain performance like RAN or Core. In such scenario, it should be possible to indicate the domain from where consumer wants measurements for its usage.
· The traffic type e.g user plane or control plane: 5G brings clear separation (CUPS) of user plane and control plane NFs in a network, a consumer may leverage it to identify target nodes to have measurements from. For example, the measurement report may be expected from user plane nodes only.
· The slice type e.g eMBB, URLLC: Consumer may mention a particular slice type (eMBB, URLLC, mIoT, V2X, HMTC) as the filteration criteria. It may help in narrowing down the target NF(s), which are part of provided slice type(s).
After production the data needs to be reported to the data consumers. Reporting can be based on multiple reporting methods such as file or streaming. Data reporting needs to be requested by the data consumer. The requestor must specify the control parameters for reporting such as the reporting method and the address the data shall be delivered to.
Depending on access rights and security settings, data consumers may be subject to restrictions regarding the data they can access.
[bookmark: _Toc82187497]6.1.2	Use cases
This clause describes the benefits of the subject capability.
Editor's note: This clause will be extended with the benefits of the subject capability.
6.1.3	Requirements
REQ-MDMPR-CON-1: The 3GPP management system shall enable an authorized data consumer to request management data specified by 3GPP to be produced.
REQ-MDMPR-CON-2: The 3GPP management system shall enable an authorized data consumer to request management data specified by 3GPP to be reported to the requesting or another authorized data consumer.

Note: The term "management data specified by 3GPP" relates to
· 5G performance measurements as defined by TS 28.552 [x]
· 5G end to end key performance indicators as defined by TS 28.554 [y], and
· Trace/MDT data as defined by TS 32.422 [z].

REQ-MDMPR-CON-3: The 3GPP management system shall enable an authorized data consumer to obtain management data, specified by 3GPP, produced by certain managed object instance(s) only. The managed object instances can be targeted based on:
· The geographical area
· The domain (CN or RAN)
· The slice type (eMBB, URLLC, mIoT, V2X, HMTC)
· User plane or Control plane

Editor's note: Functional (FUN) requirements are ffs.
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