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1	Decision/action requested
Discuss and approve on the proposal.
2	References
[1]	TS 28.557 Management of non-public networks; Stage 1 and stage 2 v1.2.0

3	Rationale
To finish the Rel-17 WI, some clean-up proposals for the draft 28.557 [1] are proposed from Rapporteur POV.

4	Detailed proposal
This document proposes the following changes in TS 28.557 [1].
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[bookmark: _Toc88727907]4.2	Roles related to NPN management
In the context of NPNs, responsibilities regarding operations have to be clearly defined and assigned to roles. 
In clause 4.8 of TS 28.530 [2], the roles related to 5G networks and network slicing management are presented. An NPN represents a 5G network with a delimited scope in its use (i.e. non-public use). This means that NPN management can be built upon the roles related to 5G networks management, as long as the scope of these roles is limited to acting on network and services for non-public use. 
According to the above rationale, the roles related to NPN management include:
-	NPN Service Customer (NPN-SC): a Communication Service Customer (CSC) which consumes communication services for non-public use, i.e. communication services offered over NPNs. An NPN-SC is the realization of the CSC role (see definition in TS 28.530 [2], clause 4.8) in NPN environments. 
-	NPN Service Provider (NPN-SP): a Communication Service Provider (CSP) which provides communication services for non-public use, i.e. communication services offered over NPNs. An NPN-SP is the realization of the CSP role (see definition in TS 28.530 [2], clause 4.8) in NPN environments. 
--	NPN Operator (NPN-OP): a Network Operator (NOP) whose management scope is limited to 5G networks for non-public use, i.e. NPNs. An NPN operator is the realization of the NOP role (see definition in TS 28.530 [2], clause 4.8) in NPN environments. 
-	Network Equipment Provider (NEP), including VNF supplier: see definition in TS 28.530 [2], clause 4.8.
-	Virtualization Infrastructure Service Provider (VISP): see definition in TS 28.530 [2], clause 4.8.
-	Data Centre Service Provider (DSCP): see definition in TS 28.530 [2], clause 4.8.
-	NFVI Supplier: see definition in TS 28.530 [2], clause 4.8.
-	Hardware Supplier: see definition in TS 28.530 [2], clause 4.8.
Note that NEP, VISP, DSCP, NFVI supplier and Hardware Supplier roles are the same as defined for 5G networks and network slicing management. This is because their managed/provided assets are unaware of the public or non-public nature of 5G network and services running atop.
Depending on actual scenarios and the type of NPNs under consideration, i.e. SNPN or PNI-NPN, different relationships can be found between NPN management roles and potential stakeholders, see annex A Deployment considerations on NPN management modes.
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[bookmark: _Toc88727921]4.6.3	5GC related management aspects
As described in clause 5.30.3.1 of TS 23.501[3], the architecture of 5G Core is capable to support SNPN and PNI-NPN. 
For SNPN, the architecture depicted in clause 4.2.3 of TS 23.501[3] is extended with the additional features as described in clause 5.30.2 of TS 23.501[3]. The Vertical Managed management mode is considered as essential management mode of SNPN.
The 5GC NRM shall support the network resource model for SNPN, 
-	N3IWF and service access point of Untrusted Non-3GPP access for UE to access PLMN services via SNPN.
3GPP management system shall support configuration of 5GC NFs (e.g., AMF, SMF, UPF etc.) as network nodes in SNPN. The NID shall be configured to 5GC NFs when 5GC NFs are part of SNPN, in case of both self-assignment and coordinated assignment. 
Editor's NOTE: The differences of deployments and particular enhancements to 3GPP management system regarding 5GC for management mode 2a, 2b and 2c are FFS.
For PNI-NPN, there are no further specific 5GC related management aspects apart from those captured in clause 4.5.
Editor's NOTE: The differences of deployments and particular enhancements to 3GPP management system regarding 5GC for management mode 1a and 1b are FFS.
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[bookmark: _Toc88727924]5.1.1	Use cases related to SNPN management
[bookmark: _Toc88727925]5.1.1.1	Create a SNPN
This use case describes a scenario where an NPN-SP decides to provision an NPN for use by an NPN-SC in the form of SNPN. It is either an MNO or an enterprise can be playing a role of NPN-SP, and it is an enterprise (the different or same if the enterprise is also NPN-SP) be playing a role of NPN-SC. This SNPN consists of network resources decoupled from PLMN resources, including:
-	RAN NE(s)
-	5GC network functions 
-	Transport network
In this scenario, the NPN-SC sends to the NPN-SP a request for the provision of an NPN. This request contains the NPN related SLS requirements. To fulfil the SLS of requested NPN, the NPN-SP decides to create a new SNPN.
The NPN-SP maps SLS of requested NPN into 3GPP 5G system related requirements. These requirements allow the NPN operator to decide on the constituent network resources and the topology of the 3GPP 5G network to be created for the SNPN, as follows:
-	For the AN and CN related parts, the NPN operator takes all the actions needed to set up and configure required network resources, including RAN NE(s) and 5GC network functions. For more details, refer to TS 28.531 [8], clauses 5.1.17 "Creation of 3GPP NF" and 5.1.18 "Configuration of a 3GPP NF instance". Some of these actions can require setting up a new 3GPP sub-network. For more details, refer to TS 28.531 [8], clause 5.1.19 "Creation of a 3GPP sub-network".
-	For the TN related part, the NPN operator takes all the actions needed to set up the required connectivity along the RAN and CN, configuring the underlying transport network. When taking these actions, information on SNPN topology (e.g. external connection points of AN and CN) and performance (e.g. latency, bandwidth) should be considered.
If the requested NPN requires connectivity to external PLMN resources (e.g. to allow UEs registered into the SNPN to access public network services), the NPN-SP derives the requirements for such a connectivity. These requirements allow the NPN operator to configure the transport network connecting the SNPN and the PLMN accordingly.
NOTE 1:	To allow UEs to access public network services from the SNPN, the UEs also have to be registered in the PLMN UDM.
NOTE 2:	For the derivation of connectivity requirements between SNPN and the PLMN, the NPN-SP makes use of two sources of information: 
1)	the SLS of requested NPN, received from the NPN-SC; and 
2)	connectivity information of the created 3GPP 5G network, received from the NPN operator.
In this use case, depending on different situations, the NPN operator role can be played by:
-	the mobile network operator only. In such a case, the mobile network operator takes the entire responsibility of operating the SNPN and managing SNPN-PLMN connectivity, if required; or
-	the mobile network operator and the enterprise. For SNPN management, the mobile network operator can expose some management capabilities to the enterprise, according to business agreement between the two parties. SNPN-PLMN connectivity, if required, is always managed by the mobile network operator; or
-	the vertical only. In such a case, the enterprise takes the entire responsibility of operating the SNPN. The SNPN-PLMN connectivity, if required, is always managed by the mobile network operator who takes the entire responsibility of operating the PLMN.
In this use case depending on the different NID assignment models as described in clause 4.45.30.2.1 of TS 23.501 [3], the NPN operator role can configure the NID to related AN nodes and 5GC NFs. The management of NID is described in clause 4.4 in this document.
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