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***First change***

#### 5.2.1.1 Description

It is a typed element representing a property of a class. See 10.2.5 Property of [1].

An element that is typed implies that the element can only refer to a constrained set of values.

See 10.1.4 Type of [1] for more information on type.

See 5.3.4 and 5.4.3 for predefined data types and user-defined data types that can apply type information to an element.

The following table captures the properties of this modelled element.

**Table 5.2.1.1-1: Attribute properties**

|  |  |  |
| --- | --- | --- |
| **Property name** | **Description** | **Legal values** |
| documentation | Contains a textual description of the attribute.Should refer (to enable traceability) to the specific requirement. | Any |
| isOrdered | For a multi-valued multiplicity; this specifies if the values of this attribute instance are sequentially ordered. See subclause 7.3.44 and its Table 7.1 of [2]. | True, False (default) |
| isUnique | For a multi-valued multiplicity, this specifies if the values of this attribute instance are unique (i.e., no duplicate attribute values). See subclause 7.3.44 and its Table 7.1 of [2]. | True (default), False |
| isReadable | Specifies that this attribute can be read by the manager. | True , False (default), (see NOTE 3) |
| isWritable | Specifies that this attribute can be written by the manager under the conditions specified in Annex B. | True, False (default)(see NOTE 4) |
| type | Refers to a predefined (see subclause 5.4.3) or user defined data type (see section 5.3.4). See also subclause 7.3.44 of [2], inherited from StructuralFeature. | NA |
| isInvariant | Attribute value is set at object creation time and cannot be changed under the conditions specified in Annex B. | True, False (default)  |
| allowedValues | Identifies the values the attribute can have.When specific values or restrictions are listed, this means that other values are not allowed, except if the attribute description explicitly states that other values are allowed.If other values shall be allowed the description should include the text: "isExtensible=True" | Dependent on type |
| isNotifyable | Identifies if a notification shall be sent in case of a value change (see Note 1, Note 2). | True (default), False |
| defaultValue | Identifies a value at specification time that is used at object creation time under conditions defined in Annex B. | No value (default) or a value that is dependent on allowedValues |
| multiplicity | Defines the number of values the attribute can simultaneously have. See subclause 7.3.44 of [2]; inherited from StructuralFeature. | See 5.2.8 Default is 1 |
| isNullable | Identifies if an attribute can carry no information. The implied meaning of carrying “no information” is context sensitive and is not defined in this Model Repertoire. | True, False (default) |
| supportQualifier | Identifies the required support of the attribute. See also subclause 6. | M, O (default), CM, CO, C |
| passedById | See Table 5.2.9.1-1: passedById property | True, False (default) |

NOTE 1: Whether a client/manager can receive the notification depends on a) if the client/manager has subscribed or registered for reception of such notification and b) if a notification mechanism is supported.

NOTE 2: If the attribute is a role-attribute and its property passedById is ‘False’, then changes in the navigable association target end instance do not trigger a notification.

NOTE 3: The value True is conditional on the presence of a mechanism for the MnS Producer to authenticate the MnS Consumer and verify whether the authenticated MnS Consumer is authorized to read.

NOTE 4: The value True is conditional on the presence of a mechanism for the MnS Producer to authenticate the MnS Consumer and verify whether the authenticated MnS Consumer is authorized to write.

***End of changes***