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## 7.2 Procedure of Network Slice Instance Allocation

The Figure 7.2-1 illustrates the procedure of creating a new NSI or using an existing NSI to satisfy the required network slice related requirements.



Figure 7.2-1: Network Slice Instance Allocation Request procedure

1) Network Slice Management Service Provider (NSMS\_Provider) receives an AllocateNsi request (see AllocateNsi operation defined in clause 6.5.1) from Network Slice Management Service Consumer (NSMS\_Consumer) with network slice related requirements (the network slice related requirements are defined as the attributes in the ServiceProfile see clause 6.3.3 in TS 28.541 [6]).

2) Based on the network slice related requiremen and the knowledge of the capabilities of existing deployed network slices, the NSMS\_Provider compare/match the provided requirements against all the candidate NetworkSlice instances, and then decides whether to use an existing NSI or create a new NSI. If the network slice related requirements allow the requested NSI to be shared and if an existing suitable NSI can be reused, the NSMS\_Provider may decide to use the existing NSI.

3a) If using an existing NSI and the existing NSI needs to be modified to satisfy the network slice related requirements, the NSMS\_Provider invokes the procedure to modify the existing NSI as described in clause 7.6.

3b-1) If creating a new NSI, the NSMS\_Provider derives the network slice subnet related requirements from the received network slice related requirements. Before NSMS\_Provider derives the network slice subnet related requirements, NSMS\_Provider may invoke corresponding network slice subnet capability information querying procedure as described in clause 7.8.

3b-2) The NSMS\_Provider invokes the NSSI allocation procedure as described in clause 7.3. Before NSMS\_Provider invokes the NSSI allocation procedure, NSMS\_Provider may invoke corresponding network slice subnet feasibility check procedure as described in clause 7.14.

3b-3) The NSMS\_Provider creates the MOI for NSI and configures the MOI with the DN of MOI for the NSSI, other configuration information may be configured for the created MOI.

Note: The detailed configuration information is described in network slice NRM (see NetworkSlice IOC defined in clause 6.3.1 in TS 28.541 [6]).

4) The NSMS\_Provider sends NSI allocation result (see AllocateNsi operation defined in clause 6.5.1) to the NSMS\_Consumer. If an existing NSI is modified or a new NSI is created successfully to satisfy the network slice related requirements, the result includes the relevant network slice instance information (see NetworkSlice IOC defined in clause 6.3.1 in TS 28.541 [6]):

- DN of the MOI for NSI.

Otherwise the result may include the reason of failure, for example, the required latency or user number cannot be satisfied, or the physical resource is not enough.

|  |
| --- |
| **2nd Change** |

## 7.6 Procedure of Network Slice Instance Modification

The Figure 7.6-1 illustrates the procedure of modifying an existing NSI.



Figure 7.6-1: Network Slice Instance Modification Request procedure

1) Network Slice Management Service Provider (NSMS\_P) receives a ModifyNsi request (see modifyMOIAttributes operation defined in TS 28.532 [8]) from Network Slice Management Service Consumer (NSMS\_C) with the management identifier of NSI and the new network slice related requirements (see ServiceProfile defined in clause 6.3.3 in TS 28.541[6]).

2) Based on the new network slice related requirements, NSMS\_P invokes the feasibility check procedure. If the modification requirements can be satisfied, go to step 3), else go to step 5).

3) NSMS\_P decomposes the NSI modification request into NSSI modification request(s), i.e., generating the new network slice subnet related requirements for each NSSI if needed.

4) NSMS\_P, as the role of Network Slice Subnet Management Service Consumer (NSSMS\_C), invokes the NSSI modification procedure. Before NSMS\_P invokes the NSSI modification procedure, NSMS\_Provider may invoke corresponding network slice subnet feasibility check procedure as described in clause 7.14.

5) NSMS\_P sends NSI modification result (see modifyMOIAttributes operation defined in TS 28.532 [8]) to NSMS\_C.

|  |
| --- |
| **3rd Change** |

## 7.14 Procedure of checking feasibility of network slice subnet



Figure 7.14-2 Network slice subnet feasibility check procedure

1) Network Slice Subnet Management Service Provider (NSSMS\_Provider) receives a feasibility check job creation request (see createMOI operation defined in TS 28.532 [8]) from Network Slice Subnet Management Service Consumer (NSSMS\_Consumer) with feasibility check requirements (see FeasibilityCheckJob IOC defined in TS 28.541[6]). The request is to check whether the network slice subnet related requirements (i.e. SliceProfile) can be satisfied.

2) NSSMS\_Provider creates the FeasibilityCheckJob instance and configures the attribute "SliceProfile". NSSMS\_Provider starts the executing the feasibility check process. NSSMS\_Provider may request other MnS producer to check the feasibility for the network slice subnet constituent with same network slice subnet feasibility check procedure.

3) NSSMS\_Provider sends the feasibility check job creation response (see createMOI operation defined in TS 28.532 [8]) requests to NSSMS\_Consumer.

4) During the feasibility check process execution time, the NSSMS\_Provider receives a feasibility check job progress and result query request (see getMOIAttributes defined in TS 28.532 [8]) from NSSMS\_Consumer to query the value for attribute "fCJobProgress" and "feasibilityResult" for the FeasibilityCheckJob instance specified.

5) NSSMS\_Provider read the value of the attribute "fCJobProgress" and "feasibilityResult" for the specified FeasibilityCheckJob instance.

6) NSSMS\_Provider sends feasibility check job progress and result query response (see getMOIAttributes operation defined in TS 28.532 [8]) to NSSMS\_Consumer with the values of the attribute “fCJobProgress” and “f feasibilityResult” for the specified FeasibilityCheckJob instance.

Note: the step 4) – step6) maybe be executed repeatedly until the feasibility check job is deleted or other specified conditions.

7) When NSSMS\_Consumer decides to delete the feasibility check job (e.g. obtained the feasibility check result), the NSSMS\_Provider receives a feasibility check job deletion request (sees deleteMOI operation defined in TS 28.532 [8]) for the FeasibilityCheckJob instance specified.

8) NSSMS\_Provider delete the specified FeasibilityCheckJob instance.

9) NSSMS\_Provider sends a feasibility check job deletion response (sees deleteMOI operation defined in TS 28.532 [8]) for the deleted FeasibilityCheckJob instance.

|  |
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| **End of Change** |